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Introduction
This set of assessment tools is for the unit of competency BSBTEC202 Use digital technologies to communicate in a work environment. 
The guide is divided into three sections:

Section 1:
Unit of competency

Section 2:
Assessment resources

Glossary (VET sector terminology)

As the trainer/assessor, you are in the best position to judge the full training and assessment requirements of a unit of competency. The judgments that you make in this regard should form part of your broader training and assessment strategy.

Learners may or may not be employed in the workplace. Where a learner is currently employed, you should endeavour to use relevant workplace documents and resources. Where learners are not currently employed, you must provide example documentation and a simulated environment wherever possible. Encourage classroom learners to take every opportunity to observe a real working environment and discuss what they have seen. Note that observation and assessment in the workplace is mandatory for some units of competency. Refer to section 1.2 of this guide, or to the assessment requirements of the relevant unit of competency, for details of assessment conditions.
Section 1 - Unit of competency

The Business Training Package was developed by the Innovation & Business Skills Australia (IBSA) in consultation with industry stakeholders including employers, unions, peak bodies, professional associations, regulatory bodies, registered training organisations (RTOs) and other relevant parties. The training package specifies the skills and knowledge required to perform effectively in the business workplace.

Individual units of competency are nationally agreed statements that describe work outcomes and can stand alone when applied in the workplace.

This section outlines the requirements of the unit of competency BSBTEC202 Use digital technologies to communicate in a work environment and other information relevant to it.

It contains the following information:

1.1 
Elements of competency and performance criteria

1.2
Assessment requirements 
1.3 
Dimensions of competency

1.4
Foundation skills
1.5
Skill sets

1.6
Recognition of prior learning (RPL)
1.7 
Glossary of terms
1.1
Elements of competency and performance criteria

The elements of competency define the skills required to perform a work activity. They describe the required outcomes that need to be assessed. 

The performance criteria define the level of skill necessary to achieve the requirements of the element.

The following table maps the content in the on-line course BSBTEC202 Use digital technologies to communicate in a work environment to the unit of competency.

	 BSBTEC202 Use digital technologies to communicate in a work environment
	Where covered in on-line course

	Element 1: Identify purpose and methods of digital communication

	1.1 Identify purpose for communication, intended audience and content of proposed communication
	Task 10

	1.2 Identify available digital communication applications by accessing relevant sources of information and clarify with relevant personnel, where required
	Task 10

	1.3 
Select most appropriate application for communication according to available resources and relevant organisational policies and procedures
	Task 10

	Element 2: Implement procedures to send and receive digital communications

	2.1
Access application for sending and receiving digital communications according to organisational policies and procedures
	Task 10

	2.2 
Create outgoing digital communication, check for accuracy and ensure that any required attachments are included according to application requirements and organisational policies and procedures
	Task 10

	2.3 
Identify urgent, confidential, personal, suspicious or dangerous digital communication and take appropriate action, clarify with relevant stakeholder, where required
	Task 10

	2.4 
Access and identify most appropriate action in response to incoming digital communications, according to organisational policies and procedures
	Task 10

	Element 3: Assist with managing digital communications

	3.1 
Follow established security levels and filters for incoming digital communications according to organisational policies and procedures
	Task 10

	3.2 
Assist relevant personnel to create plan for monitoring and maintaining digital communications across multiple applications according to organisational policies and procedures
	Task 10

	3.3 
Store digital communications and attachments according to organisational policies and procedures
	Task 10

	3.4 
Archive or permanently delete digital communications according to organisational policies and procedures
	Task 10

	3.5 
Create methods for communicating electronically with targeted groups of stakeholders as relevant to organisation
	Task 10


1.2
Assessment requirements 

BSBTEC202 Use digital technologies to communicate in a work environment covers the outcomes, skills and knowledge required to effectively identify, select and use available methods of digital communication in a workplace context. These methods may include email, instant messaging and other similar platforms.
It applies to individuals who use digital technology to communicate with relevant stakeholders. This will be particularly relevant to individuals in teams that work remotely. The individual will use a limited range of practical skills and fundamental knowledge in a defined context under direct supervision or with limited individual responsibility.
The assessment requirements consist of three criteria:

· Performance evidence: details the skills to be demonstrated, the consistency of performance (for example, on how many occasions, in what range of situations, using what range of equipment) and any licensing, regulatory or registration requirements
· Knowledge evidence: the scope and depth of knowledge required
· Assessment conditions: specify where assessment can take place, what resources are required and what interactions with other people are required
Performance evidence
The performance evidence for the unit BSBTEC202 Use digital technologies to communicate in a work environment. The candidate must demonstrate the ability to complete the tasks outlined in the elements, performance criteria and foundation skills of this unit, including evidence of the ability to:
· on four occasions send digital communications

· on four occasions receive and process digital communications.

The candidate must:

· follow organisational and technology provider requirements when communicating electronically across multiple digital applications, including in relation to security of communications

· follow organisational policy and procedures when managing all aspects of digital communication, including by storing, filing, archiving, and deleting inbound communications

· communicate electronically with targeted groups of colleagues, clients or similar as relevant to organisation.
Knowledge evidence
The knowledge evidence within the unit BSBTEC202 Use digital technologies to communicate in a work environment consists of:

· existing and emerging methods of digital communication, including strengths and limitations

· industry practice relating to digital communication etiquette in a workplace setting

· commercial sensitivities in relation to knowledge management

· organisational policies and procedures relating to the use of digital communication

· security levels and filters for digital communications.
Assessment conditions
Assessment must be conducted in a workplace or simulated where the conditions are typical of those in a working environment in this industry.

This includes access to:

· industry applications/platforms for communicating digitally

· relevant organisational policies and procedures

· relevant workplace documentation and resources.
Assessors of this unit must satisfy the assessor requirements in applicable vocational education and training legislation, frameworks and/or standards.

1.3
Dimensions of competency

The dimensions of competency relate to all aspects of work performance. The following table explores the four dimensions of competency in more detail.

	Dimensions of competency
	What it means

	Task skills
	The candidate must perform the individual skills required to complete a work activity to the required standard.

	Task management skills
	The candidate must manage several different tasks to complete a whole work activity, such as working to meet deadlines.

	Contingency management skills
	The candidate must use their problem-solving skills to resolve issues that arise when performing a work activity.

	Job/role environment skills
	The candidate must perform effectively in the workplace when undertaking a work activity by working well with all stakeholders and following workplace policies and procedures.


Assessors and/or their training organisations need to ensure that the range of assessment instruments developed for this unit adequately explore the dimensions of competency.
1.4
Foundation skills

Underpinning all job roles is a set of skills that are essential if learners are to participate successfully in work and be valuable and productive employees. 
The foundation skills embedded in this unit of competency are outlined below:
	Skill
	Performance criteria
	Description

	Reading
	1.1, 1.2, 2.2, 2.3, 2.4, 3.1, 3.2,  
	· Recognises textual information within different materials and interprets information to determine requirements, as well as confirming accuracy of content

	Writing
	2.2, 2.3, 2.4, 3.2,
	· Records key information relevant to requirements and prepares simple correspondence using basic punctuation, text and correct spelling

	Oral Communication
	1.1, 2.2, 2.3, 2.4, 3.2, 
	· Obtains information through listening and questioning and uses clear and appropriate language suitable to audience

	Self-management
	2.1, 2.4, 3.1, 3.2, 3.3, 3.4, 
	· Recognises and follows explicit and implicit protocols and meets expectations associated with own role

	Problem solving
	1.3, 2.3, 2.4, 3.1, 3.2, 3.3, 3.4, 3.5
	· Recognises and responds to routine problems in context of own work


Do not assume that learners already have these skills; for example, even if you believe they have good writing skills, they may never have written a specific type of report before.

Remember that the learner may not necessarily need all these skills for a specific task, nor be required to develop them to a high level. This will depend on the nature of the task and the context in which they are working.

Your role is to:

· when planning your assessment program, identify where foundation skills are embedded in the unit of competency and how learners can demonstrate they have acquired the skills 

· encourage learners to record in the template that follows the Final Assessment the activities they have performed that demonstrate specific foundation skills; they can do this after completing each chapter in the learner guide.

1.5
Skill sets

Skill sets are single units of competency or combinations of units of competency that link to a licence, regulatory requirement or defined industry need. 

Skill sets do not replace qualifications as the foundation for undertaking work in the community sector. Skill sets build on a relevant qualification and enable a qualified worker to move laterally into work areas addressed by the skill set or to broaden their skill base in relation to the services they provide.
1.6
Recognition of prior learning (RPL)

Recognition of prior learning (RPL) is an assessment process that assesses an individual’ s non-formal and informal learning to determine the extent to which that individual has achieved the required learning outcomes, competency outcomes, or standards for entry to, and/or partial or total completion of, a qualification.

To have skills and knowledge formally acknowledged, a learner must supply a range of evidence to verify competency. The trainer then needs to assess this evidence against the criteria for the qualification.

Evidence of competency may include work samples, journals and third-party testimonials. Learners may also need to be observed undertaking set tasks and/or answer set questions.

The full RPL Kit for this qualification is available. The kit consists of four parts:
· Assessor’s Guide

· Candidate’s Guide

· Forms

· Workplace Guide

1.7
Glossary of terms
Wherever possible and appropriate, knowledge should be contextualised to the learner’s workplace. For example, when dealing with organisational policies and procedures, look at the actual policies and procedures of the workplace.
Above the fold: The top part of an email message that is visible to the recipient without the need for scrolling. The term originally comes from print and refers to the top half of a folded newspaper.
Alias: A unique and usually shorter URL (link) that can be distinguished from other links even if they ultimately go to the same Web page. This makes it possible to track which message led viewers to click on the link.
ASP: Application Service Provider – Any company that offers organizations access over the Internet to applications and related services that would otherwise have to be located on site at the organization's premises.
Attachment: An audio, video or other data file that is attached to an email message.
Autoresponder: A computer program that automatically responds with a prewritten message to anyone who sends an email message to a particular email address or uses an online feedback form.
Authentication: A term that refers to standards, such as Sender ID, SPF and DomainKeys/DKIM, that serve to identify that an email is really sent from the domain name and individual listed as the sender. Authentication standards are used to fight spam and spoofing.

Bayesian filter: A spam filter that evaluates email message content to determine the probability that it is spam. Bayesian filters are adaptable and can learn to identify new patterns of spam by analysing incoming email.
Blacklist: A list containing email addresses or IP addresses of suspected spammers. Blacklists are sometimes used to reject incoming mail at the server level before the email reaches the recipient.
Block: An action by an Internet Service Provider to prevent email messages from being forwarded to the end recipient.
Bounces: Email messages that fail to reach their intended destination. "Hard" bounces are caused by invalid email addresses, whereas "soft" bounces are due to temporary conditions, such as overloaded inboxes.

CGI: Common Gateway Interface – A specification for transferring information between a Web server and a CGI program. CGI programs are often used for processing email subscriptions and Web forms.

Challenge-Response: An authentication method that requires a human to respond to an email challenge message before the original email that triggered the challenge is delivered to the recipient. This method is sometimes used to cut down on spam since it requires an action by a human sender.

Conditional blocks: A text fragment that is pasted into an email message only if certain conditions are met (for instance the recipient lives in a certain area). Conditional blocks allow email marketers to create more personalized mailings.

Deliverability: A term that refers to the best practices and authentication techniques of mass email communication that improve the likelihood that opt-in email messages are successfully delivered to end recipients instead of being erroneously blocked by ISPs and spam filters.

Discussion group: An email list community where members can obtain and share information. Every member can write to the list, and in doing so, everyone subscribed to the list will receive a copy of the message.

DNS: Domain Name Server (or system) – An Internet service that translates domain names into IP addresses.

Domain name: A name that identifies one or more IP addresses. Domain names always have at least two parts that are separated by dots (for instance lsoft.com). The part on the left is the second-level domain (more specific), while the part on the right is the top-level domain (more general).

Double opt-in: The recommended procedure for subscribing email recipients to an email list or newsletter. Once a person requests to subscribe to a list, a confirmation email message is automatically sent to the supplied email address asking the person to verify that they have in fact requested to be included in future mailings.

Download: To transfer a copy of a file from an Internet server to one's own computer.

Email: Email allows you to send and receive text, HTML, images and other data files over the Internet. Email is one of the most popular online activities and has become a vital tool for electronic commerce.

Email bounces: Email messages that fail to reach their intended destination. "Hard" bounces are caused by invalid email addresses, whereas "soft" bounces are due to temporary conditions, such as overloaded inboxes.

Email client: The software that recipients use to read email. Some email clients have better support for HTML email than others.

Email harvesting: The disreputable and often illegal practice of using an automated program to scan Web pages and collect email addresses for use by spammers.

Email header: The section of an email message that contains the sender's and recipient's email addresses as well as the routing information.

Email marketing: The use of email (or email lists) to plan and deliver permission-based marketing campaigns.

False positive: A legitimate email message that is mistakenly rejected or filtered by a spam filter.

Forward DNS Lookup: A Forward DNS Lookup, or just DNS Lookup, is the process of looking up and translating a domain name into its corresponding IP address. This can be compared to a Reverse DNS Lookup, which is the process of looking up and translating an IP address into a domain name.
FQDN: Fully Qualified Domain Name – A name consisting of both a host and a domain name. For example, www.lsoft.com is a fully qualified domain name. www is the host; lsoft is the second-level domain; and .com is the top-level domain.
Freeware: A free computer program usually made available on the Internet or through user groups.
FTP: File Transfer Protocol – Used for uploading or downloading files to and from remote computer systems on a network using TCP/IP, such as the Internet.

Gateway: This is a hardware or software set-up that functions as a translator between two dissimilar protocols. A gateway can also be the term to describe any mechanism providing access to another system (e.g AOL might be called a gateway to the Internet).

Hard bounces: Email messages that cannot be delivered to the recipient because of a permanent error, such as an invalid or non-existing email address.
Host: When a server acts as a host it means that other computers on the network do not have to download the software that this server carries. 

Host name: The name of a computer on the Internet (such as www.lsoft.com).
HTML: HyperText Markup Language – The most used coding language for creating Web pages. HTML can also be used in email messages.

IMAP: Internet Message Access Protocol – A protocol used to retrieve email messages. Most email clients use either the IMAP or the POP protocol.
Internet: The largest worldwide computer network.
Intranet: Contrary to the public Internet, an intranet is a private network inside an organization.

IP address: An IP (Internet Protocol) address is a unique identifier for a computer on the Internet. It is written as four numbers separated by periods. Each number can range from 0 to 255. Before connecting to a computer over the Internet, a Domain Name Server translates the domain name into its corresponding IP address.
ISP: Internet Service Provider – A company that provides access to the Internet, including the World Wide Web and email, typically for a monthly fee.

LAN: Local Area Network, which is a computer network, although geographically limited, usually to the same building, office, etc.
Mail-merge: A process that enables the delivery of personalized messages to large numbers of recipients. This is usually achieved using email list management software working in conjunction with a database.
MIME: Multi-Purpose Internet Mail Extensions – An extension of the original Internet email standard that allows users to exchange text, audio or visual files.
Moderated list: Moderators must approve any message posted to an email list before it is delivered to all subscribers. It is also possible for the moderator to edit or delete messages. A moderated list thus puts the list owner in the equivalent position as an editor of a newspaper.

Multi-threading: A process though which a mail server can perform multiple concurrent deliveries to different domains, which greatly speeds up the delivery of large volumes of email.
Multipart/alternative: A message format that includes both text and HTML versions. Recipients can then open the message in their preferred format.
Operating system: A program that manages all other programs in a computer, such as Windows or Unix.
Opt-in: An approach to email lists in which subscribers must explicitly request to be included in an email campaign or newsletter.
Opt-out: An approach to email lists in which subscribers are included in email campaigns or newsletters until they specifically request not to be subscribed any longer. This method is not recommended and may in some cases be illegal.
Out-of-office replies: Automatic email reply messages triggered by incoming email to a user's inbox, typically activated when users are on vacation or otherwise unavailable through email for an extended period.
Outsourcing: An arrangement where one company provides services to another company that would otherwise have been implemented in-house.
Personalization: The insertion of personal greetings in email messages (for instance "Dear John" rather than the generic "Dear Customer"). Personalization requires email list management software that allows for so called mail-merge operations.
Plain text: Text in an email message that contains no formatting elements.
POP: Post Office Protocol – A protocol used to retrieve email from a mail server. Most email clients use either the POP or the newer IMAP protocol.
Privacy: A major concern of Internet users that largely involves the sharing of personally identifiable information, which includes name, birth date, Social Security number and financial data, for example.
Protocol: The set of formal rules that describe how to transmit data, especially across a network of computers.

Reverse DNS Lookup: A Reverse DNS Lookup is the process of looking up and translating an IP address into a domain name. This can be compared to a Forward DNS Lookup, which is the process of looking up and translating a domain name into its corresponding IP address.
Rich media: An Internet advertising term for a Web page that uses graphical technologies such as streaming video, audio files or other similar technology to create an interactive atmosphere with viewers.
Router (Routing System): The role of a route can be described as a bridge between two or more networks. The function of the router is to look at the destination addresses of the packets passing through it, and thereafter decide which route to send these packets on.

Scalability: The ability of a software program to continue to function smoothly as additional volume, or work is required of it.

Sender ID: Sender ID is an authentication protocol used to verify that the originating IP address is authorized to send email for the domain name declared in the visible "From" or "Sender" lines of the email message. Sender ID is used to prevent spoofing and to identify messages with visible domain names that have been forged.
Server: A program that acts as a central information source and provides services to programs in the same or other computers. The term can either refer to a particular piece of software, such as a WWW server, or to the machine on which the software is running.
Shareware: This term refers to software available on public networks.
Signature file: A short text file that email users can automatically append at the end of each message they send. Commonly, signature files list the user's name, phone number, company, company URL, etc.
SMTP: Simple Mail Transfer Protocol – A protocol used to send email on the Internet. SMTP is a set of rules regarding the interaction between a program sending email and a program receiving email.
Snail mail: Traditional or surface mail sent through postal services.
Sniffing: A method of determining whether email recipients can receive HTML-formatted messages. This procedure is not recommended as it is flawed and may result in inaccurate findings.
Soft bounces: Email messages that cannot be delivered to the recipient because of a temporary error, such as a full mailbox.
Spam: (Also known as unsolicited commercial email) – Unwanted, unsolicited junk email sent to many recipients.
Spoofing: The disreputable and often illegal act of falsifying the sender email address to make it appear as if an email message came from somewhere else.
Streaming media: Audio and video files transmitted on the Internet in a continuous fashion.
Subject line: The part of an email message where senders can type what the email message is about. Subject lines are considered important by email marketers because they can often influence whether a recipient will open an email message.

TCP / IP: Transmission Control Protocol / Internet Protocol – This is the protocol that defines the Internet. TCP / IP was originally designed for the unix operating system but is today available for every major kind of computer operating system.

URL: Uniform Resource Locator – The address of a file or Web page accessible on the Internet (for example, http://www.lsoft.com).
User Interface: A set of controls such as buttons, commands and other devices that allow a user to operate a computer program.

Viral marketing: A marketing strategy that encourages email recipients to pass along messages to others to generate additional exposure.
Virtual hosting: A Web server hosting service that replaces a company's need to purchase and maintain its own Web server and connections to the Internet.

Virus: A program, macro or fragment of code that causes damage and can be quickly spread through Web sites or email.

Worm: Malicious code that is often spread through an executable attachment in an email message.
Section 2 - Assessment tools
Assessment is all about collecting evidence and making decisions as to whether a learner has achieved competency. Assessment confirms that the learner can perform to the expected workplace standard, as outlined in the units of competency.

This section contains the summative assessment tools that are to be used in assessing this unit of competency.  The assessment tools have also been mapped against the requirements of unit assessment; these may be reviewed in the TEIA document BSB20120 Mapping Guide.     Assessors can use this mapping information to complete required assessment records.

It is an important responsibility of assessors to complete the assessment records themselves. This ensures all additional assessment activities deemed appropriate or required by the assessor, in addition to those within this document, are included in these records.

Section Two contains the following information:

2.1   
Summative assessment

2.2
Solutions – general guidance

2.3 
Solutions – summative assessment

2.4
Evidence of competency

2.5
Assessment records
2.1
Summative assessment

Separate each assessment tool as required in the assessment process.
Task Overview

The assessment for this unit is focused on Task 10 of the course. Note though, if a RPL approach was taken, there should be sufficient evidence gathered throughout Tasks 1 to 9 within the virtual scenario to support a RPL assessment approach. 

The assessment tool is a portfolio of collected evidence from the scenario Task 10.
BSBTEC202 Use digital technologies to communicate in a work environment
Student instructions for the virtual workplace is found in the Task 10 Planning Sheet – excerpt below:

Task A – Storage solution for digital communication files: 

· Read the attachment of the General Manager’s incoming email (Intray).
· Read the Activities document (Attachment to General Manager’s email). 
· Reflect about the task assigned to you by Ben Davies, identify what additional folders you would need to store the emails and their attachments that relate to the company’s annual award dinner and presentation (General Manager’s email). 

· Construct these emails in your email program; take a screenshot showing the folders you have constructed; add the screenshots to the tasks’ portfolio.
	What to submit
	Problems encountered and strategies used to overcome these

	List of folders to be constructed.

Screenshots showing these folders have been constructed in MS Outlook.

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher).
	


Task B – Distribution lists or group email procedures:

· Read the attachment of the General Manager’s incoming email (Intray).

· Read the Activities document (Attachment to General Manager’s email). 

· Reflect about the task assigned to you by Ben Davies, identify what distribution lists you need to construct to enable rapid communication with the various groups involved in this event. List the distribution lists with a brief explanation of who would be in each list. 
	What to submit
	Problems encountered and strategies used to overcome these

	List of distribution lists and an explanation of each.

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher).
	


Task C – Evaluation of communication with your supervisor: 
· Consider how you would save this very large file once it had been received. Explain your decision.
	What to submit
	Problems encountered and strategies used to overcome these

	Explanation of how and why the file is saved this way.

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher).
	


Task D – Dinner speaker’s address: 
· Before proceeding to the recording and distribution procedures, consider what you may need to do to ensure you meet both legislative and ethical elements in this task. Record any issues you identify in a table detailing the issue and how you may address each issue. 

· Decide on how you are to record the address and detail the reasons underpinning your decision.

· How will you distribute this very large file to the staff members who may be interested in viewing it? Explain how you would make this information/address/event available.
	What to submit
	Problems encountered and strategies used to overcome these

	A table detailing background legislative and ethical considerations.

Paragraph explaining how the address will be recorded.

Paragraph explaining how the resulting media file may be shared with staff members across Queensland.

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher).
	


Task E – Organising a video meeting
· Consider and record in a list the advantages and disadvantages of holding a video meeting.

· Prepare a paragraph explaining how you would prepare for this meeting and what organisational elements you would need to ensure were in place.

	What to submit
	Problems encountered and strategies used to overcome these

	A table detailing the advantages and disadvantages of holding a video meeting.
Paragraph explaining how you would prepare for this meeting and what organisational elements you would need to ensure were in place. 

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher).
	


Task F – WHS meeting: 
· Before proceeding ensure you are familiar with Anjark Services’ Information Policies and Procedures. 

· Write an email meeting the criteria (Task 10 Activities – Attachment to General Manager’s email – Intray).

· Send the email to yourself. On arrival, print the document as a PDF document. Place this in your portfolio.
	What to submit
	Problems encountered and strategies used to overcome these

	A copy of an email meeting the criteria outlined in the activity instructions.

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher).
	


Task G – Breach of security: 
· Before proceeding ensure you are familiar with Anjark Services’ Information Policies and Procedures. 

· Outline, in paragraph form, what you should have done when you received the email.

· In a separate paragraph formed response, outline what your emergent actions will now be to recover the security breach.

· Place both responses in the appropriate sub-folder in your portfolio.
	What to submit
	Problems encountered and strategies used to overcome these

	Paragraph based response outlining what should have been done on receipt of the email.

Paragraph based response outlining your actions to recover the security breach.

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher).
	


Task H – Example email templates: 
· Before proceeding ensure you are familiar with Anjark Services’ Information Policies and Procedures. 

· Create appropriate emails to the intended target groups and save in draft forms (Task 10 Activities – Attachment to General Manager’s email – Intray).

· Place PDF copies of the emails in the appropriate sub-folder in your portfolio.
	What to submit
	Problems encountered and strategies used to overcome these

	Four drafts of emails being sent to targeted audiences.

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher). 
	


Other Tasks
Review of digital communication methods
· Read the email sent to you seeking your involvement in this committee (Email – Mitchell 2 and then Email – Rae Taylor). 

· Conduct the research necessary to complete the collection of data and your opinions for the committee. Present your responses as directed. 

· Place Word copy of response in a new sub-folder in your portfolio.
	What to submit
	Problems encountered and strategies used to overcome these

	Written responses to the questions for the Review of Digital Communication attachment (Email – Rae Taylor)

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher). 
	


Staff Survey - Digital communication methods
· Read the email sent to you instructing all staff to complete the Staff Survey (Email – Mitchell 1). 

· Respond to the survey questions. Present your responses as directed. 

· Place Word copy of response in a new sub-folder in your portfolio.
	What to submit
	Problems encountered and strategies used to overcome these

	Written responses to the Staff Survey (Email – Mitchell 1)

Place this work in an appropriate sub-folder.

Email the portfolio to your supervisor (Teacher). 
	


2.2
Solutions - General guidance
Assessors should review the solutions provided and adapt and/or contextualise them (and assessment activities themselves where necessary) to suit the training and assessment context as part of their moderation activities. This will ensure consistency of assessment.
The solutions to assessment activities serve as a reliable guide to the type of information that should be included in the assessment candidate’s response. Refer to the assessment activities when assessing learner responses or evaluating assessment evidence. The answers provided by the assessment candidate will vary due to several factors, including the:

· candidate’ s own experiences

· candidate’ s workplace experiences

· training situations and strategies presented by the trainer

· interpretation of the assessment activity by the assessment candidate/assessor

· type of organisation, work practices, processes and systems encountered by the candidate.

The nature and variety of the tasks presented means that in some cases there will be numerous correct responses, and the solutions provided cannot cater for all contexts and eventualities.

In general terms:

· For questions with a single answer, this guide provides the correct answer.

· For questions that do not have a single answer, it is understood that answers will vary within certain parameters.

· For questions where the candidate has to list a certain number of items, the RTO has provided a more comprehensive listing from which candidate responses may be drawn. This list may not in all cases be definitive, and assessors should account for other possible correct responses.

· For activities that involve responding to a case study, the RTO has provided an example of how the candidate may respond. Depending on the question, the terminology used will indicate either what the candidate should have included in their response or may have included. However, different phrasing may be used by the candidate, or different responses that may be equally correct are also possible.
· For activities that take place in the workplace or involve workplace documentation, the RTO can only provide an example response. Assessors should consider whether the candidate has achieved the intent of the activity within the candidate’s workplace context.

· For activities that involve writing reports or completing documentation provided, the RTO can only provide an example response. Assessors should again consider whether the candidate’s response is appropriate to the task within the context of the candidate’s training and/or workplace.

2.3
Solutions – Summative assessment
The student response will vary so assessor judgement is required. Broad parameters for the responses are provided below.

Task A – Storage solution for digital communication files

The student must submit:

· Screenshots showing three relevant folders have been constructed in an email application.

· This has been correctly named and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

Task B – Distribution lists or group email procedure

The student must submit:

· Required distribution lists with a brief explanation of who would be in each list.

· This has been correctly named and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

Task C – Evaluation of communication with your supervisor

The student must submit:

· Explanation of how and why the file is saved this way.

· This has been correctly named and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

Task D – Dinner speaker’s address

The student must submit:

· A table detailing background legislative and ethical considerations involved in this distribution activity, i.e. privacy issues.

· Two paragraphs:

1. Explanation of how the address will be recorded with accompanying reasons.

2. Method of distribution to staff. 
· These items are grouped and labelled appropriately and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

Task E – Organising a video meeting

The student must submit:

· A table detailing the advantages and disadvantages of holding a video meeting.

· Paragraph explaining how they would prepare for this meeting and what organisational elements they would need to ensure were in place. 
· These items are grouped and labelled appropriately and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

Task F – WHS meeting
The student must submit:

· A copy of an email meeting the criteria outlined in the activity instructions.
· This has been correctly named and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

Task G – Breach of security

The student must submit:

· Paragraph based response outlining what should have been done on receipt of the email.

· Paragraph based response outlining your actions to recover the security breach.

· These items are grouped and labelled appropriately and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

Task H – Example email templates: 
The student must submit:

· Four drafts of emails being sent to targeted audiences.
· This has been correctly named and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

Staff Survey - Digital communication methods
The student must submit:

· Written responses to the Staff Survey 
· This has been correctly named and placed in a folder as a portfolio item.

Assessor judgement must be used to confirm that the level of the candidate’s response is that expected within an office position.

2.4
Evidence of competency

Evidence is information gathered that provides proof of competency. While evidence must be sufficient, trainers and assessors must focus on the quality of evidence rather than the quantity of evidence.

Rules of evidence

There are four rules of evidence that guide the collection of evidence. Evidence must be:

· valid – it must cover the performance evidence and knowledge evidence
· sufficient – it must be enough to satisfy the competency

· current – skills and knowledge must be up to date

· authentic – it must be the learner’s own work and supporting documents must be genuine.

Principles of assessment

High quality assessments must be:

· fair – assessments are not discriminatory and do not disadvantage the candidate

· flexible – assessments meet the candidate’ s needs and include an appropriate range of assessment methods

· valid – assessments assess the unit/s of competency performance evidence and knowledge evidence
· reliable – there is a common interpretation of the assessments.

Types of evidence

Types of evidence that can be collected, sighted or validated include:

· work records such as position descriptions, performance reviews, products developed and processes followed and/or implemented

· third-party reports from customers, managers and/or supervisors

· training records and other recognised qualifications

· skills and knowledge assessments

· volunteer work.

Gathering evidence

Evidence can be gathered through:

· real work/real-time activities through observation and third-party reports

· structured activities.

Evidence can also be gathered through:

· formative assessments: where assessment is progressive throughout the learning process and validated along the way by the trainer – also known as assessment for learning

· summative assessment: where assessment is an exercise or simulation at the end of the learning process – also known as assessment of learning.

Evaluating evidence

The following steps may help you evaluate evidence.

	Step 1: Evidence is gathered.
	
	
	
	


	Step 2: Rules of evidence are applied – evidence is valid, sufficient, current and authentic.
	
	
	


	Step 3: Evidence meets the full requirements of the unit/s of competency.
	
	


	Step 4: The assessment process is valid, reliable, fair and flexible.
	


	Step 5: The trainer or assessor makes a straightforward and informed judgment about the candidate and completes assessment records.


2.5
Assessment records

Learners must provide evidence of how they have complied with the performance and knowledge evidence requirements outlined in the unit of competency. These requirements should be assessed in the workplace or in a simulated workplace; assessment conditions are specified in each unit of competency.

You can use the following assessment forms to record the learner’s evidence of competency: 
· The Assessment Instructions Checklist helps the trainer/assessor provide clear instructions to the candidate as to which assessment activities to complete.

· The Pre-Assessment Checklist helps the trainer determine if the learner is ready for assessment.

· The Self-Assessment Record allows the learner to assess their own abilities against the requirements of the unit of competency.

· The Performance Evidence Checklist facilitates the observation process; it allows trainers to identify skill gaps and provide useful feedback to learners.

· The Knowledge Evidence Checklist can be used to record the learner’s understanding of the knowledge evidence; it allows trainers to identify knowledge gaps and to provide useful feedback to learners.

· The Portfolio of Evidence Checklist helps the trainer annotate or detail aspects of the learner’s portfolio of evidence.

· The Workplace Assessment Checklist can be used by the learner’s supervisor to show workplace-based evidence of competence.
· The Observation Checklist/Third Party Report records the candidate’s performance in the workplace.

· The Record of Assessment form is used to summarise the outcomes of the assessment process in this unit.

· The Request for Qualification Issue is used by the assessor to inform the RTO authorities that the process for issuing a Statement of Attainment or Qualification may commence. 

Assessment instructions – BSBTEC202
Use this form to record the planned assessment pathway of student.

	Candidate’ s name:       
Unit of competency:  BSBTEC202 Use digital technologies to communicate in a work environment 
Trainer/assessor:       
Date:       

	The candidate must complete the following assessment activities, provided by the trainer/assessor:

	
	Y/N
	Whole activity/ specific questions

	Candidate Self-assessment
	
	     

	Final assessment - 
	
	     

	Final assessment - 
	
	     

	Final assessment - 
	
	     

	Portfolio
	
	     

	Workplace Assessment 
	
	     

	Workplace Assessment (video)
	
	     

	Competency Conversation (using RPL)
	
	     

	Workplace Observation
	
	     

	Third Party Report
	
	     

	Other assessment activities as detailed below:
	
	

	     
	
	     

	     
	
	     

	     
	
	

	Candidate signature: 
	     
	Date:
	     

	Assessor/trainer signature: 
	     
	Date:
	     


Pre-assessment checklist – BSBTEC202
Use this form to record the planned assessment pathway of student.

	Candidate’ s name:            
Unit of competency:  BSBTEC202 Use digital technologies to communicate in a work environment
Trainer/assessor:           

Date:           

	Checklist

	Talked to the candidate about the purpose of the assessment
	 Yes 
 No     

	Explained the unit of competency
	 Yes 
 No     

	Discussed the various methods of assessment
	 Yes 
 No     

	In consultation with trainer/assessor, the following assessment methods will be used:

	   Question/answer
	   Observation/Demonstration
	   Log, Journal, Diary

	   Case study
	   Portfolio, work samples
	   Third Party Reports

	   Reports
	
	

	Assessment environment and process

When will assessment occur?       
Where will assessment occur?       
Special needs (if any)       
How many workplace visits are required (if appropriate)?       
What resources are required?      

	Information has been provided on the following:

	   Confidentiality procedures
	   Re-assessment policy
	   Appeals process

	   Regulatory information
	   Authenticity of candidate’ s work

	Discussed self-assessment process
	 Yes 
 No     

	Summarised information and allowed candidate to ask questions
	 Yes 
 No     

	Candidate signature: 
	     
	Date:
	     

	Assessor/trainer signature: 
	     
	Date:
	     


Self-assessment record – BSBTEC202
Use this form to have the student conduct a self-assessment against the workplace actions associated with this competency.

	Candidate’ s name:       
	Part D

	Unit of competency:  BSBTEC202 Use digital technologies to communicate in a work environment
Trainer/assessor:      
Date:      

	Tasks
	I do the workplace task…
	Candidate’s comments

	
	…very well
I’m sure I can do the task
	…quite well
I think I can do the task
	…no, or not well
I don’t (or can’t) do the task
	

	I can send and receive emails.
	
	
	
	     

	I can follow organisational requirements and strategies when working with emails, on-line forums and other forms of digital communication.
	
	
	
	     

	I can send, receive and open attachments to emails.
	
	
	
	     

	I am aware of malicious and spam emails and can deal with these.
	
	
	
	     

	I can store and archive emails as required by my organisation.
	
	
	
	     

	When I need assistance, I refer to user documentation, manuals and online help.
	
	
	
	     

	I can construct lists of email address and maintain an email address book.
	
	
	
	     

	I follow and contribute to on-line collaboration activity.
	
	
	
	     

	I can follow and participate in on-line forums and discussion boards.
	
	
	
	     

	I can maintain the software I use for emails and other on-line communication.
	
	
	
	     

	I maintain by digital communication records (e.g. emails) in a structured and clearly organised manner.
	
	
	
	     

	I address security issues related to digital communications and protect my communications.
	
	
	
	     

	I use email and other forms of digital communication in a professional and courteous manner.
	
	
	
	     

	I can systematically file digital communications to the standard required by my workplace.
	
	
	
	     

	Candidate signature:
	     
	Date:
	     


Performance evidence checklist – BSBTEC202
Use this form to record your decision of competency/sufficiency in the unit’s performance evidence.
	Candidate’s name:            

Unit of competency:  BSBTEC202 Use digital technologies to communicate in a work environment
Trainer/assessor:           

Date:           

	Did the candidate demonstrate the following performance evidence at least four times?
	Yes
	No
	N/A

	· Sent digital communications to one and more persons/groups
	
	
	

	· Received and processed digital communications
	
	
	

	· Follow organisational and technology provider requirements when communicating electronically across multiple digital applications, including in relation to security of communications
	
	
	

	· Follow organisational policy and procedures when managing all aspects of digital communication, including by storing, filing, archiving, and deleting inbound communications
	
	
	

	· Communicate electronically with targeted groups of colleagues, clients or similar as relevant to organisation.
	
	
	

	In the assessment/s of the candidate’s performance evidence, did they demonstrate the four dimensions of competency?

	Task skills
	
	
	

	Task management skills
	
	
	

	Contingency management skills
	
	
	

	Job/role environment skills
	
	
	

	The candidate’ s performance was:
	   Not satisfactory
	   Satisfactory

	Feedback to candidate:

     

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


Knowledge evidence checklist – BSBTEC202
Use this form to record your decision of competency/sufficiency in the unit’s knowledge evidence.
	Candidate’s name:            

Unit of competency:  BSBTEC202 Use digital technologies to communicate in a work environment 
Trainer/assessor:           

Date:           

	Did the candidate show their knowledge of the following?
	Yes
	No
	N/A

	Existing and emerging methods of digital communication, including strengths and limitations
	
	
	

	Industry practice relating to digital communication etiquette in a workplace setting
	
	
	

	Commercial sensitivities in relation to knowledge management
	
	
	

	Distinction between hazards and risks
	
	
	

	Organisational policies and procedures relating to the use of digital communication
	
	
	

	Security levels and filters for digital communications
	 FORMCHECKBOX 

	
	

	In the assessment/s of the candidate’s knowledge evidence, did they demonstrate the four dimensions of competency?

	Task skills
	
	
	

	Task management skills
	
	
	

	Contingency management skills
	
	
	

	Job/role environment skills
	
	
	

	The candidate’ s performance was:
	   Not satisfactory
	   Satisfactory

	Feedback to candidate:

     

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


Portfolio of evidence checklist – BSBTEC202 
Encourage students to use this form to detail the contents of their portfolio and submit as a cover sheet with the portfolio.
	Candidate’s name:       
	Part E

	Unit of competency:  BSBTEC202 Use digital technologies to communicate in a work environment
Trainer/assessor:                

Date:                

	Description of evidence to 
include in portfolio
	Assessor’ s comments
	Tick* 

	
	
	V
	S
	C
	A

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


* V = Valid; S = Sufficient: C = Current; A = Authentic
Workplace assessment checklist – BSBTEC202 
This form can be given to a workplace supervisor to gather their views on the knowledge and performance of the student.
	Candidate’s name:       
	

	Unit of competency:  BSBTEC202 Use digital technologies to communicate in a work environment
Trainer/assessor:                

Date:                

	Name of organisation:        
Address:       
Telephone:       
Email:        
Workplace supervisor:       

	Performance evidence 

Candidate demonstrates the ability to:
	Evidence provided/observation comments

	
	Sent digital communications to one and more persons/groups
	     

	
	Received and processed digital communications
	     

	
	Follow organisational and technology provider requirements when communicating electronically across multiple digital applications, including in relation to security of communications
	     

	
	Follow organisational policy and procedures when managing all aspects of digital communication, including by storing, filing, archiving, and deleting inbound communications
	     

	
	Communicate electronically with targeted groups of colleagues, clients or similar as relevant to organisation.
	     

	Knowledge evidence
Candidate knows and understands:
	

	
	Existing and emerging methods of digital communication, including strengths and limitations
	     

	
	Industry practice relating to digital communication etiquette in a workplace setting
	     

	
	Commercial sensitivities in relation to knowledge management
	     

	
	Distinction between hazards and risks
	     

	
	Organisational policies and procedures relating to the use of digital communication
	     

	
	Security levels and filters for digital communications
	     

	Workplace supervisor’ s signature:
	     
	Date:
	     


	TEIA Ltd

	Observation Checklist/Third Party Report

	This is a confidential report. It is for the perusal of the supervisor, the candidate and the assessor. 
This form can be given to a workplace supervisor or other person able to provide valid and reliable third party comment on the candidate’s competency. .

	Name of candidate:
	     

	Units of competency:
	 BSBTEC202 Use digital technologies to communicate in a work environment


As part of the assessment for the units of competency above we are seeking evidence to support a judgement about the above candidate’s competence. This report may be completed as either an Assessor Observation Checklist or a Third Party Report where the candidate has access to a suitable work environment. Multiple reports may be completed where a single person is unable to verify all elements.

Note that assessors may also use this document to record and confirm competency in routine tasks associated with a learning program over an extended period, i.e. accumulated evidence.


	This report is being completed as:
	   Assessor Observation

    Third Party Report

	Name of Supervisor:
	     

	Position of Supervisor:
	     

	Workplace:
	     

	Address:
	     

	Telephone:
	     

	Email:
	     

	Has the purpose of the candidate's assessment been explained to you?
	  Yes         No

	Are you aware that the candidate will see a copy of this form?
	  Yes         No

	Are you willing to be contacted should further verification of this statement be required?
	  Yes         No

	What is your relationship to the candidate?
	     

	How long have you worked with the person being assessed?
	     

	How closely do you work with the candidate in the area being assessed?
	     


	What is your experience and/or qualification(s) in the area being assessed? (Include teaching qualifications if relevant.)
	     



	Does the candidate consistently perform the following workplace activities?
	Yes
	No

	Follow organisational and service provider requirements when communicating electronically
	
	

	Follow organisational policy and procedures when managing all aspects of electronic communication, e.g. privacy, use of types of software, expectations of language, limitations of use, etc
	
	

	Comply with netiquette
	
	

	Collaborate in accordance with agreed parameters for electronic communication 
	
	

	Identify most appropriate software applications.
	
	

	Make use of different methods of electronic communication, e.g. email, forums, discussion boards, social networks, etc.
	
	

	Apply relevant legislation requirements to their use of electronic communication
	
	

	Task 1
· Compile a portfolio of emails you have sent and received over a five day work period. Categorise your collection so that it is ‘business like’ and could be referred to easily.
	
	


	Comment (if relevant):
     

	Task 2
· Send an email to your assessor with a minimum of two attachments – one a PDF document and the other an image or photograph. Your email must have a current signature block included. Also BCC a copy of the email also to your assessor (they will then receive two copies of the email!).
	
	

	Comment (if relevant):
     

	Task 3

· Take a screenshot of your contributions to a discussion board or forum where you have made more than two postings.
	
	

	Comment (if relevant):
     

	Task 4

· Take screenshots of your email application which shows your email filing system, mailboxes and email lists and send these as attachments to your assessor.
	
	

	Comment (if relevant):
     

	Does the candidate:
	Yes
	No

	· perform job tasks to industry standards?
	
	

	· manage job tasks effectively?
	
	

	· implement safe working practices?
	
	

	· solve problems on-the-job?
	
	

	· work well with others?
	
	

	· adapt to new tasks?
	
	

	· cope with unusual or non-routine situations?
	
	

	·      
	
	

	Overall, do you believe the candidate performs to the standard required by the units of competency on a consistent basis?
	    No  Yes        

	Identify any further training in this area that the candidate may require:

	     

	Comments:

	     

	Supervisor’s Signature: 
	Date:      


	Record of Assessment 

 BSBTEC202 Use digital technologies to communicate in a work environment

	Name of candidate
	     

	Name of assessor
	     

	Use the checklist below as a basis for judging whether the candidate’s document and supporting evidence meets the required competency standard.

	
	Yes       No

	1. Identify purpose and methods of digital communication
	      

	1.1 
Identify purpose for communication, intended audience and content of proposed communication

1.2 
Identify available digital communication applications by accessing relevant sources of information and clarify with relevant personnel, where required

1.3 
Select most appropriate application for communication according to available resources and relevant organisational policies and procedures
	

	
	

	2. Implement procedures to send and receive digital communications
	      

	2.1 
Access application for sending and receiving digital communications according to organisational policies and procedures

2.2 
Create outgoing digital communication, check for accuracy and ensure that any required attachments are included according to application requirements and organisational policies and procedures

2.3 
Identify urgent, confidential, personal, suspicious or dangerous digital communication and take appropriate action, clarify with relevant stakeholder, where required

2.4 
Access and identify most appropriate action in response to incoming digital communications, according to organisational policies and procedures
	

	
	

	
	

	3. Assist with managing digital communications
	      

	3.1 
Follow established security levels and filters for incoming digital communications according to organisational policies and procedures

3.2 
Assist relevant personnel to create plan for monitoring and maintaining digital communications across multiple applications according to organisational policies and procedures

3.3 
Store digital communications and attachments according to organisational policies and procedures

3.4 
Archive or permanently delete digital communications according to organisational policies and procedures

3.5 
Create methods for communicating electronically with targeted groups of stakeholders as relevant to organisation
	

	Does the candidate meet all the unit of competency’s requirements?

	
	Yes
	No

	· Critical evidence requirements met
	       

	· Underpinning knowledge and understanding demonstrated
	       

	· Key competencies / Employability skills demonstrated at appropriate level
	       

	· Sufficiency of evidence
	       

	


	Evidence provided for this unit of competency is…
	Valid
	Authentic
	Current

	
	
	
	


	Candidate is:

	Competent  
	
	Not competent currently       
	

	Withdrawn after participation
	
	Withdrawn without participation  
	

	Not seeking assessment  
	
	
	

	Signed by the assessor:                                                                          Date:       


	Feedback to candidate

       


Request for Qualification Issue
As the assessor this course working with this learner, my records indicate the following Statements of Attainment/Qualification should be issued as detailed below:
	Student’s Name:
	 

	Organisation:
	 


Qualification/Statements of Attainment Details

	Statement/s of Attainment
Units of Competency to be issued  

	  
Tick if SOA required
	Full Qualification

BSB20120 Certificate II in Workplace Skills

	
Tick if Qualification required

	
	BSBWHS211*
Contribute to the health and safety of self and others
	
	BSBWHS211*
Contribute to the health and safety of self and others

	
	BSBOPS201*
Work effectively in business environments
	
	BSBOPS201*
Work effectively in business environments

	
	BSBCMM211*   
Apply communication skills
	
	BSBCMM211*   
Apply communication skills

	
	BSBPEF202*
Plan and apply time management
	
	BSBPEF202*
Plan and apply time management

	
	BSBSUS211*
Participate in sustainable work practices
	
	BSBSUS211*
Participate in sustainable work practices

	
	BSBOPS203 
Support personal wellbeing in the workplace
	
	BSBOPS203 
Support personal wellbeing in the workplace

	
	BSBTEC202   
Use digital technologies to communicate in a work environment
	
	BSBTEC202   
Use digital technologies to communicate in a work environment

	
	BSBTEC203
Research using the Internet
	
	BSBTEC203
Research using the Internet

	
	BSBOPS203 
Deliver a service to customers
	
	BSBOPS203 
Deliver a service to customers

	
	BSBTEC201
Use business software applications
	
	BSBTEC201
Use business software applications

	
	
	
	

	
	
	
	


Qualification requirements:  5 core units (asterisk) and 5 elective units
Assessor’s Review 

	As the assessor I have…
	Yes
	No

	Checked that all units of competency listed have been judged Competent.

	
	

	Checked other Training Package requirements have been addressed (e.g. foundation skills, essential elements, etc.)

	
	

	Confirmed Literacy and Numeracy requirements as per qualification have been achieved.
	
	

	Comments:
     


	Assessor’s Name:
	

	Assessor’s Email:
	     
	Assessor’s Telephone:
	     

	Authorised by School/Institution Representative:
	

	Date:
	

	Processed at RTO by:
	     

	Date:
	     


Note:  The issuing of the qualification incurs a fee.  This may change so contact TEIA for the most current arrangement. An invoice will accompany the printed documents and be returned by post to either the candidate or the funding organisation.
Glossary

This glossary explains common terminology used in the VET sector and in this trainer’s and assessor’s guide.
Access and equity: Applying access and equity principles to training and assessment means meeting the individual needs of learners without discriminating in terms of age, gender, ethnicity, disability, sexuality, language, literacy and numeracy level, etc.

Assessment: Assessment means collecting evidence and making decisions as to whether a learner has achieved competency. Assessment confirms the learner can perform to the expected workplace standard, as outlined in the units of competency.

Assessment mapping: Assessment mapping ensures assessments meet the requirements of the unit/s of competency through a process of cross-referencing.

Assessment records: Assessment records are the documentation used to record the learner’s evidence of competency.

Assessment tools: Assessment tools are the instruments and procedures used to gather, interpret and evaluate evidence.

AQTF: The AQTF is the Australian Quality Training Framework. It was superseded by the VET Quality Framework and the Standards for NVR Registered Training Organisations in some jurisdictions in July 2011. 
AQTF standards: The AQTF standards are national standards designed to ensure high-quality training and assessment outcomes. They were superseded by the VET Quality Framework and the Standards for NVR Registered Training Organisations in some jurisdictions in July 2011.

ASQA: ASQA is the Australian Skills Quality Authority, the national regulator for Australia’s vocational education and training sector. ASQA regulates courses and training providers to ensure nationally approved quality standards are met.

Authentic/authenticity: Authenticity is one of the rules of evidence. It means the learner’s work and supporting documents must be genuinely their own.

Competency: Competency relates to the learner’s ability to meet the requirements of the unit/s of competency in terms of skills and knowledge.

Current/currency: Currency is one of the rules of evidence. It means ensuring the learner’s skills and knowledge are up to date.

Delivery plans: Delivery plans are lesson plans that guide the process of instruction for trainers.

Dimensions of competency: The dimensions of competency relate to all aspects of work performance. There are four dimensions of competency: task skills, task management skills, contingency management skills and job/role environment skills.

Fair/fairness: Fairness is one of the principles of assessment. It means assessments must not be discriminatory and must not disadvantage the candidate.

Flexible/flexibility: Flexibility is one of the principles of assessment. It means assessments must meet the candidate’s needs and include an appropriate range of assessment methods.

Knowledge evidence: Knowledge evidence is specified in the unit of competency. It identifies what a person needs to know to perform the work in an informed way.

Performance evidence: Performance evidence is specified in the unit of competency. It describes how the knowledge evidence is applied in the workplace.

Principles of assessment: Principles of assessment ensure quality outcomes. There are four principles of assessment – fair, flexible, valid and reliable.

Recognition: Recognition is an assessment process where learners match their previous training, work or life experience with the performance and knowledge evidence outlined in the units of competency relevant for a qualification.

Reliable/reliability: Reliability is one of the principles of assessment. It means that assessment must have a common interpretation.

Rules of evidence: Rules of evidence guide the collection of evidence. There are four rules of evidence – it must be valid, sufficient, current and authentic.

Skill sets: Skill sets are single units of competency or combinations of units of competency that link to a licence, regulatory requirement or defined industry need. They build on a relevant qualification.

Standards for NVR Registered Training Organisations 2011: The Standards for NVR Registered Training Organisations superseded the AQTF in some jurisdictions in July 2011. They are designed to ensure nationally consistent, high-quality training and assessment services for the clients of Australia’ s vocational education and training (VET) system.

Sufficient/sufficiency: Sufficiency is one of the rules of evidence. Sufficiency of evidence means there is enough to satisfy the unit/s of competency.

Training and assessment strategy: A training and assessment strategy must be developed by training organisations for all their training programs. It is a framework that guides the learning requirements.

Valid: The term valid relates to the rules of evidence and principles of assessment. It means meeting the unit/s of competency’s performance and knowledge evidence requirements.

Validation of assessment: Validation of assessment means a range of assessors must review, compare and evaluate assessments and assessment processes on a regular basis to ensure they meet the unit/s of competency assessed. The evaluation process must be documented and form part of the RTO’s continuous improvement process.

VET Quality Framework: The VET Quality Framework superseded the AQTF in some jurisdictions in July 2011. It is aimed at achieving greater national consistency in the way providers are registered and monitored and in how standards in the VET sector are enforced.
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