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Introduction
This set of assessment tools is for the unit of competency ICTICT221 Identify and use specific industry standard technologies.
The guide is divided into three sections:

Section 1:
Unit of competency

Section 2:
Assessment resources

Glossary (VET sector terminology)

As the trainer/assessor, you are in the best position to judge the full training and assessment requirements of a unit of competency. The judgments that you make in this regard should form part of your broader training and assessment strategy.

Learners may or may not be employed in the workplace. Where a learner is currently employed, you should endeavour to use relevant workplace documents and resources. Where learners are not currently employed, you must provide example documentation and a simulated environment wherever possible. Encourage classroom learners to take every opportunity to observe a real working environment and discuss what they have seen. Note that observation and assessment in the workplace is mandatory for some units of competency. Refer to section 1.2 of this guide, or to the assessment requirements of the relevant unit of competency, for details of assessment conditions.
Section 1 - Unit of competency

The Information and Communications Technology Training Package (ICT) was developed by the PwC’s Skills for Australia in consultation with industry stakeholders including employers, unions, peak bodies, professional associations, regulatory bodies, registered training organisations (RTOs) and other relevant parties. The training package specifies the skills and knowledge required to perform effectively in the workplace.

This unit, ICTICT221 Identify and use specific industry standard technologies, is drawn from Release 7.2 of this Training Package.

This section outlines the requirements of the unit of competency ICTICT221 Identify and use specific industry standard technologies and other information relevant to it.

It contains the following information:

1.1 
Elements of competency and performance criteria

1.2
Assessment requirements 
1.3 
Dimensions of competency

1.4
Foundation skills
1.5
Skill sets

1.6
Recognition of prior learning (RPL)
1.7 
Glossary of terms
1.1
Elements of competency and performance criteria

The elements of competency define the skills required to perform a work activity. They describe the required outcomes that need to be assessed. 

The performance criteria define the level of skill necessary to achieve the requirements of the element.

The following table maps the content in the on-line course ICTICT221 Identify and use specific industry standard technologies to the unit of competency.

	 ICTICT221 Identify and use specific industry standard technologies
	Where covered in on-line course

	Element 1: Prepare to use industry specific technologies 

	1.1 
 Identify organisational technology upgrades and advancement requirements
	Task 1, Task 2

	1.2 
Identify technologies required to meet organisational requirements
	Task 1, Task 2

	1.3 
Classify industry specific technologies according to organisational requirements
	Task 1, Task 2

	Element 2: Implement industry specific technologies

	2.1 
Implement and test industry specific technologies according to task requirements
	Task 1, Task 2

	2.2 
Use features and functions of industry specific technologies according to task requirements
	Task 1, Task 2

	2.3 
Access and use sources of information according to task requirements
	Task 1, Task 2

	Element 3: Evaluate performance of basic industry specific technology

	3.1 
Evaluate performance, usability and benefit to organisation of implemented technologies
	Task 1, Task 2

	3.2 
Determine and document environmental considerations of implemented technologies
	Task 1, Task 2

	3.3 
Seek and respond to user according to organisational requirements
	Task 1, Task 2


1.2
Assessment requirements 

ICTICT221 Identify and use specific industry standard technologies covers the outcomes, skills and knowledge required to engage in a basic ongoing review and research of industry specific technologies in order to identify and apply these technologies and techniques to improve aspects of an organisation’s activities.

It applies to individuals who work under supervision and are involved in ensuring that the quality of business processes are maintained at a high level through application of industry specific technologies.

The assessment requirements consist of three criteria:

· Performance evidence: details the skills to be demonstrated, the consistency of performance (for example, on how many occasions, in what range of situations, using what range of equipment) and any licensing, regulatory or registration requirements
· Knowledge evidence: the scope and depth of knowledge required
· Assessment conditions: specify where assessment can take place, what resources are required and what interactions with other people are required
Performance evidence
The performance evidence for the unit ICTICT221 Identify and use specific industry standard technologies consists of at least one event where the candidate:
· identifies, implements and evaluates at least three industry standard technologies

· uses at least one feature and at least one function of each industry standard technology above.
Knowledge evidence
The candidate must be able to demonstrate knowledge to complete the tasks outlined in the elements, performance criteria and foundation skills of this unit, including knowledge of:

· industry standard technology trends and directions in Information and Communications Technology (ICT), and major industry technology standards used in specified area

· vendor product directions

· industry standard hardware and software products and their general features and capabilities

· information gathering methodologies.
Assessment conditions
Skills must be demonstrated in a safe environment where evidence gathered demonstrates consistent performance of typical activities experienced by individuals using interpersonal communication skills in the workplace.

Simulations and scenarios are acceptable. Simulated assessment environments must simulate the real-life working environment where these skills and knowledge would be performed, with all the relevant equipment and resources of that working environment.
The assessment environment must include access to:

· required industry standard technologies, features and functions that may assist in identifying and using specific industry standard technologies

· required hardware, software and its components.

Assessment must ensure use of relevant legislation, policies and procedures and industrial awards.

Assessors must satisfy the NVR/AQTF mandatory competency requirements for assessors.
1.3
Dimensions of competency

The dimensions of competency relate to all aspects of work performance. The following table explores the four dimensions of competency in more detail.

	Dimensions of competency
	What it means

	Task skills
	The candidate must perform the individual skills required to complete a work activity to the required standard.

	Task management skills
	The candidate must manage several different tasks to complete a whole work activity, such as working to meet deadlines.

	Contingency management skills
	The candidate must use their problem-solving skills to resolve issues that arise when performing a work activity.

	Job/role environment skills
	The candidate must perform effectively in the workplace when undertaking a work activity by working well with all stakeholders and following workplace policies and procedures.


Assessors and/or their training organisations need to ensure that the range of assessment instruments developed for this unit adequately explore the dimensions of competency.
1.4
Foundation skills

Underpinning all job roles is a set of skills that are essential if learners are to participate successfully in work and be valuable and productive employees. 
The foundation skills embedded in this unit of competency are outlined below:
	Skill
	Performance
Criteria
	Description

	Learning
	1.1, 1.2, 1.3, 2.1, 2.3, 3.1, 3.3
	· Investigates, evaluates, and applies information from a range of technical texts to expand own knowledge and identify industry specific technologies

	Oral communication
	1.1, 2.3, 3.3,
	· Uses listening and questioning techniques to obtain information and feedback and identify and evaluate industry specific technologies

	Reading
	1.1, 1.3, 2.1, 2.2, 2.3, 3.2, 3.3
	· Interprets technical online and hard copy documentation containing complex terminology and diagrams

· Interprets technical information to identify industry specific technologies and determines environmental considerations

	Self-management
	1.1, 1.2, 1.3, 2.1, 2.2, 2.3, 3.1, 3.2, 3.3
	· Organises own workload aligned to organisational expectations and follows explicit protocols and procedures

· Identifies priorities and sequences involved in defined tasks and assembles required resources

	Technology
	1.1, 1.2, 2.1, 2.2, 3.1, 3.2
	· Identifies purposes, specific functions and key features of basic digital systems and tools and operates them


Do not assume that learners already have these skills; for example, even if you believe they have good writing skills, they may never have written a specific type of report before.

Remember that the learner may not necessarily need all of these skills for a specific task, nor be required to develop them to a high level. This will depend on the nature of the task and the context in which they are working.

Your role is to:

· when planning your assessment program, identify where foundation skills are embedded in the unit of competency and how learners can demonstrate they have acquired the skills 

· encourage learners to record in the template that follows the Final Assessment the activities they have performed that demonstrate specific foundation skills; they can do this after completing each chapter in the learner guide.

1.5
Skill sets

Skill sets are single units of competency or combinations of units of competency that link to a licence, regulatory requirement, or defined industry need. 

Skill sets do not replace qualifications as the foundation for undertaking work in the community sector. Skill sets build on a relevant qualification and enable a qualified worker to move laterally into work areas addressed by the skill set or to broaden their skill base in relation to the services they provide.
1.6
Recognition of prior learning (RPL)

Recognition of prior learning (RPL) is an assessment process that assesses an individual’ s non-formal and informal learning to determine the extent to which that individual has achieved the required learning outcomes, competency outcomes, or standards for entry to, and/or partial or total completion of, a qualification.

To have skills and knowledge formally acknowledged, a learner must supply a range of evidence to verify competency. The trainer then needs to assess this evidence against the criteria for the qualification.

Evidence of competency may include work samples, journals and third-party testimonials. Learners may also need to be observed undertaking set tasks and/or answer set questions.

The full RPL Kit for this qualification is available. The kit consists of four parts:
· Assessor’s Guide

· Candidate’s Guide

· Forms

· Workplace Guide

1.7
Glossary of terms
This section provides some general understanding to many of the terms and concepts used in the IT qualifications.
Wherever possible and appropriate, knowledge should be contextualised to the learner’s workplace. For example, when dealing with organisational policies and procedures, look at the actual policies and procedures of the workplace.
access point: A device that allows wireless-equipped computers and other devices to communicate with a wired network.  

accessibility: The process of designing and developing Web sites and other technology that can be navigated and understood by all people, including those with visual, hearing, motor, or cognitive impairments. This type of design also can benefit people with older/slower software and hardware. 

address: Identifies the location of an Internet resource. Examples: an e-mail address (sales@dataprise.com); a web address (http://www.dataprise.com); or an internet address (192.168.100.1). 

alias: A short, easy to remember name created for use in place of a longer, more complicated name; commonly used in e-mail applications. Also referred to as a "nickname". 

anonymous FTP: Archive sites where Internet users can log in and download files and programs without a special username or password. Typically, you enter anonymous as a username and your e-mail address as a password. 

Anti-Spam: To prevent e-mail spam, both end users and administrators of e-mail systems use various anti-spam techniques. Some of these techniques have been embedded in products, services and software to ease the burden on users and administrators. No one technique is a complete solution to the spam problem, and each has trade-offs between incorrectly rejecting legitimate e-mail versus not rejecting all spam, and the associated costs in time and effort. 

applet: A program capable of running on any computer regardless of the operating system. Many applets can be downloaded from various sites on the Internet. 

application: A program designed for a specific purpose, such as word processing or graphic design. 

ASCII file: A file that can be opened and read by standard text editor programs (for example, Notepad or Simple Text) on almost any type of computer. Also referred to as "plain text files". Examples: documents saved in ASCII format within word processors like Microsoft Word or WordPerfect; e-mail messages created by a program like Outlook; or HTML files. 

AT command set: An industry standard set of commands beginning with the letters "AT" that are used to control a modem. Example: ATDT tells the modem to dial (D) using touch-tone dialing (T). ATDP specifies pulse dialing (P). Also referred to as the "Hayes Command Set". 

attachment: In this context, a file that is sent along with an e-mail message. ASCII (plain text) files may be appended to the message text, but other types of files are encoded and sent separately (common formats that can be selected include MIME, BinHex, and Uuencode). 

authentication: The process of identifying yourself and the verification that you're who you say you are. Computers where restricted information is stored may require you to enter your username and password to gain access. 

backbone: A term that is often used to describe the main network connections that comprise the Internet or other major network. 

bandwidth: A measurement of the amount of data that can be transmitted over a network at any given time. The higher the network's bandwidth, the greater the volume of data that can be transmitted. 

BCP: Business Continuity Plan, or "BCP," is a set of documents, instructions, and procedures which enable a business to respond to accidents, disasters, emergencies, and/or threats without any stoppage or hindrance in its key operations. It is also called a business resumption plan, disaster recovery plan, or recovery plan. 

BI: Business Intelligence - A recognized industry term for organizational analytics, including historical, current, and predictive views of business operations. To learn more please click here.

binary file: A file that cannot be read by standard text editor programs like Notepad or Simple Text. Examples: documents created by applications such as Microsoft Word or WordPerfect or DOS files with the extension ".com" or ".exe". 

BinHex: A common file format for Macintosh computers; it enables a binary file to be transferred over the Internet as an ASCII file. Using a program like Stuffit, a file can be encoded and renamed with an ".hqx" extension. The recipient uses a similar program to decode the file. 

bit: A binary digit (either 0 or 1); it is the most basic unit of data that can be recognized and processed by a computer. 

blended learning: Instruction that combines aspects of both face-to-face (F2F) and online learning experiences. 

blog: Refers to a weblog, a web page that contains journal-like entries and links that are updated daily for public viewing. 

bluetooth: A wireless networking technology that allows users to send voice and data from one electronic device to another via radio waves. 

BMP: Bitmap file; a common image format on Windows computers. Files of this type usually have the suffix ".bmp" as part of their name.

bookmark: A feature available in certain programs like Internet Explorer, Firefox, and Acrobat Reader; it is a shortcut you can use to get to a particular web page (IE and Firefox) or to a specified location within a document (PDF). 

boolean logic: A form of algebra in which all values are reduced to either true/false, yes/no, on/off, or 1/0. 

bounce: A term applied to an e-mail message when it is returned to you as undeliverable. 

bridge: A device used for connecting two Local Area Networks (LANs) or two segments of the same LAN; bridges forward packets without analyzing or re-routing them. 

broadband connection: A high-speed Internet connection. 

browser: A program used to access World Wide Web pages. Examples: Firefox, Safari or Edge. 

buffer: On a multitasking system, a certain amount of RAM that is allocated as a temporary holding area so that the CPU can manipulate data before transferring it to a particular device. 

buffered: Data that is collected but not made immediately available. Compare to a language translator who listens to a whole statement before repeating what the speaker has said rather than providing a word-by-word translation. Example: Streaming video data may be buffered. 

business continuity: Business continuity is the activity performed by an organization to ensure that critical business functions will be available to customers, suppliers, regulators, and other entities that must have access to those functions. These activities include many daily chores such as project management, system backups, change control, and help desk. Business Continuity refers to those activities performed daily to maintain service, consistency, and recoverability. To learn more please click here.

BYOD: Bring Your Own Device or "BYOD" is a business and technology policy that allows employees to bring in personal mobile devices and use these devices to access company data, email, etc.

byte: A group of adjacent binary digits that a computer processes as a unit to form a character such as the letter "C". A byte consists of eight bits.

cache: Refers to: 1) a region of computer memory where frequently accessed data can be stored for rapid access; or 2) a optional file on your hard drive where such data also can be stored. Examples: Internet Explorer and Firefox have options for defining both memory and disk cache. The act of storing data for fast retrieval is called "caching". 

captcha: A challenge-response test in the form of an image of distorted text the user must enter that to determine whether the user is human or an automated bot.

case-sensitive: Generally, applies to a data input field; a case-sensitive restriction means lower-case letters are not equivalent to the same letters in upper-case. Example: "data" is not recognized as being the same word as "Data" or "DATA". 

CGI: Common Gateway Interface; a mechanism used by most web servers to process data received from a client browser (e.g., a user). CGI scripts contain the instructions that tell the web server what to do with the data. 

chat: Real-time communication between two or more users via networked-connected computers. After you enter a chat (or chat room), any user can type a message that will appear on the monitors of all the other participants. While most ISPs offer chat, it is not supported by OIT. However, the campus CMS (Carmen) supported by TELR does provide the capability for live chat among students participating in online courses. 

client: A program or computer that connects to and requests information from a server. Examples: Internet Explorer or Firefox. A client program also may be referred to as "client software" or "client-server software". 

client-server technology: Refers to a connection between networked computers in which the services of one computer (the server) are requested by the other (the client). Information obtained is then processed locally on the client computer. 

cloud: (See below): a common shorthand for a provided cloud computing service (or even an aggregation of all existing cloud services) is "The Cloud".To learn more please click here.

cloud computing: A general term used to describe Internet services such as social networking services (e.g., Facebook and Twitter), online backup services, and applications that run within a Web browser. Cloud computing also includes computer networks that are connected over the Internet for server redundancy or cluster computing purposes. 

CMS: 'Content Management System' is the collection of procedures used to manage work flow in a collaborative environment. In a CMS, data can be defined as nearly anything: documents, movies, pictures, phone numbers, scientific data, and so forth. CMSs are frequently used for storing, controlling, revising, semantically enriching, and publishing documentation. Serving as a central repository, the CMS increases the version level of new updates to an already existing file. Version control is one of the primary advantages of a CMS.

compress: The process of making a file smaller so that it will save disk space and transfer faster over a network. The most common compression utilities are Winrar for PC or compatible computers (.zip files) and or Stuffit (.sit files) for Macintosh computers. 

connect: A term that commonly refers to accessing a remote computer; also a message that appears at the point when two modems recognize each other. 

cookie: A small piece of information you may be asked to accept when connecting to certain servers via a web browser. It is used throughout your session as a means of identifying you. A cookie is specific to and sent only to the server that generated it. 

courseware: Software designed specifically for use in a classroom or other educational setting. 

CPU: Central processing unit; the part of a computer that oversees all operations and calculations. 

CSP: Cloud Service Provider; a business model for providing cloud services. To learn more please click here.

CSS: Cascading Style Sheet; A set of rules that define how web pages are displayed using CSS, designers can create rules that define how page 

cursor: A special symbol that indicates where the next character you type on your screen will appear. You use your mouse or the arrow keys on your keyboard to move the cursor around on your screen. 

cyberspace: A term describing the world of computers and the society that uses them

daemon: A special small program that performs a specific task; it may run all the time watching a system, or it can take action only when a task needs to be performed. Example: If an e-mail message is returned to you as undeliverable, you may receive a message from the mailer daemon. 

database: A collection of information organized so that a computer application can quickly access selected information; it can be thought of as an electronic filing system. Traditional databases are organized by fields, records (a complete set of fields), and files (a collection of records). Alternatively, in a Hypertext database, any object (e.g., text, a picture, or a film) can be linked to any other object. 

data centre: A data centre (data centre / datacentre / datacenter) is a facility used to house computer systems and associated components, such as telecommunications and storage systems. It generally includes redundant or backup power supplies, redundant data communications connections, environmental controls (e.g., air conditioning, fire suppression) and security devices.

decompress: Opposite of compressing a file; the process of restoring the file to its original size and format. The most common programs for decompressing files are Winrar for PC and compatible computers (.zip files) and Stuffit Expander (.sit files) for Macintosh computers. 

defragmentation: The process of rewriting parts of a file to contiguous sectors on a hard drive to increase the speed of access and retrieval. 

degauss: A process used to remove magnetism from a computer monitor. Note flat-panel displays do not have a degauss button since magnetism doesn't build up in them. 

desktop: On computers like IBM PC or compatibles and Macintoshes, the backdrop where windows and icons for disks and applications reside. 

DHCP: Dynamic Host Configuration Protocol; a protocol that lets a server on a local network assign temporary IP addresses to a computer or other network devices. 

dialog box: Sometimes referred to as a window; on a graphical user interface system, an enclosed area displayed by a program or process to prompt a user for entry of information in one or more boxes (fields). 

digital asset: Intellectual content which has been digitized and can be referenced or retrieved online; for example, PowerPoint slides, audio or video files, or files created in a word processing application, etc. 

digitise: Sometimes referred to as digital imaging; the act of translating an image, a sound, or a video clip into digital format for use on a computer. Also used to describe the process of converting coordinates on a map to x,y coordinates for input to a computer. All data a computer processes must be digitally encoded as a series of zeroes and ones. 

DIMM: Dual In-line Memory Module; a small circuit board that can hold a group of memory chips. A DIMM can transfer 64 bits instead of the 32 bits each SIMM can handle. Pentium processors require a 64-bit path to memory so SIMMs must be installed two at a time as opposed to one DIMM at a time. 

directory: An area on a disk that contains files or additional divisions called "subdirectories" or "folders". Using directories helps to keep files organized into separate categories, such as by application, type, or usage. 

disaster recovery: Disaster recovery is the process, policies and procedures related to preparing for recovery or continuation of technology infrastructure critical to an organization after a natural or human-induced disaster. Disaster recovery is a subset of business continuity. 

discussion group: Another term for an online newsgroup or forum. 

distance education: May also be referred to as "online learning" or "eLearning." A means of instruction that implies a course instructor and students are separated in space and perhaps, in time. Interaction may be synchronous (facilitated) or asynchronous (self-paced). Students can work with various course materials, or they may use tools like chat or discussion groups to collaborate on projects. 

distance learning: The goal of distance education; distance learning and distance education are often used interchangeably.

dither: A means by which the illusion of new colors and shades is created by varying the pattern of dots; the more dither patterns a device or program supports, the more shades of gray it can represent. Also referred to as halftoning in the context of printing. 

DNS: Domain Name System; a service for accessing a networked computer by name rather than by numerical, (IP) address.

domain: Part of an Internet address. The network hierarchy consists of domains and subdomains. At the top are a few major categories (e.g., com, edu, gov); next are domains within these categories (e.g., ohio-state); and then there are subdomains. The computer name is at the lowest level of the hierarchy. 

download: The process of transferring one or more files from a remote computer to your local computer. The opposite action is upload. 

dpi: Dots per inch; a measure of a printer's resolution. The higher the number, the better the print quality. A minimum of 300 dpi usually is required for professional quality printing. 

drag and drop: The act of clicking on one icon and moving it on top of another icon to initiate a specific action. Example: Dragging a file on top of a folder to copy it to a new location. 

DVD: Digital video disk; a type of compact disc that holds far more information than the CD-ROMs that are used for storing music files. A DVD can hold a minimum of 4.7 GB, enough for a full-length movie. MPEG-2 is used to compress video data for storage on a DVD. DVD drives are backward-compatible and can play CD-ROMs. 

EAP: Extensible Authentication Protocol; a general protocol for authentication that also supports multiple authentication methods. 

eLearning: Electronic learning; applies to a wide scope of processes including Web-based learning, computer-based instruction, virtual classrooms, and digital collaboration. Content may be delivered in a variety of ways including via the Internet, satellite broadcast, interactive TV, and DVD- or CD-ROMs.

e-mail: Electronic mail; the exchange of messages between users who have access to either the same system or who are connected via a network (often the Internet). If a user is not logged on when a new message arrives, it is stored for later retrieval.

e-mail archiving: Email archiving is typically a stand-alone IT application that integrates with an enterprise email server, such a Microsoft Exchange. In addition to simply accumulating email messages, these applications index and provide quick, searchable access to archived messages independent of the users of the system, using different technical methods of implementation. The reasons a company may opt to implement an email archiving solution include protection of mission critical data, record retention for regulatory requirements or litigation, and reducing production email server load. 

emoticon: A combination of keyboard characters meant to represent a facial expression. Frequently used in electronic communications to convey a particular meaning, much like tone of voice is used in spoken communications. Examples: the characters :-) for a smiley face or ;-) for a wink. 

emulation: Refers to the ability of a program or device to imitate another program or device; communications software often includes terminal emulation drivers to enable you to log on to a mainframe. There also are programs that enable a Mac to function as a PC. 

encryption: The manipulation of data to prevent accurate interpretation by all but those for whom the data is intended. 

EPS: Encapsulated PostScript; a graphics format that describes an image in the PostScript language. 

Ethernet: A popular network technology using cable (i.e. blue cable) that enables data to travel at 100 megabits per second. 

Ethernet card: An adapter card that fits into a computer and connects to Ethernet cabling; different types of adaptor cards fit specific computers. 

expansion card: Also referred to as an expansion board; a circuit board you can insert into a slot inside your computer to give it added functionality. A card can replace an existing one or may be added in an empty slot. Some examples include sound, graphics, USB, Firewire, and internal modem cards. 

extension: A suffix preceded by a period at the end of a filename; used to describe the file type. Example: On a Windows computer, the extension ".exe" represents an executable file.

female connector: A cable connector that has holes and plugs into a port or interface to connect one device to another. 

field: A single piece of information within a database (e.g., an entry for name or address). Also refers to a specific area within a dialog box or a window where information can be entered. 

file: A collection of data that has a name (called the filename). Almost all information on a computer is stored in some type of file. Examples: data file (contains data such as a group of records); executable file (contains a program or commands that are executable); text file (contains data that can be read using a standard text editor). 

filter: Refers to: 1) a program that has the function of translating data into a different format (e.g., a program used to import or export data or a particular file); 2) a pattern that prevents non-matching data from passing through (e.g., email filters); and 3) in paint programs and image editors, a special effect that can be applied to a bit map. 

firewall: A method of preventing unauthorized access to or from a particular network; firewalls can be implemented in both hardware and software, or both. 

flash drive: A small device that plugs into computer's USB port and functions as a portable hard drive. 

flash memory: A type of memory that retains information even after power is turned off; commonly used in memory cards and USB flash drives for storage and transfer of data between computers and other digital products. 

folder: An area on a hard disk that contains a related set of files or alternatively, the icon that represents a directory or subdirectory. 

font: A complete assortment of letters, numbers, and symbols of a specific size and design. There are hundreds of different fonts ranging from businesslike type styles to fonts composed only of special characters such as math symbols or miniature graphics. 

frames: A feature of some web browsers that enables a page to be displayed in separate scrollable windows. Frames can be difficult to translate for text-only viewing via ADA guidelines, so their use is increasingly being discouraged.  

freeware: Copyrighted software available for downloading without charge; unlimited personal usage is permitted, but you cannot do anything else without express permission of the author. Contrast to shareware; copyrighted software which requires you to register and pay a small fee to the author if you decide to continue using a program you download. 

fragmentation: The scattering of parts of the same disk file over different areas of a disk; fragmentation occurs as files are deleted and new ones are added. 

FTP: File Transfer Protocol; a method of exchanging files between computers via the Internet. A program like WS_FTP for IBM PC or compatibles or Fetch for Macintosh is required. Files can contain documents or programs and can be ASCII text or binary data. 

GIF: Graphics Interchange Format; a format for a file that contains a graphic or a picture. Files of this type usually have the suffix ".gif" as part of their name. Many images seen on web pages are GIF files.

gigabyte (Gig or GB): 1024 x 1024 x 1024 (2 to the 30th power) bytes; it's usually sufficient to think of a gigabyte as approximately one billion bytes or 1000 megabytes.

Greyware: Greyware (or grayware) refers to a malicious software or code that is considered to fall in the "grey area" between normal software and a virus. Greyware is a term for which all other malicious or annoying software such as adware, spyware, trackware, and other malicious code and malicious shareware fall under.

GUI: Graphical user interface; a mouse-based system that contains icons, drop-down menus, and windows where you point and click to indicate what you want to do. All new Windows and Macintosh computers currently being sold utilize this technology.

handshaking: The initial negotiation period immediately after a connection is established between two modems. This is when the modems agree about how the data will be transmitted (e.g., error correction, packet size, etc.). The set of rules they agree on is called the protocol. 

hard disk: A storage device that holds large amounts of data, usually in the range of hundreds to thousands of megabytes. Although usually internal to the computer, some types of hard disk devices are attached separately for use as supplemental disk space. "Hard disk" and "hard drive" often are used interchangeably but technically, hard drive refers to the mechanism that reads data from the disk. 

hardware: The physical components of a computer including the keyboard, monitor, disk drive, and internal chips and wiring. Hardware is the counterpart of software. 

header: The portion of an e-mail message or a network newsgroup posting that precedes the body of the message; it contains information like who the message is from, its subject, and the date. A header also is the portion of a packet that proceeds the actual data and contains additional information the receiver will need. 

help desk: A help desk is an information and assistance resource that troubleshoots problems with computers or similar products. Corporations often provide help desk support their employees and to their customers via a toll-free number, website and/or e-mail. 

helper application: A program used for viewing multimedia files that your web browser cannot handle internally; files using a helper application must be moved to your computer before being shown or played. Contrast to a plug-in which enables you to view the file over the Internet without first downloading it. 

home page: A document you access using a web browser like Firefox or Internet Explorer. It usually refers to the first page of a particular web site; it also is the page that automatically loads each time you start your browser. 

host: A computer accessed by a user working at a remote location. Also refers to a specific computer connected to a TCP/IP network like the Internet. 

HTML: HyperText Markup Language; a language used for creating web pages. Various instructions and sets of tags are used to define how the document will look. 

HTTP: HyperText Transfer Protocol; a set of instructions that defines how a web server and a browser should interact. Example: When you open a location (e.g., enter a URL) in your browser, what happens is an HTTP command is sent to the web server directing it to fetch and return the requested web page. 

hyperlink: Connects one piece of information (anchor) to a related piece of information (anchor) in an electronic document. Clicking on a hyperlink takes you to directly to the linked destination which can be within the same document or in an entirely different document. Hyperlinks are commonly found on web pages, word documents and PDF files. 

hypertext: Data that contains one or more links to other data; commonly seen in web pages and in online help files. Key words usually are underlined or highlighted. Example: If you look for information about "Cats" in a reference book and see a note that says "Refer also to Mammals" the two topics are linked. In a hypertext file, you click on a link to go directly to the related information.

icon: On a system like Windows or Macintosh that uses a graphical user interface (GUI), a small picture or symbol that represents some object or function. Examples: a file folder for a directory; a rectangle with a bent corner for a file; or a miniature illustration for a program. 

ICS: Internet Connection Sharing; a feature in Windows that when enabled, allows you to connect computer on your home network to the Internet via one computer. 

image map: A graphic overlay that contains more than one area (or hot spot) which is clickable and links to another web page or anchor. Image maps provide an alternative to text links for directing the user to additional information. 

IMAP: Internet Message Access Protcol. A method of accessing e-mail messages on a server without downloading them to your local hard drive; it is the main difference between IMAP and POP3 which requires messages to be downloaded to a user's hard drive before the message can be read. 

Internet: A worldwide network based on the TCP/IP protocol that can connect almost any make or model of popular computers from micros to supercomputers. Special programs called "clients" enable users with a network connection to do things like process e-mail or browse web sites using the familiar interface of a desktop computer. 

Internet Domain Management: For a comprehensive overview of Dataprise's cloud and Internet Domain Management services, please click here. 

Edge: A client program from Microsoft that comes pre-installed on most new PC or compatible computers; enables you to browse the World Wide Web. 

Internet radio: An audio broadcasting service transmitted via the Internet; broadcasts consist of a continuous stream. A drawback is the inability to control selection as you can when listening to traditional radio broadcasting. 

IP address: Internet Protocol address; every computer connected to the Internet has a unique identifying number. Example: 192.168.100.2.

ISP: Internet Service Provider; an organization or company that provides Internet connectivity.

IT Assessment: An IT Assessment is the practice of gathering information on part or whole of a IT network infrastructure, and then presented in a detailed report. This report typically analyses the current state or health of technology or services and identifies areas needing improvement or prepare for some type of system or application upgrade. 

IV&V: Independent Verification and Validation (IV&V) is the process of checking that a project, service, or system meets specifications and that it fulfills its intended purpose. If you’ve recently implemented a new technology solution, you may want an independent party to assess the quality of the work. To learn more please click here.

Java:  A general purpose programming language commonly used in conjunction with web pages that feature animation. Small Java applications are called Java applets; many can be downloaded and run on your computer by a Java-compatible browser like Firefox or Google.
JavaScript: A publicly available scripting language that shares many of the features of Java; it is used to add dynamic content (various types of interactivity) to web pages. 

JPEG: Joint Photographic Experts Group; a graphics format which compresses an image to save space. Most images imbedded in web pages are GIFs, but sometimes the JPEG format is used (especially for detailed graphics or photographs). In some cases, you can click on the image to display a larger version with better resolution. 

justified: A word processing format in which text is formatted flush with both the left and right margins. Other options include left justified (text is lined up against the left margin) and right justified (text is lined up against the right margin).

K: An abbreviation for kilobyte; it contains 1,024 bytes; in turn 1,024 kilobytes is equal to one megabyte. 

Kbps: Kilobits per second; a measure of data transfer speed; one Kbps is 1,000 bits per second. Example: a 28.8 Kbps modem. 

kerning: The amount of space between characters in a word; in desktop publishing, it is typically performed on pairs of letters or on a short range of text to fine-tune the character spacing. 

keyword: Most often refers to a feature of text editing and database management systems; a keyword is an index entry that correlates with a specific record or document. 

kilobyte (K, KB, or Kb): 1,024 (2 to the 10th power) bytes; often used to represent one thousand bytes. Example: a 720K diskette can hold approximately 720,000 bytes (or characters). 

knowledge base: A database where information common to a particular topic is stored online for easy reference; for example, a frequently asked questions (FAQ) list may provide links to a knowledge base.

LAN: Local area network; a network that extends over a small area (usually within a square mile or less). Connects a group of computers for the purpose of sharing resources such as programs, documents, or printers. Shared files often are stored on a central file server. 

laser printer: A type of printer that produces exceptionally high-quality copies. It works on the same principle as a photocopier, placing a black powder onto paper by using static charge on a rolling drum. 

leading: The vertical space between lines of text on a page; in desktop publishing, you can adjust the leading to make text easier to read. 

learning management system (LMS): Software used for developing, using, and storing course content of all types. Information within a learning management system often takes the form of learning objects (see "learning object" below).

learning object: A chunk of course content that can be reused and independently maintained. Although each chunk is unique in its content and function, it must be able to communicate with learning systems using a standardized method not dependent on the system. Each chunk requires a description to facilitate search and retrieval.

link: Another name for a hyperlink. 

LINUX: An open-source operating system that runs on several hardware platforms including PCs and Macintoshes. Linux is freely available over the Internet. 

log in, log on: The process of entering your username and password to gain access to a particular computer; e.g., a mainframe, a network or secure server, or another system capable of resource sharing. 

MAC: Media Access Control; The hardware address of a device connected to a shared network. 

Macintosh: A personal computer introduced in the mid-1980s as an alternative to the IBM PC. Macintoshes popularized the graphical user interface and the 3 1/2 inch diskette drive. 

mail server: A networked computer dedicated to supporting electronic mail. You use a client program like Microsoft Outlook for retrieving new mail from the server and for composing and sending messages. 

mailing list: A collection of e-mail addresses identified by a single name; mailing lists provide a simple way of corresponding with a group of people with a common interest or bond. There are two main types of lists: 1) one you create within an e-mail program like Outlook that contains addresses for two or more individuals you frequently send the same message; and 2) a Listserve type that requires participants to be subscribed (e.g., a group of collaborators, a class of students, or often just individuals interested in discussing a particular topic). 

main memory: The amount of memory physically installed in your computer. Also referred to as "RAM". 

mainframe: A very large computer capable of supporting hundreds of users running a variety of different programs simultaneously. Often the distinction between small mainframes and minicomputers is vague and may depend on how the machine is marketed.

male connector: A cable connector that has pins and plugs into a port or interface to connect one device to another. 

malware: Software programs designed to damage or do other unwanted actions on a computer; common examples of malware include viruses, worms, trojan horses, and spyware. 

Managed Workstations: A Managed Workstation reduces downtime, improves maintenance, increases productivity and data security through an effective blend of Help Desk and on-site support and centralized deployment of software patches and virus protection updates. 

megabyte (Meg or MB): 1,024 x 1,024 (2 to the 20th power) bytes; it's usually sufficient to think of a megabytes as one million bytes. 

MHz or mHz: Megahertz; a measurement of a microprocessor's speed; one MHz represents one million cycles per second. The speed determines how many instructions per second a microprocessor can execute. The higher the megahertz, the faster the computer. 

menu: In a graphical user interface, a bar containing a set of titles that appears at the top of a window. Once you display the contents of a menu by clicking on its title, you can select any active command (e.g., one that appears in bold type and not in a lighter, gray type). 

Microsoft Exchange: Microsoft Exchange Server is the server side of a client–server, collaborative application product developed by Microsoft. It is part of the Microsoft Servers line of server products and is used by enterprises using Microsoft infrastructure products. Exchange's major features consist of electronic mail, calendaring, contacts and tasks; support for mobile and web-based access to information; and support for data storage. 

Microsoft Windows: A group of operating systems for PC or compatible computers; Windows provides a graphical user interface so you can point and click to indicate what you want to do. 

MIME: Multipurpose Internet Mail Extensions; a protocol that enables you to include various types of files (text, audio, video, images, etc.) as an attachment to an e-mail message. 

modem: A device that enables a computer to send and receive information over a normal telephone line. Modems can either be external (a separate device) or internal (a board located inside the computer's case) and are available with a variety of features such as error correction and data compression.

moderator: A person who reviews and has the authority to block messages posted to a supervised or "moderated" network newsgroup or online community.

monitor: The part of a computer that contains the screen where messages to and from the central processing unit (CPU) are displayed. Monitors come in a variety of sizes and resolutions. The higher the number of pixels a screen is capable of displaying, the better the resolution. Sometimes may be referred to as a CRT. 

mouse: A handheld device used with a graphical user interface system. Common mouse actions include: 1) clicking the mouse button to select an object or to place the cursor at a certain point within a document; 2) double-clicking the mouse button to start a program or open a folder; and 3) dragging (holding down) the mouse button and moving the mouse to highlight a menu command or a selected bit of text. 

MPEG: Motion Picture Experts Group; a high-quality video format commonly used for files found on the Internet. Usually, a special helper application is required to view MPEG files. 

multimedia: The delivery of information, usually to a personal computer, in a combination of different formats including text, graphics, animation, audio, and video. 

multitasking: The ability of a CPU to perform more than one operation at the same time; Windows and Macintosh computers are multitasking in that each program that is running uses the CPU only for as long as needed and then control switches to the next task.

nameserver: A computer that runs a program for converting Internet domain names into the corresponding IP addresses and vice versa. 

network: A group of interconnected computers capable of exchanging information. A network can be as few as several personal computers on a LAN or as large as the Internet, a worldwide network of computers. 

network adapter: A device that connects your computer to a network; also called an adapter card or network interface card. 

network hub: A common connection point for devices on a network. 

network security: Network security consists of the provisions and policies adopted by a network administrator to prevent and monitor unauthorized access, misuse, modification, or denial of the computer network and network-accessible resources. Network Security is the authorization of access to data in a network, which is controlled by a network administrator. 

OCR: Optical character recognition; the act of using a visual scanning device to read text from hard copy and translate it into a format a computer can access (e.g., an ASCII file). OCR systems include an optical scanner for reading text and sophisticated software for analysing images. 

on-site: At-place-of-work-or-business support, typically provided by a technically qualified individual.

online: A term that has commonly come to mean "connected to the Internet". It also is used to refer to materials stored on a computer (e.g., an online newsletter) or to a device like a printer that is ready to accept commands from a computer.

OpenType: OpenType is a format for scalable computer fonts. It was built on its predecessor TrueType, retaining TrueType's basic structure and adding many intricate data structures for prescribing typographic behaviour. OpenType is a registered trademark of Microsoft Corporation.

packet: A unit of transmission in data communications. The TCP/IP protocol breaks large data files into smaller chunks for sending over a network so that less data will have to be re-transmitted if errors occur. 

palette: The range of colours a computer or an application can display. Most newer computers can display as many as 16 million colours, but a given program may use only 256 of them. Also refers to a display box containing a set of related tools within a desktop publishing or graphics design program. 

page: Refers to an HTML document on the World Wide Web or to a particular web site; usually pages contain links to related documents (or pages). 

parallel port: An interface on a computer that supports transmission of multiple bits at the same time; almost exclusively used for connecting a printer. Has generally been superseded by USB ports.
password: A secret combination of characters used to access a secured resource such as a computer, a program, a directory, or a file; often used in conjunction with a username. 

PC: Usually refers to an IBM PC or compatible, or when used generically, to a "personal computer". In a different context, PC also is an abbreviation for "politically correct." 

PDF: Portable Document Format; a type of formatting that enables files to be viewed on different computers regardless of the program originally used to create them. PDF files retain the "look and feel" of the original document with special formatting, graphics, and color intact. You use a special program or print driver (Adobe Distiller or PDF Writer) to convert a file into PDF format. 

peer-to-peer: A type of connection between two computers; both perform computations, store data, and make requests from each other (unlike a client-server connection where one computer makes a request and the other computer responds with information). 

Personality: A method of setting up a computer or a program for multiple users. Example: In Windows, each user is given a separate "personality" and set of relevant files. 

phishing: A con that scammers use to electronically collect personal information from unsuspecting users. Phishers send e-mails that appear to come from legitimate websites such as eBay, PayPal, or other banking institutions asking you to click on a link included in the email and then update or validate your information by entering your username and password and often even more information, such as your full name, address, phone number, social security number, and credit card number.

PING: Packet Internet Groper; a utility used to determine whether a particular computer is currently connected to the Internet. It works by sending a packet to the specified IP address and waiting for a reply. 

pixel: Stands for one picture element (one dot on a computer monitor); commonly used as a unit of measurement. 

plug-in: A program used for viewing multimedia files that your web browser cannot handle internally; files using a plug-in do not need to be moved to your computer before being shown or played. Contrast to a helper application which requires the file to first be moved to your computer. Examples of plug-ins: Adobe Flash Player (for video and animation) and Quicktime (for streamed files over the Internet). 

plug and play: A set of specifications that allows a computer to automatically detect and configure a device and install the appropriate device drivers. 

POP: Post Office Protocol; a method of handling incoming electronic mail. Example: E-mail programs may use this protocol for storing your incoming messages on a special cluster of servers called pop.service.ohio-state.edu and delivering them when requested. 

pop-up blocker: Any application that disables the pop-up, pop-over, or pop-under ad windows that appear when you use a web browser. 

post: The act of sending a message to a particular network newsgroup.

PostScript: A page description language primarily used for printing documents on laser printers; it is the standard for desktop publishing because it takes advantage of high resolution output devices. Example: A graphic design saved in PostScript format looks much better when printed on a 600 dpi printer than on a 300 dpi printer. 

PostScript fonts: Called outline or scalable fonts; with a single typeface definition, a PostScript printer can produce many other fonts. Contrast to non-PostScript printers that represent fonts with bitmaps and require a complete set for each font size. 

program: A set of instructions that tells a computer how to perform a specific task. 

protocol: A set of rules that regulate how computers exchange information. Example: error checking for file transfers or POP for handling electronic mail. 

proxy: Refers to a special kind of server that functions as an intermediate link between a client application (like a web browser) and a real server. The proxy server intercepts requests for information from the real server and whenever possible, fills the request. When it is unable to do so, the request is forwarded to the real server. 

public domain software: Any non-copyrighted program; this software is free and can be used without restriction. Often confused with "freeware" (free software that is copyrighted by the author). 

pull: Frequently used to describe data sent over the Internet; the act of requesting data from another computer. Example: using your web browser to access a specific page. Contrast to "push" technology when data is sent to you without a specific request being made. 

push: Frequently used to describe data sent over the Internet; the act of sending data to a client computer without the client requesting it. Example: a subscriptions service that delivers customized news to your desktop. Contrast to browsing the World Wide Web which is based on "pull" technology; you must request a web page before it is sent to your computer.

QoS: Quality of service; is the ability to provide different priority to different applications, users, or data flows, or to guarantee a certain level of performance to a data flow. For example, a required bit rate, delay, jitter, packet dropping probability and/or bit error rate may be guaranteed. Quality of service guarantees are important if the network capacity is insufficient, especially for real-time streaming multimedia applications such as voice over IP, online games and IP-TV, since these often require fixed bit rate and are delay sensitive, and in networks where the capacity is a limited resource, for example in cellular data communication.

QuickTime: A video format developed by Apple Computer commonly used for files found on the Internet; an alternative to MPEG. A special viewer program available for both IBM PC and compatibles and Macintosh computers is required for playback.

RAM: Random Access Memory; the amount of memory available for use by programs on a computer. Also referred to as "main memory". Example: A computer with 8 MB RAM has approximately 8 million bytes of memory available. Contrast to ROM (read-only memory) that is used to store programs that start your computer and do diagnostics. 

record: A set of fields that contain related information; in database type systems, groups of similar records are stored in files. Example: a personnel file that contains employment information. 

registry: A database used by Windows for storing configuration information. Most 32-bit Windows applications write data to the registry. Although you can edit the registry, this is not recommended unless necessary because errors could disable your computer. 

remote backup: A remote, online, or managed backup service is a service that provides users with a system for the backup and storage of computer files. 

remote desktop: A Windows feature that allows you to have access to a Windows session from another computer in a different location (XP and later).

remote login: An interactive connection from your desktop computer over a network or Internet to a computer in another location (remote site). 

RGB: Red, green, and blue; the primary colours that are mixed to display the colour of pixels on a computer monitor. Every colour of emitted light can be created by combining these three colours in varying levels. 

RJ-45 connector: An eight-wire connector used for connecting a computer to a local-area network. May also be referred to as an Ethernet connector.

ROM: Read Only Memory; a special type of memory used to store programs that start a computer and do diagnostics. Data stored in ROM can only be read and cannot be removed even when your computer is turned off. Most personal computers have only a few thousand bytes of ROM. Contrast to RAM (random access or main memory) which is the amount of memory available for use by programs on your computer.

router: A device used for connecting two Local Area Networks (LANs); routers can filter packets and forward them according to a specified set of criteria. 

RTF: Rich Text Format; a type of document formatting that enables special characteristics like fonts and margins to be included within an ASCII file. May be used when a document must be shared among users with different kinds of computers (e.g., IBM PC or compatibles and Macintoshes).

SaaS: Software as a Service; a software delivery model in which software and associated data are centrally hosted on the cloud. SaaS is typically accessed by users using a thin client via a web browser. 

safe mode: A way of starting your Windows computer that can help you diagnose problems; access is provided only to basic files and drivers. 

SAN: A storage area network (SAN) is a dedicated storage network that provides access to consolidated, block level storage. SANs primarily are used to make storage devices (such as disk arrays, tape libraries, and optical jukeboxes) accessible to servers so that the devices appear as locally attached to the operating system. A SAN typically has its own network of storage devices that are generally not accessible through the regular network by regular devices.

SATA: Serial Advanced Technology Attachment or Serial ATA. An interface used to connect ATA hard drives to a computer's motherboard that provides a better, more efficient interface; Serial ATA is likely to replace the previous standard, Parallel ATA (PATA), which has become dated.

screen reader: A software program that translates text on a Web page into audio output; typically used by individuals with vision impairment.

scroll bar: In a graphical user interface system, the narrow rectangular bar at the far right of windows or dialog boxes. Clicking on the up or down arrow enables you to move up and down through a document; a movable square indicates your location in the document. Certain applications also feature a scroll bar along the bottom of a window that can be used to move from side-to-side. 

search engine: A tool that searches documents by keyword and returns a list of possible matches; most often used in reference to programs such as Google that are used by your web browser to search the Internet for a particular topic. 

secure server: A special type of file server that requires authentication (e.g., entry a valid username and password) before access is granted. 

security token: A small device used to provide an additional level of authorization to access a particular network service; the token itself may be embedded in some type of object like a key fob or on a smart card. Also referred to as an authentication token. 

self-extracting file: A type of compressed file that you can execute (e.g., double-click on the filename) to begin the decompression process; no other decompression utility is required. Example: on IBM PC or compatibles, certain files with an ".exe" extension and on Macintoshes, all files with a ".sea" extension. 

server: A computer that is responsible for responding to requests made by a client program (e.g., a web browser or an e-mail program) or computer. Also referred to as a "file server". 

shareware: Copyrighted software available for downloading on a free, limited trial basis; if you decide to use the software, you're expected to register and pay a small fee. By doing this, you become eligible for assistance and updates from the author. Contrast to public domain software which is not copyrighted or to freeware which is copyrighted but requires no usage fee. 

signature: A file containing a bit of personal information that you can set to be automatically appended to your outgoing e-mail messages; many network newsreaders also have this capability. Large signatures over five lines generally are frowned upon. 

SIMM: Single In-line Memory Module; a small circuit board that can hold a group of memory chips; used to increase your computer's RAM in increments of 1,2, 4, or 16 MB. 

SMTP: Simple Mail Transfer Protocol; a method of handling outgoing electronic mail.

software: Any program that performs a specific function. Examples: word processing, spreadsheet calculations, or electronic mail. 

spam: Email spam, also known as junk email or unsolicited bulk email (UBE), is a subset of spam that involves nearly identical messages sent to numerous recipients by email. Definitions of spam usually include the aspects that email is unsolicited and sent in bulk. Spammers collect email addresses from chatrooms, websites, customer lists, newsgroups, and viruses which harvest users' address books, and are sold to other spammers. 

SSID: Service Set Identifier; a name that identifies a wireless network. 

streaming (streaming media): A technique for transferring data over the Internet so that a client browser or plug-in can start displaying it before the entire file has been received; used in conjunction with sound and pictures.  

spyware: Any software that covertly gathers user information, usually for advertising purposes, through the user's Internet connection.

subdirectory: An area on a hard disk that contains a related set of files; on IBM PC or compatibles, a level below another directory. On Macintoshes, subdirectories are referred to as folders.

table: With reference to web design, a method for formatting information on a page. Use of tables and the cells within also provide a way to create columns of text. Use of tables vs frames is recommended for helping to make your web site ADA-compliant. 

TCP/IP: Transmission Control Protocol/Internet Protocol; an agreed upon set of rules that tells computers how to exchange information over the Internet. Other Internet protocols like FTP, Gopher, and HTTP sit on top of TCP/IP. 

TIFF: Tag Image File Format; a popular file format for storing bit-mapped graphic images on desktop computers. The graphic can be any resolution and can be black and white, gray-scale or colour. Files of this type usually have the suffix ".tif" as part of their name. 

token: A group of bits transferred between computers on a token-ring network. Whichever computer has the token can send data to the other systems on the network which ensures only one computer can send data at a time. A token may also refer to a network security card, also known as a hard token. 

tool bar: On a graphical user interface system, a bar near the top of an application window that provides easy access to frequently used options. 

Trojan horse: A harmless-looking program designed to trick you into thinking it is something you want, but which performs harmful acts when it runs. 

TrueType: A technology for outline fonts that is built into all Windows and Macintosh operating systems. Outline fonts are scalable enabling a display device to generate a character at any size based on a geometrical description. 

tweet: An update of 140 characters or less published by a Twitter user meant to answer the question, "What are you doing?" which provides other users with information about you. 

Twitter: A service that allows users to stay connected with each other by posting updates, or "tweets," using a computer or cell phone or by viewing updates posted by other users. 

two-factor authentication: An extra level of security achieved using a security token device; users have a personal identification number (PIN) that identifies them as the owner of a particular token. The token displays a number which is entered following the PIN number to uniquely identify the owner to a particular network service. The identification number for each user is changed frequently, usually every few minutes.

UNIX: A popular multitasking computer system often used as a server for electronic mail or for a web site. UNIX also is the leading operating system for workstations, although increasingly there is competition from Windows NT which offers many of the same features while running on an PC or compatible computer. 

upload: The process of transferring one or more files from your local computer to a remote computer. The opposite action is download. 

USB: Universal Serial Bus; a connector on the back of almost any new computer that allows you to attach external devices quickly and easily such as mice, joysticks or flight yokes, printers, scanners, modems, speakers, digital cameras or webcams, or external storage devices. Current operating systems for Windows and Macintosh computers support USB, so it's simple to install the device drivers. When a new device is connected, the operating system automatically activates it and begins communicating. USB devices can be connected or disconnected at any time. 

username: A name used in conjunction with a password to gain access to a computer system or a network service.

URL: Uniform Resource Locator; a means of identifying resources on the Internet. A full URL consists of three parts: the protocol (e.g., FTP, gopher, http, nntp, telnet); the server name and address; and the item's path. The protocol describes the type of item and is always followed by a colon (:). The server name and address identifies the computer where the information is stored and is preceded by two slashes (//). The path shows where an item is stored on the server and what the file is called; each segment of the location s preceded by a single slash (/). 

USB port: An interface used for connecting a Universal Serial Bus (USB) device to computer; these ports support plug and play. 

utility: Commonly refers to a program used for managing system resources such as disk drives, printers, and other devices; utilities sometimes are installed as memory-resident programs. Example: the suite of programs called Norton Utilities for disk copying, backups, etc. 

virtual classroom: An online environment where students can have access to learning tools any time. Interaction between the instructor and the class participants can be via e-mail, chat, discussion group, etc.

virtualization: Virtualization is the creation of a virtual (rather than actual) version of something, such as a hardware platform, operating system, a storage device or network resources. In hardware virtualization, the term host machine refers to the actual machine on which the virtualization takes place; the term guest machine, however, refers to the virtual machine. Likewise, the adjectives host and guest are used to help distinguish the software that runs on the actual machine from the software that runs on the virtual machine. The software or firmware that creates a virtual machine on the host hardware is called a hypervisor or Virtual Machine Monitor.

virtual hosting: Virtual hosting is a method for hosting multiple domain names on a computer using a single IP address. This allows one machine to share its resources, such as memory and processor cycles, to use its resources more efficiently. Dataprise Virtual Hosting provides a high-performance hosting platform for your organization's online presence. Maintained by our specialist support staff and 24x7 active monitoring systems, we work hard to meet all your hosted Web server needs.

virtual memory: A technique that enables a certain portion of hard disk space to be used as auxiliary memory so that your computer can access larger amounts of data than its main memory can hold at one time. 

virtual reality: An artificial environment created with computer hardware and software to simulate the look and feel of a real environment. A user wears earphones, a special pair of gloves, and goggles that create a 3D display. Examples: manipulating imaginary 3D objects by "grabbing" them, taking a tour of a "virtual" building, or playing an interactive game. 

virus: A program intended to alter data on a computer in an invisible fashion, usually for mischievous or destructive purposes. Viruses are often transferred across the Internet as well as by infected diskettes and can affect almost every type of computer. Special antivirus programs are used to detect and eliminate them. 

VoIP: Voice over Internet Protocol; a means of using the Internet as the transmission medium for phone calls. An advantage is you do not incur any additional surcharges beyond the cost of your Internet access. 

VPN: Virtual Private Networking; a means of securely accessing resources on a network by connecting to a remote access server through the Internet or other network. 

WAN: Wide Area Network; a group of networked computers covering a large geographical area (e.g., the Internet). 

WAP: Wireless Application Protocol; a set of communication protocols for enabling wireless access to the Internet. 

wi-fi: Wireless Fidelity; A generic term from the Wi-Fi Alliance that refers to of any type of 802.11 network (e.g., 802.11b, 802.11a, dual-band, etc.). Products approved as "Wi-Fi Certified" (a registered trademark) are certified as interoperable with each other for wireless communications. 

wild card: A special character provided by an operating system or a particular program that is used to identify a group of files or directories with a similar characteristic. Useful if you want to perform the same operation simultaneously on more than one file. Example: the asterisk (*) that can be used in DOS to specify a group of files such as *.txt. 

window: On a graphical user interface system, a rectangular area on a display screen. Windows are particularly useful on multitasking systems which allow you to perform a few different tasks simultaneously. Each task has its own window which you can click on to make it the current process. Contrast to a "dialog box" which is used to respond to prompts for input from an application. 

Windows: A casual way of referring to the Microsoft Windows operating systems. 

wireless (networking): The ability to access the Internet without a physical network connection. Devices such as cell phones and PDAs that allow you to send and receive e-mail use a wireless Internet connection based on a protocol called WAP (Wireless Application Protocol). At this point, web sites that contain wireless Internet content are limited, but will multiply as the use of devices relying on WAP increases. 

wizard: A special utility within some applications that is designed to help you perform a particular task. Example: the wizard in Microsoft Word that can guide you through creating a new document. 

WLAN: Wireless Local Area Network; the computers and devices that make up a wireless network. 

workstation: A graphical user interface (GUI) computer with computing power somewhere between a personal computer and a minicomputer (although sometimes the distinction is rather fuzzy). Workstations are useful for development and for applications that require a moderate amount of computing power and relatively high-quality graphics capabilities. 

World Wide Web: A hypertext-based system of servers on the Internet. Hypertext is data that contains one or more links to other data; a link can point to many different types of resources including text, graphics, sound, animated files, a network newsgroup, a telnet session, an FTP session, or another web server. You use a special program called a "browser" (e.g., Firefox or Edge) for viewing World Wide Web pages. Also referred to as "WWW" or "the web". 

worm: A program that makes copies of itself and can spread outside your operating system worms can damage computer data and security in much the same way as viruses. 

WPA: Wi-Fi Protected Access; a standard designed to improve on the security features of WEP. 

WWW: An abbreviation for World Wide Web. 

WYSIWYG: What You See Is What You Get; a kind of word processor that does formatting so that printed output looks identical to what appears on your screen.

XHTML: Extensible Hypertext Markup Language. A spinoff of the hypertext markup language (HTML) used for creating Web pages. It is based on the HTML 4.0 syntax, but has been modified to follow the guidelines of XML and is sometimes referred to as HTML 5.0. 

XML: Extensible Markup Language; A markup language for coding web documents that allows designers to create their own customized tags for structuring a page.

zip: A common file compression format for PC or compatibles; the utility WinZip or Winrar is used for compressing and decompressing files. Zipped files usually end with a ".zip" file extension. A special kind of zipped file is self-extracting and ends with a ".exe" extension. Macintosh OSX also supports the .zip format and has tools that can compress and decompress zip files.

zoom: The act of enlarging a portion of an onscreen image for fine detail work; most graphics programs have this capability.
Section 2 - Assessment tools
Assessment is all about collecting evidence and making decisions as to whether a learner has achieved competency. Assessment confirms that the learner can perform to the expected workplace standard, as outlined in the units of competency.

This section contains the summative assessment tools that are to be used in assessing this unit of competency.  The assessment tools have also been mapped against the requirements of unit assessment; these may be reviewed in the TEIA document ICT20120 Mapping Guide.     Assessors can use this mapping information to complete required assessment records.

It is an important responsibility of assessors to complete the assessment records themselves. This ensures all additional assessment activities deemed appropriate or required by the assessor, in addition to those within this document, are included in these records.

Section Two contains the following information:

2.1   
Summative assessment

2.2
Solutions – general guidance

2.3 
Solutions – summative assessment

2.4
Evidence of competency

2.5
Assessment records
2.1
Summative assessment

Separate each assessment tool as required in the assessment process.
Task Overview

The assessment for this unit is distributed across Task 1 and Task 2 within the virtual scenario. 

Task One

In this task, you will need to establish the business requirements such as registering your business and applying for an Australian Business Number. You will also need to source the computer hardware, software and peripherals that would be suitable to meet the needs of a small IT contractor setting up an office suitable to perform routine functions in an IT rich environment.
Prepare for business:
· Explore the Learning Resources available for this task and remember these will assist you in completion of Task 1 (Bookcase folders and Internet links on monitor).

· Read incoming email (Computer).

· Read Your Task (Printer tray).

· Open the Business Planning Document (Bookcase folders).
· Research the requirements for registering a business name and the availability of the business name RAMemberUS IT Services (Internet).
· Research requirements for applying for an ABN (Internet).

· Complete the Business Planning Document – Section 1 (Bookcase folders).

· List the information required for a person to successful register an ABN for a small business.
	What to submit
	Problems encountered and strategies used to overcome these

	Business Planning Document Internet search results for business name availability - screenshot
	

	Internet search results for ABN application
	

	List the information required for a person to successful register an ABN for a small business
	


Identify computer hardware requirements: 
· Read incoming email (Computer).
· Read and print Your task (Printer tray).

· Identify appropriate computer hardware and peripherals suitable for your new business.
· Research computer hardware and peripherals and obtain quotes/pricing (Internet).

· Print out quotes/pricing as required.

· Complete Business Planning Document – Section 2.

· Complete Hardware peripheral quiz (Bookcase folders).
	What to submit
	Problems encountered and strategies used to overcome these

	Business Planning Document – Section 2 

Quotes/Internet pricing & specifications for hardware and peripherals
	

	Hardware peripherals quiz results
	


Identify computer software requirements: 
· Read incoming email (Computer).
· Read and print Your task (Printer tray).
· Identify appropriate software to perform the range of tasks indicated.

· Research computer software and obtain quotes/pricing (Internet).

· Print quotes/pricing as required.

· Complete Business Planning Document – Section 3.

	What to submit
	Problems encountered and strategies used to overcome these

	Business Planning Document – Section 3 

Quotes/Internet pricing & specifications for software
	


Establish a work area and identify and minimise WHS issues:

· Read and print Your task (Printer tray).
· Set up a computer system and take a picture prior to connecting peripherals.

· Connect peripheral devices.

· Take a picture/s of the system with peripherals correctly connected.
· Print or download the Hazard Audit Report template (Bookcase folders).
· Conduct a health and safety audit of your work area (or area identified by your teacher).

· Take photographs of identified risks.

· Complete the Hazard Audit Template.

· Take appropriate action to eliminate or reduce risk.

· Take photograph/s of hazard reduced work area.

	What to submit
	Problems encountered and strategies used to overcome these

	Picture/s of computer and peripheral devices before and after connection
	

	Before and after images of workplace hazards
	

	Completed Hazard Audit Report template
	

	Completed Task Planning Sheet
	


Task 2 – Promoting your business

In this task, you will need to establish the business requirements and use computer hardware, software and peripherals to undertake a range of activities that would be required when starting a business as a small IT contractor. The range of tasks that you will undertake include designing documents suitable for marketing your business.

Design a letterhead and business letter:

· Read incoming email (Computer).

· Explore, read and print as necessary the Learning Resources (Bookcase) and Your Task (Printer tray).

· View Learning object – Parts of a business letter (Bookcase folders).

· Undertake training in Microsoft Word as required (the virtual RTO via the Mouse).

· In Microsoft Word, design a letterhead template using the logo provided. Use your own contact details or create fictitious contact details.

· Using your letterhead template create a business letter that introduces your business to your clients (do not include customer names or addresses, instead leave a space where this information would go).

	What to submit
	Problems encountered and strategies used to overcome these

	Letterhead template
	

	Business letter
	


Complete a mail merge: 

· Learning object – Mail Merge (Bookcase).

· Undertake ‘mailmerge’ training using the resources at the virtual RTO (Mouse).

· Read and print the Mailing List data file (Bookcase).

· Undertake training in Microsoft Excel (the virtual RTO via the Mouse).

· Enter mailing list data in Microsoft Excel. Save this data as Mailing List.
· Using the letterhead you designed previously in Microsoft Word, create a mail merge document.

· Using the Microsoft Excel Mailing List file as your data source, merge your letter.

· Print the first three merged letters and submit to your supervisor (teacher).

	What to submit
	Problems encountered and strategies used to overcome these

	Mailing List (Excel document)
	

	Merge letter showing merge fields inserted
	

	Printed copies of the first three merged letters
	

	Electronic copies of all merged letters
	


Creating a brochure: 

· View Learning object – Creating a brochure (Bookcase).

· Using Microsoft Word, create a brochure advertising the services that your IT business will offer. The range of Units in this qualification may provide a guide. Illustrate your brochure with images which you may source from the Internet or which you may take with a digital camera.

	What to submit
	Problems encountered and strategies used to overcome these

	Brochure (draft)
	

	Brochure (final)
	


Create a business card:

· Read and print Your task (Printer tray).

· Undertake training in Microsoft word as required (the virtual RTO via the Mouse).

· Access the RAMemberUS logo (Camera).

· Design a business card incorporating your name, business name, logo and contact details.

· Save the card as MyBusinessCard and submit to your supervisor (teacher).

	What to submit
	Problems encountered and strategies used to overcome these

	Business card
	


Create a website:

· Read incoming email (Computer).

· Read and print Your task (Bookcase).

· Download and install Kompozer software (Mouse - virtual RTO).

· Undertake training in Kompozer software as required (Mouse – virtual RTO).

· View Learning Object – Website Design Hints (Bookcase).

· View websites relating to web design (Computer).

· Create website for RamemberUS – minimum home page and 2 linking pages - and submit to your teacher.

.

**Your teacher may substitute an alternative software application. Please discuss with your teacher.

	What to submit
	Problems encountered and strategies used to overcome these

	Website (draft)
	

	Website (final)
	


2.2
Solutions - General guidance
Assessors should review the solutions provided and adapt and/or contextualise them (and assessment activities themselves where necessary) to suit the training and assessment context as part of their moderation activities. This will ensure consistency of assessment.
The solutions to assessment activities serve as a reliable guide to the type of information that should be included in the assessment candidate’s response. Refer to the assessment activities when assessing learner responses or evaluating assessment evidence. The answers provided by the assessment candidate will vary due to several factors, including the:

· candidate’ s own experiences

· candidate’ s workplace experiences

· training situations and strategies presented by the trainer

· interpretation of the assessment activity by the assessment candidate/assessor

· type of organisation, work practices, processes and systems encountered by the candidate.

The nature and variety of the tasks presented means that in some cases there will be numerous correct responses, and the solutions provided cannot cater for all contexts and eventualities.

In general terms:

· For questions with a single answer, this guide provides the correct answer.

· For questions that do not have a single answer, it is understood that answers will vary within certain parameters.

· For questions where the candidate has to list a certain number of items, the RTO has provided a more comprehensive listing from which candidate responses may be drawn. This list may not in all cases be definitive, and assessors should account for other possible correct responses.

· For activities that involve responding to a case study, the RTO has provided an example of how the candidate may respond. Depending on the question, the terminology used will indicate either what the candidate should have included in their response or may have included. However, different phrasing may be used by the candidate, or different responses that may be equally correct are also possible.
· For activities that take place in the workplace or involve workplace documentation, the RTO can only provide an example response. Assessors should consider whether the candidate has achieved the intent of the activity within the candidate’s workplace context.

· For activities that involve writing reports or completing documentation provided, the RTO can only provide an example response. Assessors should again consider whether the candidate’s response is appropriate to the task within the context of the candidate’s training and/or workplace.

2.3
Solutions – Summative assessment
Task One

In this task, the assessor will need to make use of their own judgement though examples are provided. The candidate is required to establish the business requirements such as registering their business and applying for an Australian Business Number. They also need to source the computer hardware, software and peripherals that would be suitable to meet the needs of a small IT contractor setting up an office suitable to perform routine functions in an IT rich environment.
Section 1

Prepare for business:
· Explore the Learning Resources available for this task and remember these will assist you in completion of Task 1 (Bookcase folders and Internet links on monitor).

· Read incoming email (Computer).

· Read Your Task (Printer tray).

· Open the Business Planning Document (Bookcase folders).
· Research the requirements for registering a business name and the availability of the business name RAMemberUS IT Services (Internet).
· Research requirements for applying for an ABN (Internet).

· Complete the Business Planning Document – Section 1 (Bookcase folders).

· List the information required for a person to successful register an ABN for a small business.
Registering a business name

Part 1

The candidate must provide a minimum of three website URLs that they visited in their research phase. Example below:

	Websites visited (provide URL)

	http://www.fairtrading.qld.gov.au/

	http://www.business.qld.gov.au/business/starting/starting-a-business/business-name/register- business-name

	https://asicconnect.asic.gov.au

	http://www.asic.gov.au/asic/asic.nsf


They must have checked on the availability of the business name. A screen capture of the search results is required. 
Part 2

Registration is through an on-line document that is used to register a business name in Australia. The candidate must have taken the necessary screenshots to have the whole of the form and then complete it offline as though to register RAMemberUS IT Services.
Images of the form completed must be provided.

Part 3

Registering for an Australian Business Number (ABN) response must provide the URL where ASIC registration process may occur:

https://asic.gov.au/for-business/registering-a-business-name/
Section 2

Identify computer hardware requirements: 
· Read incoming email (Computer).
· Read and print Your task (Printer tray).

· Identify appropriate computer hardware and peripherals suitable for your new business.
· Research computer hardware and peripherals and obtain quotes/pricing (Internet).

· Print out quotes/pricing as required.

· Complete Business Planning Document – Section 2.

· Complete Hardware peripheral quiz (Bookcase folders).

Computer hardware requirements

The candidate must submit a word-processed document that uses a table to record quote details. Attached to the Business Planning Document should be several relevant quotes. An example of the table (using fictional details) is below: 
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Hardware peripherals quiz results

A screen print of the results of the Hardware quiz showing 80% attainment is required.
Operating System:
· Work through the two Learner’s Guides for Windows. (Bookcase)

· When you have finished Windows 10 - Learner’s Guide 1 undertake the O/S Quiz 1. (Bookcase)

· When you have finished Windows 10 - Learner’s Guide 2 undertake the O/S Quiz 2. (Bookcase)

The candidate must demonstrate an understanding, to an intermediate level, of the Windows 10 Operating System (O/S). By obtaining 80% in each of the quizzes, and the successful completion of the remainder of the task, competency can be achieved.

The candidate must submit screenshots of the results slide for both of the O/S quizzes.
Identify computer software requirements: 
· Read incoming email (Computer).
· Read and print Your task (Printer tray).
· Identify appropriate software to perform the range of tasks indicated.

· Research computer software and obtain quotes/pricing (Internet).

· Print quotes/pricing as required.

· Complete Business Planning Document – Section 3.

Computer software requirements

The candidate must have obtained pricings for each software application listed - Internet pricing and specifications are acceptable. Evidence of the pricing, i.e. screenshots of quotes, must be provided.

As pricings will differ assessor judgement is required in terms of appropriateness and currency.

	Software 
	Use (e.g. operating system, desktop publishing application, major features)

	Windows O/S
	

	MS Office 
	

	Adobe Acrobat
	

	Audacity
	

	Filezilla
	

	KompoZer
	


Establish a work area and identify and minimise WHS issues:

· Read and print Your task (Printer tray).
· Set up a computer system and take a picture prior to connecting peripherals.

· Connect peripheral devices.

· Take a picture/s of the system with peripherals correctly connected.
· Print or download the Hazard Audit Report template (Bookcase folders).
· Conduct a health and safety audit of your work area (or area identified by your teacher).

· Take photographs of identified risks.

· Complete the Hazard Audit Template.

· Take appropriate action to eliminate or reduce risk.

· Take photograph/s of hazard reduced work area.
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Images of no peripherals connected

Images of peripherals correctly connected
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The candidate should provide a digital image of their work area identifying a minimum of five risks/hazards that can be remediated. After these hazards/risks are removed, a second image should show the improvement in their work area. Assessor judgement required. Example of the images are below:


[image: image5]
Hazard Report
The candidate will write up the results of the hazard identification into the Hazard Audit Report provided (Learning Resources – Task 1).

The hazards identified in the photos need to be the ones written up in the Audit Report.

If follow-up is required, this must be indicated and follow-up action stated.

Document must be accurate and contain no typing errors.

Task 2 – Promoting your business

In this task, you will need to establish the business requirements and use computer hardware, software and peripherals to undertake a range of activities that would be required when starting a business as a small IT contractor. The range of tasks that you will undertake include designing documents suitable for marketing your business.

Design a letterhead and business letter:

· Read incoming email (Computer).

· Explore, read and print as necessary the Learning Resources (Bookcase) and Your Task (Printer tray).

· View Learning object – Parts of a business letter (Bookcase folders).

· Undertake training in Microsoft Word as required (the virtual RTO via the Mouse).

· In Microsoft Word, design a letterhead template using the logo provided. Use your own contact details or create fictitious contact details.

· Using your letterhead template create a business letter that introduces your business to your clients (do not include customer names or addresses, instead leave a space where this information would go).

Assessor judgement required.

Letterhead template
The following information should be included, according to the email received from Small Business Assist:

· Business name

· Business logo

· Address

· Phone

· Mobile

· Fax

· Web - www.ramemberus.com.au

· Email - admin@ramemberus.com.au

· Business slogan

Other expected requirements: Design principles of contrast, repetition, alignment, proximity to be followed.

Possible designs:
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Introductory letter

Requirements within assessment response:

· Write a promotional letter introducing your business to potential or existing customers

· Use the letterhead created.

· Should be a mail merge document

· Do not include names and addresses but leave a space where this information would go.

· Brochure is to be enclosed with the letter

· The letter’s content is to be consistent with that of a promotional letter introducing a business to potential or existing customers.

· The letterhead template developed must be used in the letter.

· Correct letter format to be used.

· Letter to include reference, enclosure notation as business card and brochure are being included.

· Correct use of Australian Standard English to be evident (spelling, language, grammar).

· Services offered by RAMemberUS would be mentioned:

· sales of hardware and software

· repair of hardware

· preparation of PowerPoint presentations

· digital photography editing

Complete a mail merge: 

· Learning object – Mail Merge (Bookcase).

· Undertake ‘mailmerge’ training using the resources at the virtual RTO (Mouse).

· Read and print the Mailing List data file (Bookcase).

· Undertake training in Microsoft Excel (the virtual RTO via the Mouse).

· Enter mailing list data in Microsoft Excel. Save this data as Mailing List.
· Using the letterhead you designed previously in Microsoft Word, create a mail merge document.

· Using the Microsoft Excel Mailing List file as your data source, merge your letter.

· Print the first three merged letters and submit to your supervisor (teacher).

Assessor judgement required.

Requirements within assessment response:

· Create a mailing list in Excel. This is to be provided as part of the assessment package.

· Use the names and addresses provided.

· Headings in the first row are not needed, but the information would need to be divided into 8 columns to complete the merge successfully: Title, First name, Surname, Business name, Street, Suburb, State, and Postcode.

· The Suburb should be in all capitals

· Where only the business name is given, 'Manager' or similar should be entered into the Title or First name columns, to ensure there is a suitable salutation, such as Dear Manager
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· Copy of the merge set letter showing all merge fields needs to be provided. 
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· Digital copies of all mailmerged letters need to be provided.

Creating a brochure: 

· View Learning object – Creating a brochure (Bookcase).

· Using Microsoft Word, create a brochure advertising the services that your IT business will offer. The range of Units in this qualification may provide a guide. Illustrate your brochure with images which you may source from the Internet or which you may take with a digital camera.

Assessor judgement required.

Requirements within assessment response:

· Use of Microsoft Publisher or other desktop publishing program

· Copy of draft and final brochure advertising the services that the business offers

· Brochure must contain: 

· Images sources from the web or taken with digital camera

· Submit a draft before submitting the final copy

· Brochure design principles to be followed.

· Any brochure format is permissible, i.e. a tri-fold brochure. 

· Brochure to contain at a minimum:

· Business logo

· Contact details, e.g. telephone, email, web

· Services provided

Create a business card:

· Read and print Your task (Printer tray).

· Undertake training in Microsoft word as required (the virtual RTO via the Mouse).

· Access the RAMemberUS logo (Camera).

· Design a business card incorporating your name, business name, logo and contact details.

· Save the card as MyBusinessCard and submit to your supervisor (teacher).

Assessor judgement required.

Requirements within assessment response:

· Design a business card and produce a simple business card. Use of wizard or template permissible.

· Card must contain: Candidate’s name, business name, logo and contact details

· Card saved as MyBusinessCard

· Design principles of contrast, repetition, alignment and proximity to be followed

· Colours must be complimentary with the RAMemberUS logo.

· The card may be one- or two-sided. It could include a photo of them and list of services in dot point on the 2nd side, but that is not necessary.

Examples:
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 Create a website:

· Read incoming email (Computer).

· Read and print Your task (Bookcase).

· Download and install Kompozer software (Mouse - virtual RTO).

· Undertake training in Kompozer software as required (Mouse – virtual RTO).

· View Learning Object – Website Design Hints (Bookcase).

· View websites relating to web design (Computer).

· Create website for RamemberUS – minimum home page and 2 linking pages - and submit to your teacher.

.

· **Your teacher may substitute an alternative software application. Please discuss with your teacher.

Assessor judgement required.

Requirements within assessment response:

· Web site has a minimum of Home page and 2 linking pages.

· The web page is to provide information about the services offered by RAMemberUS and provide contact details for the business.

· Any development program can be used if permission is gained from teacher.

· Design principles to be followed.

· Links to be working.

· Images to be used.

Discussion Questions

1. What is the difference between linking and embedding a spreadsheet in a PowerPoint display or Microsoft Word document? Explain the advantages of linking rather than embedding.

Linked objects

Linking a spreadsheet into a Word document or a PowerPoint presentation means that a representation of the linked data is visible, but the source file is not visible. The linked data is stored in the source file. When the source file is updated/modified, the linked data is updated. This is different from hyperlinking, where you are taken to the source file/data.

When you embed a spreadsheet, information in the Word document will not change, even if you modify the source spreadsheet file. The embedded spreadsheet becomes part of the Word file, and after it is embedded, it is no longer part of the source file. This means that if the source file is updated, the Word document will not update.

It is advantageous to link rather than embed as it takes up less storage space. It is also useful if you want to include information that is maintained independently, such as data collected by a different department, and you need to keep that information up-to-date in a Word document.

http://office.microsoft.com/en-us/powerpoint-help/about-linked-objects-and-embedded-objects- HP005243149.aspx 

2. List three data sources that could be used in performing a mail merge in Microsoft Word.

A recipient’s list for a mail merge operation can be an Excel sheet, the Office Address Book, Outlook Contacts, a FileMaker Pro database, an MS Access table, a Word document, or a delimited text file.

3. What purpose does the use of a document template serve in a business organisation?

A template is a file which when opened, will prompt the user to create a copy of the document so the original data is not changed. This saves time for the user, as the document can be pre-formatted with the business logo, contact details etc, and the document doesn’t need to be created from scratch. It also means that a professional image is maintained as all documents coming from the business will be similar in appearance. Using a template means that display, formatting etc. are preserved.

http://office.microsoft.com/en-gb/word-help/understanding-how-templates-work-HA001137304.aspx

4. Provide an example of where you would need to import/export data between software applications.

Background information - An application that can export data can create a file in a format that another application understands, enabling the two programs to share the same data. The two programs might be different types of word processors, or one could be a word processor and the other a database application. Exporting implies that the sending application reformats the data for the receiving applications. Importing implies that the receiving application does the reformatting.

Examples of where you would need to import/export data:

· You are a long-time user of Excel, and you are now thinking of moving to Access. You might start by importing your Excel worksheets into one or more new Access databases.

· You are a manager who receives reports in Excel format from your employees. You want to merge the reports with an existing database to update the contents of the database.

· You may want to export email messages from Outlook to Outlook Express.

· You may wish to export contacts from Outlook to Excel

5. Explain the steps you would use to save a file in a different format. Why might this be necessary? Provide at least two examples to illustrate your response.

Generally, you would choose the Save As feature and select the required file type. You may wish to save a document as a template or save a PowerPoint presentation as a PowerPoint show.

It may be required if you are producing a template for a letterhead, for example. Or you may wish to save a picture as .png, .gif or .jpeg to reduce the file size.

You may need to save a Word document in an earlier version so that someone with an older program can open and read it.

6. If you are unsure of how to perform an action in a software application, what sources of assistance could you use? Explain the advantages and disadvantages of each.

It would be expected that Students would suggest at least 2 of the following and give advantages and disadvantages:

Help menu within program/On-screen manuals

Advantage - An advantage is that it is very easy to get to because there is almost always a help button on the menu bar, and the information has been created from the designers/creators of the program so should be accurate.

Disadvantage – Sometimes it can be difficult to find the answer if you don’t put in the exact keywords.

World wide web

Advantage – There is a lot of information available

Disadvantage – Information is not always reliable; sites don’t always work or allow access; some sites can take you to other inappropriate sites or information; some sites have viruses; can be time-consuming as there are so many sites; difficult to determine if information is accurate.

Work Colleague

Advantage – Works with the same program and as long as they are experienced can give you the information immediately.

Disadvantage – Person may not be available the moment you need assistance.

Forums

Advantage – Generally conversations are in language you can understand; there are usually forums about everything occurring

Disadvantage – Forum could be out of date; Users may put out information which is inaccurate just to annoy people; bad language

2.4
Evidence of competency

Evidence is information gathered that provides proof of competency. While evidence must be sufficient, trainers and assessors must focus on the quality of evidence rather than the quantity of evidence.

Rules of evidence

There are four rules of evidence that guide the collection of evidence. Evidence must be:

· valid – it must cover the performance evidence and knowledge evidence
· sufficient – it must be enough to satisfy the competency

· current – skills and knowledge must be up to date

· authentic – it must be the learner’s own work and supporting documents must be genuine.

Principles of assessment

High quality assessments must be:

· fair – assessments are not discriminatory and do not disadvantage the candidate

· flexible – assessments meet the candidate’ s needs and include an appropriate range of assessment methods

· valid – assessments assess the unit/s of competency performance evidence and knowledge evidence
· reliable – there is a common interpretation of the assessments.

Types of evidence

Types of evidence that can be collected, sighted or validated include:

· work records such as position descriptions, performance reviews, products developed and processes followed and/or implemented

· third-party reports from customers, managers and/or supervisors

· training records and other recognised qualifications

· skills and knowledge assessments

· volunteer work.

Gathering evidence

Evidence can be gathered through:

· real work/real-time activities through observation and third-party reports

· structured activities.

Evidence can also be gathered through:

· formative assessments: where assessment is progressive throughout the learning process and validated along the way by the trainer – also known as assessment for learning

· summative assessment: where assessment is an exercise or simulation at the end of the learning process – also known as assessment of learning.

Evaluating evidence

The following steps may help you evaluate evidence.

	Step 1: Evidence is gathered.
	
	
	
	


	Step 2: Rules of evidence are applied – evidence is valid, sufficient, current and authentic.
	
	
	


	Step 3: Evidence meets the full requirements of the unit/s of competency.
	
	


	Step 4: The assessment process is valid, reliable, fair and flexible.
	


	Step 5: The trainer or assessor makes a straightforward and informed judgment about the candidate and completes assessment records.


2.5
Assessment records

Learners must provide evidence of how they have complied with the performance and knowledge evidence requirements outlined in the unit of competency. These requirements should be assessed in the workplace or in a simulated workplace; assessment conditions are specified in each unit of competency.

You can use the following assessment forms to record the learner’s evidence of competency: 
· The Assessment Instructions Checklist helps the trainer/assessor provide clear instructions to the candidate as to which assessment activities to complete.

· The Pre-Assessment Checklist helps the trainer determine if the learner is ready for assessment.

· The Self-Assessment Record allows the learner to assess their own abilities against the requirements of the unit of competency.

· The Performance Evidence Checklist facilitates the observation process; it allows trainers to identify skill gaps and provide useful feedback to learners.

· The Knowledge Evidence Checklist can be used to record the learner’s understanding of the knowledge evidence; it allows trainers to identify knowledge gaps and to provide useful feedback to learners.

· The Portfolio of Evidence Checklist helps the trainer annotate or detail aspects of the learner’s portfolio of evidence.

· The Workplace Assessment Checklist can be used by the learner’s supervisor to show workplace-based evidence of competence.
· The Observation Checklist/Third Party Report records the candidate’s performance in the workplace.

· The Record of Assessment form is used to summarise the outcomes of the assessment process in this unit.

· The Request for Qualification Issue is used by the assessor to inform the RTO authorities that the process for issuing a Statement of Attainment or Qualification may commence. 

Assessment instructions – ICTICT221
	Candidate’ s name:       
Unit of competency:  ICTICT221 Identify and use specific industry standard technologies
Trainer/assessor:       
Date:       

	The candidate must complete the following assessment activities, provided by the trainer/assessor:

	
	Y/N
	Whole activity/ specific questions

	Candidate Self-assessment
	
	     

	Final assessment - 
	
	     

	Final assessment - 
	
	     

	Final assessment - 
	
	     

	Portfolio
	
	     

	Workplace Assessment 
	
	     

	Workplace Assessment (video)
	
	     

	Competency Conversation (using RPL)
	
	     

	Workplace Observation
	
	     

	Third Party Report
	
	     

	Other assessment activities as detailed below:
	
	

	     
	
	     

	     
	
	     

	     
	
	

	Candidate signature: 
	     
	Date:
	     

	Assessor/trainer signature: 
	     
	Date:
	     


Pre-assessment checklist – ICTICT221
	Candidate’ s name:            
Unit of competency:  ICTICT221 Identify and use specific industry standard technologies
Trainer/assessor:           

Date:           

	Checklist

	Talked to the candidate about the purpose of the assessment
	 Yes 
 No     

	Explained the unit of competency
	 Yes 
 No     

	Discussed the various methods of assessment
	 Yes 
 No     

	In consultation with trainer/assessor, the following assessment methods will be used:

	   Question/answer
	   Observation/Demonstration
	   Log, Journal, Diary

	   Case study
	   Portfolio, work samples
	   Third Party Reports

	   Reports
	
	

	Assessment environment and process

When will assessment occur?       
Where will assessment occur?       
Special needs (if any)       
How many workplace visits are required (if appropriate)?       
What resources are required?      

	Information has been provided on the following:

	   Confidentiality procedures
	   Re-assessment policy
	   Appeals process

	   Regulatory information
	   Authenticity of candidate’ s work

	Discussed self-assessment process
	 Yes 
 No     

	Summarised information and allowed candidate to ask questions
	 Yes 
 No     

	Candidate signature: 
	     
	Date:
	     

	Assessor/trainer signature: 
	     
	Date:
	     


Self-assessment record – ICTICT221
	Candidate’ s name:       
	Part D

	Unit of competency:  ICTICT221 Identify and use specific industry standard technologies
Trainer/assessor:      
Date:      

	Tasks
	I do the workplace task…
	Candidate’s comments

	
	…very well
I’m sure I can do the task
	…quite well
I think I can do the task
	…no, or not well
I don’t (or can’t) do the task
	

	I can identify organisational technology upgrades and advancement requirements.
	
	
	
	     

	I can identify technologies required to meet organisational requirements.
	
	
	
	     

	I can classify industry specific technologies according to organisational requirements.
	
	
	
	     

	I can implement and test industry specific technologies according to task requirements
	
	
	
	     

	I can use features and functions of industry specific technologies according to task requirements.
	
	
	
	     

	I can access and use sources of information according to task requirements.
	
	
	
	     

	I can evaluate performance, usability, and benefit to organisation of implemented technologies.
	
	
	
	     

	I can determine and document environmental considerations of implemented technologies.
	
	
	
	     

	I can seek and respond to user according to organisational requirements.
	
	
	
	     

	Candidate signature:
	     
	Date:
	     


Performance evidence checklist – ICTICT221 
	Candidate’s name:            

Unit of competency:  ICTICT221 Identify and use specific industry standard technologies
Trainer/assessor:           

Date:           

	Did the candidate demonstrate the following performance evidence at least once:
	Yes
	No
	N/A

	· Identify, implement, and evaluate at least three industry standard technologies
	
	
	

	· Use at least one feature and at least one function of each industry standard technology above.
	
	
	

	During the above, the candidate must:
	
	
	

	· Comply with task and organisational requirements.
	
	
	

	In the assessment/s of the candidate’s performance evidence, did they demonstrate the four dimensions of competency?

	Task skills
	
	
	

	Task management skills
	
	
	

	Contingency management skills
	
	
	

	Job/role environment skills
	
	
	

	The candidate’ s performance was:
	   Not satisfactory
	   Satisfactory

	Feedback to candidate:

     

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


Knowledge evidence checklist – ICTICT221 
	Candidate’s name:            

Unit of competency:  ICTICT221 Identify and use specific industry standard technologies
Trainer/assessor:           

Date:           

	Did the candidate show their knowledge of the following?
	Yes
	No
	N/A

	· Industry standard technology trends and directions in Information and Communications Technology (ICT), and major industry technology standards used in specified area
	
	
	

	· Vendor product directions
	
	
	

	· Industry standard hardware and software products and their general features and capabilities
	
	
	

	· Information gathering methodologies.
	
	
	

	In the assessment/s of the candidate’s knowledge evidence, did they demonstrate the four dimensions of competency?

	Task skills
	
	
	

	Task management skills
	
	
	

	Contingency management skills
	
	
	

	Job/role environment skills
	
	
	

	The candidate’ s performance was:
	   Not satisfactory
	   Satisfactory

	Feedback to candidate:

     

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


Portfolio of evidence checklist – ICTICT221 
	Candidate’s name:       
	Part E

	Unit of competency:  ICTICT221 Identify and use specific industry standard technologies
Trainer/assessor:                

Date:                

	Description of evidence to 
include in portfolio
	Assessor’ s comments
	Tick* 

	
	
	V
	S
	C
	A

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


* V = Valid; S = Sufficient: C = Current; A = Authentic
Workplace assessment checklist – ICTICT221 
	Candidate’s name:       
	Part F

	Unit of competency:  ICTICT221 Identify and use specific industry standard technologies
Trainer/assessor:                

Date:                

	Name of organisation:        
Address:       
Telephone:       
Email:        
Workplace supervisor:       

	Performance evidence 

Candidate demonstrates the ability to:
	Evidence provided/observation comments

	
	Identify, implement, and evaluate at least three industry standard technologies
	     

	
	Use at least one feature and at least one function of each industry standard technology above.
	     

	
	During the above, the candidate must:
	

	
	Comply with task and organisational requirements.
	     

	Knowledge evidence
Candidate knows and understands:
	

	
	Industry standard technology trends and directions in Information and Communications Technology (ICT), and major industry technology standards used in specified area
	     


	
	Vendor product directions
	     

	
	Industry standard hardware and software products and their general features and capabilities
	     

	
	Information gathering methodologies.
	     

	Workplace supervisor’ s signature:
	     
	Date:
	     


	TEIA Ltd

	Observation Checklist/Third Party Report

	This is a confidential report. It is for the perusal of the supervisor, the candidate, and the assessor. (Part G)

	Name of candidate:
	     

	Units of competency:
	 ICTICT221 Identify and use specific industry standard technologies


As part of the assessment for the units of competency above we are seeking evidence to support a judgement about the above candidate’s competence. This report may be completed as either an Assessor Observation Checklist or a Third-Party Report where the candidate has access to a suitable work environment. Multiple reports may be completed where a single person is unable to verify all elements.

Note that assessors may also use this document to record and confirm competency in routine tasks associated with a learning program over an extended period of time, i.e. accumulated evidence.


	This report is being completed as:
	   Assessor Observation

    Third Party Report

	Name of Supervisor:
	     

	Position of Supervisor:
	     

	Workplace:
	     

	Address:
	     

	Telephone:
	     

	Email:
	     

	Has the purpose of the candidate's assessment been explained to you?
	  Yes         No

	Are you aware that the candidate will see a copy of this form?
	  Yes         No

	Are you willing to be contacted should further verification of this statement be required?
	  Yes         No

	What is your relationship to the candidate?
	     

	How long have you worked with the person being assessed?
	     

	How closely do you work with the candidate in the area being assessed?
	     


	What is your experience and/or qualification(s) in the area being assessed? (Include teaching qualifications if relevant.)
	     



	Does the candidate consistently perform the following workplace activities?
	Yes
	No

	Identify, implement, and evaluate at least three industry standard technologies as these become available.
	
	

	When new standard technology is introduced, he/she is able to use at least one feature and at least one function of each industry standard technology above.
	
	

	Comply with task and organisational requirements.
	
	

	Task 1
· Implement new technology within the work process and workplace.
	
	

	Comment (if relevant):
     

	Does the candidate:
	Yes
	No

	· perform job tasks to industry standards?
	
	

	· manage job tasks effectively?
	
	

	· implement safe working practices?
	
	

	· solve problems on-the-job?
	
	

	· work well with others?
	
	

	· adapt to new tasks?
	
	

	· cope with unusual or non-routine situations?
	
	

	·      
	
	

	Overall, do you believe the candidate performs to the standard required by the units of competency on a consistent basis?
	    No  Yes        

	Identify any further training in this area that the candidate may require:

	     

	Comments:

	     

	Supervisor’s Signature: 
	Date:      


	Record of Assessment 

 ICTICT221 Identify and use specific industry standard technologies

	Name of candidate
	     

	Name of assessor
	     

	Use the checklist below as a basis for judging whether the candidate’s document and supporting evidence meets the required competency standard.

	
	Yes       No

	1. Prepare to use industry specific technologies
	      

	1.1 
 Identify organisational technology upgrades and advancement requirements
1.2 
 Identify technologies required to meet organisational requirements
1.3 
 Classify industry specific technologies according to organisational requirements
	

	
	

	2.   Implement Industry specific technologies
	      

	2.1 
Implement and test industry specific technologies according to task requirements
2.2 
Use features and functions of industry specific technologies according to task requirements
2.3 
Access and use sources of information according to task requirements
	

	
	

	3. Evaluate performance of basic industry specific technology
	      

	3.1 
Evaluate performance, useability, and benefit to organisation of implanted technologies
3.2 
Determine and document environmental considerations of implemented technologies
3.3 
Seek and respond to user according to organisational requirements
	

	Does the candidate meet all of the unit of competency’s requirements?

	
	Yes
	No

	· Critical evidence requirements met
	       

	· Underpinning knowledge and understanding demonstrated
	       

	· Key competencies / Employability skills demonstrated at appropriate level
	       

	· Sufficiency of evidence
	       

	


	Evidence provided for this unit of competency is…
	Valid
	Authentic
	Current

	
	
	
	


	Candidate is:

	Competent  
	
	Not competent currently       
	

	Withdrawn after participation
	
	Withdrawn without participation  
	

	Not seeking assessment  
	
	
	

	Signed by the assessor:                                                                          Date:       


	Feedback to candidate

       


Request for Qualification Issue
As the assessor this course working with this learner, my records indicate the following Statements of Attainment/Qualification should be issued as detailed below:
	Student’s Name:
	 

	Organisation:
	 


Qualification/Statements of Attainment Details

	Statement/s of Attainment
Units of Competency to be issued  

	  
Tick if SOA required
	Full Qualification

ICT20120 Certificate II in Applied Digital Technologies
	
Tick if Qualification required

	
	BSBSUS211* 
Participate in sustainable work practices
	
	BSBSUS211* 
Participate in sustainable work practices

	
	BSBTEC202* 
Use digital technologies to communicate in a work environment
	
	BSBTEC202* 
Use digital technologies to communicate in a work environment

	
	BSBWHS211* 
Contribute to the health and safety of self and others
	
	BSBWHS211* 
Contribute to the health and safety of self and others

	
	ICTICT213* 
Use computer operating systems and hardware
	
	ICTICT213* 
Use computer operating systems and hardware

	
	ICTICT214* 
Operate application software packages
	
	ICTICT214* 
Operate application software packages

	
	ICTICT215*
Operate digital media technology packages
	
	ICTICT215*
Operate digital media technology packages

	
	ICPDMT321
Capture a digital image
	
	ICPDMT321
Capture a digital image

	
	ICTICT216 
Design and create basic organisational documents
	
	ICTICT216 
Design and create basic organisational documents

	
	ICTICT206 
Install software applications
	
	ICTICT206 
Install software applications

	
	ICTICT219 
Interact and resolve queries with ICT clients
	
	ICTICT219 
Interact and resolve queries with ICT clients

	
	ICTICT221 
Identify and use specific industry standard technologies
	
	ICTICT221 
Identify and use specific industry standard technologies

	
	ICTSAS214 
Protect devices from spam and destructive software
	
	ICTSAS214 
Protect devices from spam and destructive software

	
	
	
	

	
	
	
	


Qualification requirements: (6 core units – asterisked – and 6 elective units)

Assessor’s Review 

	As the assessor I have…
	Yes
	No

	Checked that all units of competency listed have been judged Competent.

	
	

	Checked other Training Package requirements have been addressed (e.g. foundation skills, essential elements, etc.)

	
	

	Confirmed Literacy and Numeracy requirements as per qualification have been achieved.
	
	

	Comments:
     


	Assessor’s Name:
	

	Assessor’s Email:
	     
	Assessor’s Telephone:
	     

	Authorised by School/Institution Representative:
	

	Date:
	

	Processed at RTO by:
	     

	Date:
	     


Note:  The issuing of the qualification incurs a fee.  This may change so contact TEIA for the most current arrangement. An invoice will accompany the printed documents and be returned by post to either the candidate or the funding organisation.

Glossary

This glossary explains common terminology used in the VET sector and in this trainer’s and assessor’s guide.

Access and equity: Applying access and equity principles to training and assessment means meeting the individual needs of learners without discriminating in terms of age, gender, ethnicity, disability, sexuality, language, literacy and numeracy level, etc.

Assessment: Assessment means collecting evidence and making decisions as to whether or not a learner has achieved competency. Assessment confirms the learner can perform to the expected workplace standard, as outlined in the units of competency.

Assessment mapping: Assessment mapping ensures assessments meet the requirements of the unit/s of competency through a process of cross-referencing.

Assessment records: Assessment records are the documentation used to record the learner’s evidence of competency.

Assessment tools: Assessment tools are the instruments and procedures used to gather, interpret and evaluate evidence.

AQTF: The AQTF is the Australian Quality Training Framework. It was superseded by the VET Quality Framework and the Standards for NVR Registered Training Organisations in some jurisdictions in July 2011. 
AQTF standards: The AQTF standards are national standards designed to ensure high-quality training and assessment outcomes. They were superseded by the VET Quality Framework and the Standards for NVR Registered Training Organisations in some jurisdictions in July 2011.

ASQA: ASQA is the Australian Skills Quality Authority, the national regulator for Australia’s vocational education and training sector. ASQA regulates courses and training providers to ensure nationally approved quality standards are met.

Authentic/authenticity: Authenticity is one of the rules of evidence. It means the learner’s work and supporting documents must be genuinely their own.

Competency: Competency relates to the learner’s ability to meet the requirements of the unit/s of competency in terms of skills and knowledge.

Current/currency: Currency is one of the rules of evidence. It means ensuring the learner’s skills and knowledge are up to date.

Delivery plans: Delivery plans are lesson plans that guide the process of instruction for trainers.

Dimensions of competency: The dimensions of competency relate to all aspects of work performance. There are four dimensions of competency: task skills, task management skills, contingency management skills and job/role environment skills.

Fair/fairness: Fairness is one of the principles of assessment. It means assessments must not be discriminatory and must not disadvantage the candidate.

Flexible/flexibility: Flexibility is one of the principles of assessment. It means assessments must meet the candidate’s needs and include an appropriate range of assessment methods.

Knowledge evidence: Knowledge evidence is specified in the unit of competency. It identifies what a person needs to know to perform the work in an informed way.

Performance evidence: Performance evidence is specified in the unit of competency. It describes how the knowledge evidence is applied in the workplace.

Principles of assessment: Principles of assessment ensure quality outcomes. There are four principles of assessment – fair, flexible, valid and reliable.

Recognition: Recognition is an assessment process where learners match their previous training, work or life experience with the performance and knowledge evidence outlined in the units of competency relevant for a qualification.

Reliable/reliability: Reliability is one of the principles of assessment. It means that assessment must have a common interpretation.

Rules of evidence: Rules of evidence guide the collection of evidence. There are four rules of evidence – it must be valid, sufficient, current and authentic.

Skill sets: Skill sets are single units of competency or combinations of units of competency that link to a licence, regulatory requirement or defined industry need. They build on a relevant qualification.

Standards for NVR Registered Training Organisations 2011: The Standards for NVR Registered Training Organisations superseded the AQTF in some jurisdictions in July 2011. They are designed to ensure nationally consistent, high-quality training and assessment services for the clients of Australia’ s vocational education and training (VET) system.

Sufficient/sufficiency: Sufficiency is one of the rules of evidence. Sufficiency of evidence means there is enough to satisfy the unit/s of competency.

Training and assessment strategy: A training and assessment strategy must be developed by training organisations for all their training programs. It is a framework that guides the learning requirements.

Valid: The term valid relates to the rules of evidence and principles of assessment. It means meeting the unit/s of competency’s performance and knowledge evidence requirements.

Validation of assessment: Validation of assessment means a range of assessors must review, compare and evaluate assessments and assessment processes on a regular basis to ensure they meet the unit/s of competency assessed. The evaluation process must be documented and form part of the RTO’s continuous improvement process.

VET Quality Framework: The VET Quality Framework superseded the AQTF in some jurisdictions in July 2011. It is aimed at achieving greater national consistency in the way providers are registered and monitored and in how standards in the VET sector are enforced.
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