
Task Planning Sheet

Task 8 – Protecting computers from destructive software
The Task Planning Sheet is designed to provide you with a clear list of the activities you will need to undertake to complete your assigned tasks. It is suggested that you complete the activities in the order they are listed.  You must submit your completed ‘Task Planning Sheet’ to verify completion of the competencies that form a part of this task. 

By submitting your completed sheet, you are confirming that you have undertaken all activities associated with the task.

In this task, you are asked to organise and support digital communication with a client body ensuring their digital security and efficiency.

Preparation:

· Access, read and print as necessary the Learning Resources and Your Task (Bookcase folders).
· Complete the e-learning course on Protecting Your Devices (Learning Resources in Bookcase folders).

· Collect your completed course tasks into an e-portfolio. This must be sent to your manager (Teacher).

· End of course project consists of three screen capture videos:

· Demonstrate your ability to update the antivirus software and if in use, spam filtering software. You are also required to check and adjust the settings of a computer to ensure these are set to provide maximum security and protection to the computer. The areas to be covered are included in this short course.
· Detect and remove at least one piece of spam from a computing device; and,
· Detect and remove malware (which could be a virus) from a different computing device.

	What to submit
	Problems encountered and strategies used to overcome these

	Course tasks into an e-portfolio
End of course project videos (3) in e-portfolio
	


Field’s Accountancy – Issue 1:

· Read and print email attachment from Mark Hamden (Computer).
· Access, read and print as necessary the Learning Resources and Your Task (Bookcase folders)

· You are encouraged to research information to support your work in developing a policy position for the Field’s Accountancy company (internet). 

· An example of a policy document for Field’s Accountancy can be found in the Learning Resources area – it is called Policies and Procedures: Digital Security (Learning Resources).
· Construct policy positions of no more than 2 A4 pages for Safe Internet Use.
	What to submit
	Problems encountered and strategies used to overcome these

	Policy document outlining correct processes for the topics of Safe Internet Use.
	


Field’s Accountancy – Issue 2:

· Read and print email attachment from Mark Hamden (Computer).

· Access, read and print as necessary the Learning Resources and Your Task (Bookcase folders). You will need to become familiar with the style guide for a Short Report (Learning Resources).
· You are encouraged to research information to support your work in developing policy positions for the Field’s Accountancy company (Internet). 

· Your recommendations with explanations are to form a short report to Field’s Accountancy management team. The report is to cover the issues of:
· The protocols and methods of digital communication by Field’s staff not being consist over time or across different staff members.
· The security of the information being shared by staff clients.
· The lack of records of this communication which will cause difficulties and vulnerabilities in the future.
· A lack of understanding or clarity as the purpose and methods of official company digital communication.
	What to submit
	Problems encountered and strategies used to overcome these

	Short report providing recommendations and explanations as to how these address each of the following issues:
· The protocols and methods of digital communication by Field’s staff not being consist over time or across different staff members.

· The security of the information being shared by staff clients.

· The lack of records of this communication which will cause difficulties and vulnerabilities in the future.

· A lack of understanding or clarity as the purpose and methods of official company digital communication.
	


Field’s Accountancy – Issue 3:

· Read and print email attachment from Mark Hamden (Computer).

· Access, read and print as necessary the Learning Resources and Your Task (Bookcase folders)

· You should research information to support your advice to the Field’s Accountancy company (Internet). 

· You are to provide advice on what settings the client should have on their workstations’ Operating System to maximise their protection from potential hackers and malware. 
· This information is to be shared with the client in the following ways:

· A brochure displaying the setting areas and their configuration to prevent malware, hacking and viruses.
· A presentation (PowerPoint) showing how to be how to identify possible spam and how to set Outlook settings to minimise its collection in worker intrays.
· A brief fact sheet that explains the process when a security threat to a computer’s operation and safe storage of data is identified.

	What to submit
	Problems encountered and strategies used to overcome these

	· Brochure detailing the setting areas and their configuration to prevent malware, hacking and viruses.
· Presentation (minimum 4 slides) showing how to identify possible spam and how to set Outlook settings to minimise its collection in worker intrays.
· A fact sheet that explains the process when a security threat to a computer’s operation and safe storage of data is identified.


	


Field’s Accountancy – Issue 4:

· Read and print email attachment from Mark Hamden (Computer).

· Access, read and print as necessary the Learning Resources and Your Task (Bookcase folders)

· You are encouraged to research information to support your work in providing recommendations to the Field’s Accountancy company (Internet). 
· You are to prepare a recommendation on what antivirus software to install on each of the Field’s Accountancy workstations. Also provide an explanation of why this software package is the best for that company. 
	What to submit
	Problems encountered and strategies used to overcome these

	Correspondence detailing the recommendation and the supporting explanation.

	


PAGE  
2 of 3

