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Introduction
This set of assessment tools is for the unit of competency ICTICT313 Identify IP, ethics and privacy policies in ICT environments. 

The guide is divided into three sections:

Section 1:
Unit of competency

Section 2:
Assessment resources

Glossary (VET sector terminology)

As the trainer/assessor, you are in the best position to judge the full training and assessment requirements of a unit of competency. The judgments that you make in this regard should form part of your broader training and assessment strategy.

Learners may or may not be employed in the workplace. Where a learner is currently employed, you should endeavour to use relevant workplace documents and resources. Where learners are not currently employed, you must provide example documentation and a simulated environment wherever possible. Encourage classroom learners to take every opportunity to observe a real working environment and discuss what they have seen. Note that observation and assessment in the workplace is mandatory for some units of competency. Refer to section 1.2 of this guide, or to the assessment requirements of the relevant unit of competency, for details of assessment conditions.
This document and set of assessment tools must be used in conjunction with the directions that form part of the qualification’s Training and Assessment Strategy. Assessors must refer to the ICT30120 Training and Assessment Strategy for details on mandatory tool use.

Note that this booklet is designed to be dismantled so that assessors may identify what assessment tools they may wish to use to support the assessment process and provide credible and verifiable evidence to support appropriate decision making.

Section 1 - Unit of competency

The Information and Communications Technology Training Package (ICT) was developed by the PwC’s Skills for Australia in consultation with industry stakeholders including employers, unions, peak bodies, professional associations, regulatory bodies, registered training organisations (RTOs) and other relevant parties. The training package specifies the skills and knowledge required to perform effectively in the workplace.

This unit, ICTICT313 Identify IP, ethics and privacy policies in ICT environments, is drawn from Release 7.2 of this Training Package.

This section outlines the requirements of the unit of competency ICTICT313 Identify IP, ethics and privacy policies in ICT environments and other information relevant to it.

It contains the following information:

1.1 
Elements of competency and performance criteria

1.2
Assessment requirements 
1.3 
Dimensions of competency

1.4
Foundation skills
1.5
Skill sets

1.6
Recognition of prior learning (RPL)
1.7 
Glossary of terms
1.1
Elements of competency and performance criteria

The elements of competency define the skills required to perform a work activity. They describe the required outcomes that need to be assessed. 

The performance criteria define the level of skill necessary to achieve the requirements of the element.

The following table maps the content in the on-line course ICTICT313 Identify IP, ethics and privacy policies in ICT environments to the unit of competency.

	 ICTICT313 Identify IP, ethics and privacy policies in ICT environments
	Where covered in on-line course

	Element 1: Identify principles underpinning organisational IP, ethics and privacy procedures

	1.1 
Locate and access the organisations IP, ethics and privacy policy and procedures
	Task 3

	1.2 
Identify own role in observing and adhering to organisation’s IP, ethics and privacy policy and procedures to avoid IP and privacy infringement
	Task 3

	1.3 
Determine the purpose and intention of organisation’s IP, ethics and privacy policy and procedures
	Task 3

	1.4 
Identify and understand different ethical theories and approaches
	Task 3

	Element 2:  Understand and apply principles underpinning organisational IP, ethics and privacy policy procedures

	2.1 
 Identify the purpose in developing and implementing organisational IP, ethics and privacy policy procedures to prevent IP infringement
	Task 3

	2.2 
Determine the principles applied in the organisational IP, ethics and privacy policy procedures
	Task 3

	Element 3: Assist with non-compliance incident identification and recommendations

	3.1 
Identify organisational risk assessment and identification process
	Task 3

	3.2 
Assist with identifying and observing internal and external non-compliance infringements of the organisations IP, ethics and privacy policy procedures
	Task 3

	3.3 
Identify principles that could assist with overcoming non-compliance incidents with relevant personnel
	Task 3


1.2
Assessment requirements 

ICTICT313 Identify IP, ethics and privacy policies in ICT environments covers the outcomes, skills and knowledge required to assist with the protection and lawful use of intellectual property (IP) and observing relevant organisational ethics and privacy policies.

It applies to individuals who are required to use intellectual property held by other people or organisations, to assist with the maintenance of organisational ethics and privacy policies and procedures.

The assessment requirements consist of three criteria:

· Performance evidence: details the skills to be demonstrated, the consistency of performance (for example, on how many occasions, in what range of situations, using what range of equipment) and any licensing, regulatory or registration requirements
· Knowledge evidence: the scope and depth of knowledge required
· Assessment conditions: specify where assessment can take place, what resources are required and what interactions with other people are required
Performance evidence
The performance evidence for the unit ICTICT313 Identify IP, ethics and privacy policies in ICT environments consists of:
· identify at least three different types of intellectual property (IP) within the organisation.
· identify and support the maintenance and improvement of organisational IP, ethics and privacy policy procedures on at least two occasions.
During the above, the candidate must:

· identify organisation risk assessment and identification process.
· identify principles underpinning the maintenance and improvement of organisational IP, ethics and privacy policy procedures.
· assist with identifying the non-compliance incidents and risks within an organisation. 
Knowledge evidence
The knowledge evidence within the unit ICTICT313 Identify IP, ethics and privacy policies in ICT environments consists of:

· key legislation related to the use of IP in the ICT industry

· key policies, procedures and documentation in the ICT industry, including those related to:

· organisational IP policies and procedures

· codes of ethics pertinent to the ICT industry

· copyright

· privacy

· key organisational communication processes and procedures related to identifying IP, ethics and privacy policies in ICT environments. 
Assessment conditions
Skills must be demonstrated in a safe environment where evidence gathered demonstrates consistent performance of typical activities experienced by individuals using interpersonal communication skills in the workplace.

Simulations and scenarios are acceptable. Simulated assessment environments must simulate the real-life working environment where these skills and knowledge would be performed, with all the relevant equipment and resources of that working environment.
The assessment environment must include access to:

· required organisational policies, codes of practice, legislation and standards documentation.

· workplace documentation and resources.

· IP case studies and, where possible, real situations.
Assessment must ensure use of relevant legislation, policies and procedures and industrial awards.

Assessors must satisfy the NVR/AQTF mandatory competency requirements for assessors.
1.3
Dimensions of competency

The dimensions of competency relate to all aspects of work performance. The following table explores the four dimensions of competency in more detail.

	Dimensions of competency
	What it means

	Task skills
	The candidate must perform the individual skills required to complete a work activity to the required standard.

	Task management skills
	The candidate must manage a number of different tasks to complete a whole work activity, such as working to meet deadlines.

	Contingency management skills
	The candidate must use their problem-solving skills to resolve issues that arise when performing a work activity.

	Job/role environment skills
	The candidate must perform effectively in the workplace when undertaking a work activity by working well with all stakeholders and following workplace policies and procedures.


Assessors and/or their training organisations need to ensure that the range of assessment instruments developed for this unit adequately explore the dimensions of competency.
1.4
Foundation skills

Underpinning all job roles is a set of skills that are essential if learners are to participate successfully in work and be valuable and productive employees. 
The foundation skills embedded in this unit of competency are outlined below:
	Skill
	Performance
Criteria
	Description

	Oral Communication
	1.1, 1.3, 1.4, 3.1, 3.2, 3.3
	· Provides information using language and terminology required for audience

· Obtains information from others by listening and questioning

	Reading
	1.1,1.3, 2.1, 2.2, 3.1, 3.2
	· Interprets and comprehends organisational texts required for IP requirements


Do not assume that learners already have these skills; for example, even if you believe they have good writing skills, they may never have written a specific type of report before.

Remember that the learner may not necessarily need all these skills for a specific task, nor be required to develop them to a high level. This will depend on the nature of the task and the context in which they are working.

Your role is to:

· when planning your assessment program, identify where foundation skills are embedded in the unit of competency and how learners can demonstrate they have acquired the skills 

· encourage learners to record in the template that follows the Final Assessment the activities they have performed that demonstrate specific foundation skills; they can do this after completing each chapter in the learner guide.

1.5
Skill sets

Skill sets are single units of competency or combinations of units of competency that link to a licence, regulatory requirement or defined industry need. 

Skill sets do not replace qualifications as the foundation for undertaking work in the community sector. Skill sets build on a relevant qualification and enable a qualified worker to move laterally into work areas addressed by the skill set or to broaden their skill base in relation to the services they provide.
1.6
Recognition of prior learning (RPL)

Recognition of prior learning (RPL) is an assessment process that assesses an individual’ s non-formal and informal learning to determine the extent to which that individual has achieved the required learning outcomes, competency outcomes, or standards for entry to, and/or partial or total completion of, a qualification.

To have skills and knowledge formally acknowledged, a learner must supply a range of evidence to verify competency. The trainer then needs to assess this evidence against the criteria for the qualification.

Evidence of competency may include work samples, journals and third-party testimonials. Learners may also need to be observed undertaking set tasks and/or answer set questions.

The full RPL Kit for this qualification is available. The kit consists of four parts:
· Assessor’s Guide

· Candidate’s Guide

· Forms

· Workplace Guide

1.7
Glossary of terms
Wherever possible and appropriate, knowledge should be contextualised to the learner’s workplace. For example, when dealing with organisational policies and procedures, look at the actual policies and procedures of the workplace.
Assignee: The person/s or corporate body to whom all or limited rights under an IP right are legally transferred.
Assignment of rights: This occurs when you sell or bequeath your IP rights to someone else.
Authorised user: A person authorised by and under control of the owner to use the trademark.
Confidentiality agreement: An agreement between two parties regarding the use of confidential information. 

Copyright: An intellectual property right which protects the original expression of ideas, not the ideas themselves.
Domain: The unique name that corresponds with an Internet Protocol address. For example, IP Australia's domain name is www.ipaustralia.gov.au.
Ethics: Ethics is a system of moral principles. They affect how people make decisions, lead their lives and govern the conducting of an activity. Ethics is concerned with what is good for individuals and society and is also described as moral philosophy.
Infringement: Use of another person's IP without their consent.
Intellectual Property (IP): Intellectual property is owned and legally protected by a person or company from outside use or implementation without consent. Intellectual property can consist of many types of assets, including trademarks, patents, and copyrights.
Letter of demand: A letter from the IP rights holder to a person suspected of infringing those rights.
Non-exclusive licence: A licence that has of exclusivity features. The licence is granted on the basis that the owner of an IP right retains the right to commercialise that asset and that the owner may grant any number of licences without limitation.
Patent: A patent is an IP right granted for any device, substance, method or process that is new, inventive and useful. 

Patent application: A document filed with IP Australia, disclosing and claiming an invention and requesting the right to exclude others from commercially exploiting it.
Royalty: A royalty is compensation paid to the owner of an IP right for the use of that right. A royalty is usually payable as a portion of proceeds from sales.
Trademark: A trademark can be a letter, number, word, phrase, sound, smell, shape, logo, picture, aspect of packaging or any combination of these, which is used to distinguish goods and services of one trader from those of another.

Section 2 - Assessment tools
Assessment is all about collecting evidence and making decisions as to whether a learner has achieved competency. Assessment confirms that the learner can perform to the expected workplace standard, as outlined in the units of competency.

This section contains the summative assessment tools that are to be used in assessing this unit of competency.  The assessment tools have also been mapped against the requirements of unit assessment; these may be reviewed in the TEIA document ICT30120 Mapping Guide.     Assessors can use this mapping information to complete required assessment records.

It is an important responsibility of assessors to complete the assessment records themselves. This ensures all additional assessment activities deemed appropriate or required by the assessor, in addition to those within this document, are included in these records.

Section Two contains the following information:

2.1   
Summative assessment

2.2
Solutions – general guidance

2.3 
Solutions – summative assessment

2.4
Evidence of competency

2.5
Assessment records
2.1
Summative assessment

Separate each assessment tool as required in the assessment process.
Task 3 PR

Review the organisational intellectual property, ethics and privacy policy and procedure below. Describe how would you support and maintain it using 50-100 words.
Task 3 K

You are to prepare a brief report of no more than one A4 page that indicates what the legal and ethical issues may be to each of the concerns in this situation.

· A table could be one way of presenting the information. Keep your explanations and views succinct. 

· Your report is to be in a MS Word document. You must ensure that the work reflects your position’s requirement that employees have excellent communication skills in written English.

Evidence showing unapproved use of the organisation’s infrastructure, i.e. hosting a peer to peer sharing site, within its servers and firewall security.

Hundreds of television series (consisting of multiple shows within a series) recorded from free to air television shows and subscription streaming services such as Netflix, Disney+ and others.

Approximately three thousand songs from albums currently in the market by artists across all the major genres.

Nearly a hundred current feature films that appear to be taped from free to air television shows and subscription streaming services such as Netflix, Disney+ and others.

A list of approximately 230 persons who accessed the site behind the organisation’s firewall. There appears to be only one of our employees involved in this illegal activity – the person charged.

Task 3 Q
The candidate is to provide a presentation that contains the following information:

Topic 1
a. Outline the four (4) types of intellectual property covered by the Intellectual Property Legislation within Australia.  

b. An explanation of why intellectual property is important especially in the ICT industry. Explain using 20-40 words. Give an example of the intellectual property that your employing organisation may have.

c. Identify the Code of Ethics for ICT professionals and introduce this to the IT staff with a short explanation on each element. 
d. Why copyright is important. Provide three local examples of copyright infringement and why it is wrong in both moral and legal terms.

e. What does the Privacy Act mean in how our staff behave in their jobs?  Give three examples that they can understand and relate to.

Topic 2

a. Explain what ethical behaviour is and why it is expected in our workplace. Use 20-40 words. 
b. Identify four (4) creative thinking techniques that could be employed to further ways the IT section could support the goals and activities of our organisation.

c. Describe two (2) creative thinking techniques you would use because of convenience or possible value they would provide in your work role. Use 20-40 words to describe each technique.

Task 3 CS

Case Study 1 
Adidas just loves to sue anyone with similar logos or brand names

Adidas has a long history of aggressive suing anyone from any company if they believe that there is any form of similarity between their logos and trademarks, and anything being prepared around the globe. 

Adidas considered it to be infringing their intellectual property rights. 

Instructions 

You are to prepare a brief response of no more than one A4 page that responds to the questions below. 

1. Explain the term “trademark” using 20-40 words. 
2. Research online and explain the importance of trademarks. Answer using 40-80 words.  

3. Discuss why a company would sue someone for using their logo. Answer using 40-80 words. 

Case Study 2 – Louis Vuitton versus Haute Diggity Dog

A luxury handbag and luggage maker lost a copyright infringement case against a company that produced plush pet toys. The company had released a line of parody products that looked like materials used in some of the products from the luggage maker.  
Instructions 

You are to prepare a brief response of no more than one A4 page that responds to the questions below. You may like to refer to the site Where Do Parody and Satire Fit Into Copyright Law? 
1. Discuss how and why the entertainment company did not breach the intellectual property legislation using 40-80 words. 

2. Research online and explain what is legally considered a parody. Answer using 40-80 words. 

3. What are some of the factors that you should consider when using parody or satire? Answer using 20-40 words. 
2.2
Solutions - General guidance
Assessors should review the solutions provided and adapt and/or contextualise them (and assessment activities themselves where necessary) to suit the training and assessment context as part of their moderation activities. This will ensure consistency of assessment.
The solutions to assessment activities serve as a reliable guide to the type of information that should be included in the assessment candidate’s response. Refer to the assessment activities when assessing learner responses or evaluating assessment evidence. The answers provided by the assessment candidate will vary due to several factors, including the:

· candidate’ s own experiences

· candidate’ s workplace experiences

· training situations and strategies presented by the trainer

· interpretation of the assessment activity by the assessment candidate/assessor

· type of organisation, work practices, processes and systems encountered by the candidate.

The nature and variety of the tasks presented means that in some cases there will be numerous correct responses, and the solutions provided cannot cater for all contexts and eventualities.

In general terms:

· For questions with a single answer, this guide provides the correct answer.

· For questions that do not have a single answer, it is understood that answers will vary within certain parameters.

· For questions where the candidate must list a certain number of items, the RTO has provided a more comprehensive listing from which candidate responses may be drawn. This list may not in all cases be definitive, and assessors should account for other possible correct responses.

· For activities that involve responding to a case study, the RTO has provided an example of how the candidate may respond. Depending on the question, the terminology used will indicate either what the candidate should have included in their response or may have included. However, different phrasing may be used by the candidate, or different responses that may be equally correct are also possible.
· For activities that take place in the workplace or involve workplace documentation, the RTO can only provide an example response. Assessors should consider whether the candidate has achieved the intent of the activity within the candidate’s workplace context.

· For activities that involve writing reports or completing documentation provided, the RTO can only provide an example response. Assessors should again consider whether the candidate’s response is appropriate to the task within the context of the candidate’s training and/or workplace.

2.3
Solutions – Summative assessment
Task 3 PR

Review the organisational intellectual property, ethics and privacy policy and procedure below. Describe how would you support and maintain it using 50-100 words.
Assessor judgement is required. The response should include issues such as:

· Registers to record organisation’s use, e.g. copyright, licences, etc.

· Staff training 

· Monitoring of operations

· agreement with third parties

· Commercialisation
In terms of ongoing improvements through maintenance, the candidate must mention at least two of the following as areas for future refinement/development: 
Policy should include information related to the legislation and regulations to be followed for intellectual property, e.g. Copyright Act 1968 (Cth), Trademarks Act 1995 (Cth) and The Privacy Act 1988 (Privacy Act). 

Information related to clients, visitors, dispute resolution, agreement with third parties, conflicts of interest, distribution and returns from commercialisation other sections can be included in the policy. 
The procedure to be followed is also not clear in the given policy.  

Task 3 K
You are to prepare a brief report of no more than one A4 page that indicates what the legal and ethical issues may be to each of the concerns in this situation.

· A table could be one way of presenting the information. Keep your explanations and views succinct. 

· Your report is to be in a MS Word document. You must ensure that the work reflects your position’s requirement that employees have excellent communication skills in written English.

Assessor judgement is required. The candidate’s response must:
· Complete this task individually.

· Their answers must demonstrate understanding and application of relevant concepts and critical thinking.

	Evidence showing unapproved use of the organisation’s infrastructure, i.e. hosting a peer to peer sharing site, within its servers and firewall security.
	In this instance, the security of the organisation has been compromised with persons outside of the organisation able to enter and use the servers.
The organisation is also unintentionally hosting an illegal sharing site, so is contributing to unlawful activities.

	Hundreds of television series (consisting of multiple shows within a series) recorded from free to air television shows and subscription streaming services such as Netflix, Disney+ and others.
	This is a significant breach of the Copyright Act 1968. This could lead to legal proceedings and significant fines and damages payments.

	Approximately three thousand songs from albums currently in the market by artists across all the major genres.
	This is a significant breach of the Copyright Act 1968. This could lead to legal proceedings and significant fines and damages payments.

	Nearly a hundred current feature films that appear to be taped from free to air television shows and subscription streaming services such as Netflix, Disney+ and others.
	This is a significant breach of the Copyright Act 1968. This could lead to legal proceedings and significant fines and damages payments.

	A list of approximately 230 persons who accessed the site behind the organisation’s firewall. There appears to be only one of our employees involved in this illegal activity – the person charged.
	This is a significant breach of the organisation’s security – its clients’ privacy is at risk as well as hacking, introduction of malware and other security problems.


Task 3 Q
The candidate is to provide a presentation that contains the following information:
f. Outline the four (4) types of intellectual property covered by the Intellectual Property Legislation within Australia.  

The four (4) types of intellectual property can be classified as:

· patents, 

· trademarks, 

· copyrights, and 

· trade secrets.
g. An explanation of why intellectual property is important especially in the ICT industry. Explain using 20-40 words. Give an example of the intellectual property that your employing organisation may have.

Intellectual property protection is critical to fostering innovation. Without the protection of ideas, businesses and individuals would not reap the full benefits of their inventions and would focus less on research and development.
h. Identify the Code of Ethics for ICT professionals and introduce this to the IT staff with a short explanation on each element. 
The code aims to encourage ethical ways behaviour and to help IT professionals to handle moral problems arising from their work. The purpose of this code is to reinforce the ethical aspect of information technology professionalism and promote it by raising discussion amongst IT professionals.

i. Why copyright is important. Provide three local examples of copyright infringement and why it is wrong in both moral and legal terms.
It is not just important for a person or business to have permission from the copyright owners and pay for the right to reuse content for their benefit; it is both a legal and moral requirement. 
Copyright is a form of Intellectual Property Law and gives copyright owners exclusive rights to deal with their works in certain ways. Through this way, copyright helps clarify who has ownership of that work and then provides a level of protection for this ownership.
At a moral level, copyright is important as it helps to protect the value of an author/academic/researchers work, by giving the originator of the work the ability to protect it from unlicensed or uncredited usage and even derive a reward or payment for their work. This enables and supports them to create and publish more works.

j. What does the Privacy Act mean in how our staff behave in their jobs?  Give three examples that they can understand and relate to.
Privacy is the ability of an individual or group to seclude themselves or information about themselves and thereby express themselves selectively. When something is private to a person, it usually means that something is inherently special or sensitive to them. Examples may include:
· A person’s address and other contact details

· A person’s cultural or ethnic background

· A person’s previous work history

· A person’s interaction with the law/justice parts of society

· A person’s use of welfare or other community services

The privacy issues examples may be selected from the list below or similar: 

· Spying and snooping. 

· Information mishandling. 

· Location tracking. 

· Use a VPN. 

· Conduct safe browsing. 

· Keep your system up-to-date. 

· Use of anti-virus 

· Adjust your settings on social media.
d. Explain what ethical behaviour is and why it is expected in our workplace. Use 20-40 words. 
The ethical behaviour is demonstrated through work processes, procedures and practices that are:

· Focused on the goals and objectives of the employer and not self-interest 

· Acts according to legislation and regulatory requirements and guidelines 

· Is aware of the code of conduct and code of ethics and applies these in work practices

· Complies with the organisational policies and procedures. 
e. Identify four (4) creative thinking techniques that could be employed to further ways the IT section could support the goals and activities of our organisation.

Assessor judgement is acceptable here.
f. Describe two (2) creative thinking techniques you would use because of convenience or possible value they would provide in your work role. Use 20-40 words to describe each technique.

Assessor judgement is acceptable here.

Task 3 CS

Case Study 1 
Adidas just loves to sue anyone with similar logos or brand names

Adidas has a long history of aggressive suing anyone from any company if they believe that there is any form of similarity between their logos and trademarks, and anything being prepared around the globe. 

Adidas considered it to be infringing their intellectual property rights. 

Instructions 

You are to prepare a brief response of no more than one A4 page that responds to the questions below. 

Sample answers provided – assessor judgement to be used.
4. Explain the term “trademark” using 20-40 words. 
The term ‘trademark’ refers to a recognisable insignia, phrase, word or symbol that denotes a specific product or range of products. It differentiates it from all other products of its kind. A trademark identifies a product as belonging to a specific company and recognises the company's ownership of that brand. A trademark is a legal mark of ownership.
5. Research online and explain the importance of trademarks. Answer using 40-80 words.  

Trademarks help consumers distinguish products and services from different producers and companies. The trademarks help identify the source of products or services. Trademarks indicate a consistent level of quality of products and services. Awareness of a brand and the goodwill embodied in that trademark is built up often over long periods.

6. Discuss why a company would sue someone for using their logo. Answer using 40-80 words. 

A company that uses a logo to identify its products or services, has established what is called ‘common-law trademark rights’. Common-law trademark rights may allow the company to sue a competitor to prevent it from using that logo, particularly if it is in a way that attempts to portray itself as that company to consumers.  Trademarks can be registered which adds a further legal protection to its use. The purpose of trademarks is to stop other businesses alluding to, or actively pretending to, market similar products.
Case Study 2 – Louis Vuitton versus Haute Diggity Dog
A luxury handbag and luggage maker lost a copyright infringement case against a company that produced plush pet toys. The company had released a line of parody products that looked like materials used in some of the products from the luggage maker.  

Instructions 

You are to prepare a brief response of no more than one A4 page that responds to the questions below. You may like to refer to the site Where Do Parody and Satire Fit Into Copyright Law? 
4. Discuss how and why the entertainment company did not breach the intellectual property legislation using 40-80 words. 

In Australia, there are specific exceptions to copyright infringement known as 'fair dealing'. Parody (or satire) is one of these exceptions. The parody exception applies if the use of the work is considered 'fair' and varies depending on the circumstances of each case.
5. Research online and explain what is legally considered a parody. Answer using 40-80 words. 

Within the Australian legal system, parodies are defined quite broadly. In legal terms, a parody is a literary or artistic work that imitates the characteristic style of an author or a work for comic effect or ridicule. It is regarded as a criticism or comment on the original copyrighted work.
6. What are some of the factors that you should consider when using parody or satire? Answer using 20-40 words. 
Assessor judgement may be applied. A sample answer would be:

Permission: Under Australian law, a person does not need any rights or permission to make a true parody of a copyrighted work, i.e. it is accepted that it is an almost de facto fair use exception.
2.4
Evidence of competency

Evidence is information gathered that provides proof of competency. While evidence must be sufficient, trainers and assessors must focus on the quality of evidence rather than the quantity of evidence.

Rules of evidence

There are four rules of evidence that guide the collection of evidence. Evidence must be:

· valid – it must cover the performance evidence and knowledge evidence
· sufficient – it must be enough to satisfy the competency

· current – skills and knowledge must be up to date

· authentic – it must be the learner’s own work and supporting documents must be genuine.

Principles of assessment

High quality assessments must be:

· fair – assessments are not discriminatory and do not disadvantage the candidate

· flexible – assessments meet the candidate’ s needs and include an appropriate range of assessment methods

· valid – assessments assess the unit/s of competency performance evidence and knowledge evidence
· reliable – there is a common interpretation of the assessments.

Types of evidence

Types of evidence that can be collected, sighted or validated include:

· work records such as position descriptions, performance reviews, products developed, and processes followed and/or implemented

· third-party reports from customers, managers and/or supervisors

· training records and other recognised qualifications

· skills and knowledge assessments

· volunteer work.

Gathering evidence

Evidence can be gathered through:

· real work/real-time activities through observation and third-party reports

· structured activities.

Evidence can also be gathered through:

· formative assessments: where assessment is progressive throughout the learning process and validated along the way by the trainer – also known as assessment for learning

· summative assessment: where assessment is an exercise or simulation at the end of the learning process – also known as assessment of learning.

Evaluating evidence

The following steps may help you evaluate evidence.

	Step 1: Evidence is gathered.
	
	
	
	


	Step 2: Rules of evidence are applied – evidence is valid, sufficient, current and authentic.
	
	
	


	Step 3: Evidence meets the full requirements of the unit/s of competency.
	
	


	Step 4: The assessment process is valid, reliable, fair and flexible.
	


	Step 5: The trainer or assessor makes a straightforward and informed judgment about the candidate and completes assessment records.


2.5
Assessment records

Learners must provide evidence of how they have complied with the performance and knowledge evidence requirements outlined in the unit of competency. These requirements should be assessed in the workplace or in a simulated workplace; assessment conditions are specified in each unit of competency.

You can use the following assessment forms to record the learner’s evidence of competency: 
· The Assessment Instructions Checklist helps the trainer/assessor provide clear instructions to the candidate as to which assessment activities to complete.

· The Pre-Assessment Checklist helps the trainer determine if the learner is ready for assessment.

· The Self-Assessment Record allows the learner to assess their own abilities against the requirements of the unit of competency.

· The Performance Evidence Checklist facilitates the observation process; it allows trainers to identify skill gaps and provide useful feedback to learners.

· The Knowledge Evidence Checklist can be used to record the learner’s understanding of the knowledge evidence; it allows trainers to identify knowledge gaps and to provide useful feedback to learners.

· The Portfolio of Evidence Checklist helps the trainer annotate or detail aspects of the learner’s portfolio of evidence.

· The Workplace Assessment Checklist can be used by the learner’s supervisor to show workplace-based evidence of competence.
· The Observation Checklist/Third Party Report records the candidate’s performance in the workplace.

· The Record of Assessment form is used to summarise the outcomes of the assessment process in this unit.

· The Request for Qualification Issue is used by the assessor to inform the RTO authorities that the process for issuing a Statement of Attainment or Qualification may commence. 

Assessment instructions – ICTICT313
	Candidate’ s name:       
Unit of competency:  ICTICT313 Identify IP, ethics and privacy policies in ICT environments
Trainer/assessor:       
Date:       

	The candidate must complete the following assessment activities, provided by the trainer/assessor:

	
	Y/N
	Whole activity/ specific questions

	Candidate Self-assessment
	
	     

	Final assessment – Task 3 PR
	
	     

	Final assessment – Task 3 K
	
	     

	Final assessment – Task 3 - Q
	
	     

	Final assessment – Task CS
	
	

	Portfolio
	
	     

	Workplace Assessment 
	
	     

	Workplace Assessment (video)
	
	     

	Competency Conversation (using RPL)
	
	     

	Workplace Observation
	
	     

	Third Party Report
	
	     

	Other assessment activities as detailed below:
	
	

	     
	
	     

	     
	
	     

	     
	
	

	Candidate signature: 
	     
	Date:
	     

	Assessor/trainer signature: 
	     
	Date:
	     


Pre-assessment checklist – ICTICT313
	Candidate’ s name:            
Unit of competency:  ICTICT313 Identify IP, ethics and privacy policies in ICT environments
Trainer/assessor:           

Date:           

	Checklist

	Talked to the candidate about the purpose of the assessment
	 Yes 
 No     

	Explained the unit of competency
	 Yes 
 No     

	Discussed the various methods of assessment
	 Yes 
 No     

	In consultation with trainer/assessor, the following assessment methods will be used:

	   Question/answer
	   Observation/Demonstration
	   Log, Journal, Diary

	   Case study
	   Portfolio, work samples
	   Third Party Reports

	   Reports
	
	

	Assessment environment and process

When will assessment occur?       
Where will assessment occur?       
Special needs (if any)       
How many workplace visits are required (if appropriate)?       
What resources are required?      

	Information has been provided on the following:

	   Confidentiality procedures
	   Re-assessment policy
	   Appeals process

	   Regulatory information
	   Authenticity of candidate’ s work

	Discussed self-assessment process
	 Yes 
 No     

	Summarised information and allowed candidate to ask questions
	 Yes 
 No     

	Candidate signature: 
	     
	Date:
	     

	Assessor/trainer signature: 
	     
	Date:
	     


Self-assessment record – ICTICT313
	Candidate’ s name:       
	Part D

	Unit of competency:  ICTICT313 Identify IP, ethics and privacy policies in ICT environments
Trainer/assessor:      
Date:      

	Tasks
	I do the workplace task…
	Candidate’s comments

	
	…very well
I’m sure I can do the task
	…quite well
I think I can do the task
	…no, or not well
I don’t (or can’t) do the task
	

	I can locate and access the organisations IP, ethics and privacy policy and procedures.
	
	
	
	     

	I can identify my own role in observing and adhering to organisation’s IP, ethics and privacy policy and procedures to avoid IP and privacy infringement.
	
	
	
	     

	I can determine the purpose and intention of organisation’s IP, ethics and privacy policy and procedures.
	
	
	
	     

	I can identify and understand different ethical theories and approaches.
	
	
	
	     

	I can identify the purpose in developing and implementing organisational IP, ethics and privacy policy procedures to prevent IP infringement.
	
	
	
	     

	I can determine the principles applied in the organisational IP, ethics and privacy policy procedures.
	
	
	
	     

	I can carry out organisational risk assessment and identification process.
	
	
	
	     

	I can assist with identifying and observing internal and external non-compliance infringements of the organisations IP, ethics and privacy policy procedures.
	
	
	
	     

	I can identify principles that could assist with overcoming non-compliance incidents with relevant personnel.
	
	
	
	     

	Candidate signature:
	     
	Date:
	     


Performance evidence checklist – ICTICT313 
	Candidate’s name:            

Unit of competency:  ICTICT313 Identify IP, ethics and privacy policies in ICT environments
Trainer/assessor:           

Date:           

	Did the candidate demonstrate the following performance evidence at least once?
	Yes
	No
	N/A

	· Identify at least three different types of intellectual property (IP) within the organisation
	
	
	

	· Identify and support the maintenance and improvement of organisational IP, ethics and privacy policy procedures on at least two occasions
	
	
	

	During the above, the candidate must:
	
	
	

	· Identify organisation risk assessment and identification process
	
	
	

	· Identify principles underpinning the maintenance and improvement of organisational IP, ethics and privacy policy procedures
	
	
	

	· Assist with identifying the non-compliance incidents and risks within an organisation.
	
	
	

	In the assessment/s of the candidate’s performance evidence, did they demonstrate the four dimensions of competency?

	Task skills
	
	
	

	Task management skills
	
	
	

	Contingency management skills
	
	
	

	Job/role environment skills
	
	
	

	The candidate’ s performance was:
	   Not satisfactory
	   Satisfactory

	Feedback to candidate:

     

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


Knowledge evidence checklist – ICTICT313 
	Candidate’s name:            

Unit of competency:  ICTICT313 Identify IP, ethics and privacy policies in ICT environments
Trainer/assessor:           

Date:           

	Did the candidate show their knowledge of the following?
	Yes
	No
	N/A

	· Key legislation related to the use of IP in the ICT industry
	
	
	

	· Key policies, procedures and documentation in the ICT industry, including those related to:
	
	
	

	· organisational IP policies and procedures
	
	
	

	· codes of ethics pertinent to the ICT industry
	
	
	

	· copyright
	
	
	

	· privacy
	
	
	

	· Key organisational communication processes and procedures related to identifying IP, ethics and privacy policies in ICT environments.
	
	
	

	In the assessment/s of the candidate’s knowledge evidence, did they demonstrate the four dimensions of competency?

	Task skills
	
	
	

	Task management skills
	
	
	

	Contingency management skills
	
	
	

	Job/role environment skills
	
	
	

	The candidate’ s performance was:
	   Not satisfactory
	   Satisfactory

	Feedback to candidate:

     

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


Portfolio of evidence checklist – ICTICT313 
	Candidate’s name:       
	Part E

	Unit of competency:  ICTICT313 Identify IP, ethics and privacy policies in ICT environments
Trainer/assessor:                

Date:                

	Description of evidence to 
include in portfolio
	Assessor’ s comments
	Tick* 

	
	
	V
	S
	C
	A

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


* V = Valid; S = Sufficient: C = Current; A = Authentic
Workplace assessment checklist – ICTICT313 
	Candidate’s name:       
	Part F

	Unit of competency:  ICTICT313 Identify IP, ethics and privacy policies in ICT environments
Trainer/assessor:                

Date:                

	Name of organisation:        
Address:       
Telephone:       
Email:        
Workplace supervisor:       

	Performance evidence 

Candidate demonstrates the ability to:
	Evidence provided/observation comments

	
	Identify at least three different types of intellectual property (IP) within the organisation
	     

	
	Identify and support the maintenance and improvement of organisational IP, ethics and privacy policy procedures on at least two occasions
	     

	
	During the above, the candidate must:
	

	
	Identify organisation risk assessment and identification process
	     

	
	Identify principles underpinning the maintenance and improvement of organisational IP, ethics and privacy policy procedures
	     

	
	Assist with identifying the non-compliance incidents and risks within an organisation.
	     

	Knowledge evidence
Candidate knows and understands:
	

	
	Key legislation related to the use of IP in the ICT industry
	     

	
	Key policies, procedures and documentation in the ICT industry, including those related to:
	     

	
	· organisational IP policies and procedures
	     

	
	· codes of ethics pertinent to the ICT industry
	     

	
	· copyright
	     

	
	· privacy
	     

	
	Key organisational communication processes and procedures related to identifying IP, ethics and privacy policies in ICT environments.
	     

	Workplace supervisor’ s signature:
	     
	Date:
	     


	TEIA Ltd

	Observation Checklist/Third Party Report

	This is a confidential report. It is for the perusal of the supervisor, the candidate and the assessor. (Part G)

	Name of candidate:
	     

	Units of competency:
	 ICTICT313 Identify IP, ethics and privacy policies in ICT environments


As part of the assessment for the units of competency above we are seeking evidence to support a judgement about the above candidate’s competence. This report may be completed as either an Assessor Observation Checklist or a Third-Party Report where the candidate has access to a suitable work environment. Multiple reports may be completed where a single person is unable to verify all elements.

Note that assessors may also use this document to record and confirm competency in routine tasks associated with a learning program over an extended period of time, i.e. accumulated evidence.


	This report is being completed as:
	   Assessor Observation

    Third Party Report

	Name of Supervisor:
	     

	Position of Supervisor:
	     

	Workplace:
	     

	Address:
	     

	Telephone:
	     

	Email:
	     

	Has the purpose of the candidate's assessment been explained to you?
	  Yes         No

	Are you aware that the candidate will see a copy of this form?
	  Yes         No

	Are you willing to be contacted should further verification of this statement be required?
	  Yes         No

	What is your relationship to the candidate?
	     

	How long have you worked with the person being assessed?
	     

	How closely do you work with the candidate in the area being assessed?
	     


	What is your experience and/or qualification(s) in the area being assessed? (Include teaching qualifications if relevant.)
	     



	Does the candidate consistently perform the following workplace activities?
	Yes
	No

	Can the candidate identify at least three different types of intellectual property (IP) within the organisation?
	
	

	Has the candidate identified and supported the maintenance and improvement of organisational IP, ethics and privacy policy procedures on at least two occasions?
	
	

	Has the candidate identified the organisation’s risk assessment and identification process?
	
	

	Can the candidate identify the principles underpinning the maintenance and improvement of organisational IP, ethics and privacy policy procedures?
	
	

	Does the candidate assist with identifying the non-compliance incidents and risks within an organisation?
	
	

	Task 1
· Explain the ways this organisation manages the copyright provisions related to IT products?
	
	

	Comment (if relevant):
     

	Task 2
· What ethical behaviours are valued and promoted within this organisation?
	
	

	Comment (if relevant):
     

	Does the candidate:
	Yes
	No

	· perform job tasks to industry standards?
	
	

	· manage job tasks effectively?
	
	

	· implement safe working practices?
	
	

	· solve problems on-the-job?
	
	

	· work well with others?
	
	

	· adapt to new tasks?
	
	

	· cope with unusual or non-routine situations?
	
	

	·      
	
	

	Overall, do you believe the candidate performs to the standard required by the units of competency on a consistent basis?
	    No  Yes        

	Identify any further training in this area that the candidate may require:

	     

	Comments:

	     

	Supervisor’s Signature: 
	Date:      


	Record of Assessment 

 ICTICT313 Identify IP, ethics and privacy policies in ICT environments

	Name of candidate
	     

	Name of assessor
	     

	Use the checklist below as a basis for judging whether the candidate’s document and supporting evidence meets the required competency standard.

	
	Yes       No

	1. Identify principles underpinning organisational IP, ethics and privacy policy procedures
	      

	1.1 
Locate and access the organisation’s IP, ethics and privacy policy and procedures.
1.2 
Identify own role in observing and adhering to organisation’s IP, ethics and privacy policy and procedures to avoid IP and privacy infringement.
1.3 
Determine the purpose and intention of organisation’s IP, ethics and privacy policy and procedures.
1.4      Identify and understand different ethical theories and approaches.
	

	
	

	2.    Understand and apply principles underpinning organisational IP, ethics and privacy policy procedures
	      

	2.1 2.1      Identify the purpose in developing and implementing organisational IP, ethics and privacy policy procedures to prevent IP infringement.
2.2      Determine the principles applied in the organisational IP, ethics and privacy policy procedures.                                         
	

	
	

	3. Assist with non-compliance incident identification and recommendations
	      

	3.1 
Identify organisational risk assessment and identification process.
3.2 
Assist with identifying and observing internal and external non-compliance infringements of the organisations IP, ethics and privacy policy procedures. 

3.3 
Identify principles that could assist with overcoming non-compliance incidents with relevant personnel.
	

	Does the candidate meet all the unit of competency’s requirements?

	
	Yes
	No

	· Critical evidence requirements met
	       

	· Underpinning knowledge and understanding demonstrated
	       

	· Key competencies / Employability skills demonstrated at appropriate level
	       

	· Sufficiency of evidence
	       

	


	Evidence provided for this unit of competency is…
	Valid
	Authentic
	Current

	
	
	
	


	Candidate is:

	Competent  
	
	Not competent currently       
	

	Withdrawn after participation
	
	Withdrawn without participation  
	

	Not seeking assessment  
	
	
	

	Signed by the assessor:                                                                          Date:       


	Feedback to candidate

       


Request for Qualification Issue

As the assessor this course working with this learner, my records indicate the following Statements of Attainment/Qualification should be issued as detailed below:
	Student’s Name:
	 

	Organisation:
	 


Qualification/Statements of Attainment Details

	Statement/s of Attainment
Units of Competency to be issued  

	  
Tick if SOA required
	Full Qualification

ICT30120 Certificate III in Information Technology

	
Tick if Qualification required

	
	BSBCRT311
Apply critical thinking skills in a team environment*
	
	BSBCRT311
Apply critical thinking skills in a team environment*

	
	BSBXCS303      Securely manage personally identifiable information and workplace information*
	
	BSBXCS303      Securely manage personally identifiable information and workplace information*

	
	BSBXTW301     Work in a team*
	
	BSBXTW301     Work in a team*

	
	ICTICT313         Identify IP, ethics and privacy policies in ICT environments*
	
	ICTICT313         Identify IP, ethics and privacy policies in ICT environments*

	
	ICTPRG302      Apply introductory programming techniques*
	
	ICTPRG302      Apply introductory programming techniques*

	
	ICTSAS305       Provide ICT advice to clients*
	
	ICTSAS305       Provide ICT advice to clients*

	
	ICPDMT3210      Capture a digital image
	
	ICPDMT3210      Capture a digital image

	
	ICTWEB304       Build simple web pages
	
	ICTWEB304       Build simple web pages

	
	ICTWEB305       Produce digital images for web
	
	ICTWEB305       Produce digital images for web

	
	ICTWEB306       Web presence social media
	
	ICTWEB306       Web presence social media

	
	ICTSAS308
Run standard diagnostic tests
	
	ICTSAS308
Run standard diagnostic tests

	
	ICTSAS309
Maintain and repair ICT equipment and software
	
	ICTSAS309
Maintain and repair ICT equipment and software

	
	BSBTEC101      Operate a digital device
	
	BSBTEC101      Operate a digital device

	
	BSBTEC203   
Research using internet
	
	BSBTEC203   
Research using internet


Qualification requirements:  6 core units (asterisk) and 6 elective units
Assessor’s Review 

	As the assessor I have…
	Yes
	No

	Checked that all units of competency listed have been judged Competent.

	
	

	Checked other Training Package requirements have been addressed (e.g. foundation skills, essential elements, etc.)

	
	

	Confirmed Literacy and Numeracy requirements as per qualification have been achieved.
	
	

	Comments:
     


	Assessor’s Name:
	

	Assessor’s Email:
	     
	Assessor’s Telephone:
	     

	Authorised by School/Institution Representative:
	

	Date:
	

	Processed at RTO by:
	     

	Date:
	     


Note:  The issuing of the qualification incurs a fee.  This may change so contact TEIA for the most current arrangement. An invoice will accompany the printed documents and be returned by post to either the candidate or the funding organisation.

Glossary

This glossary explains common terminology used in the VET sector and in this trainer’s and assessor’s guide.

Access and equity: Applying access and equity principles to training and assessment means meeting the individual needs of learners without discriminating in terms of age, gender, ethnicity, disability, sexuality, language, literacy and numeracy level, etc.

Assessment: Assessment means collecting evidence and making decisions as to whether a learner has achieved competency. Assessment confirms the learner can perform to the expected workplace standard, as outlined in the units of competency.

Assessment mapping: Assessment mapping ensures assessments meet the requirements of the unit/s of competency through a process of cross-referencing.

Assessment records: Assessment records are the documentation used to record the learner’s evidence of competency.

Assessment tools: Assessment tools are the instruments and procedures used to gather, interpret and evaluate evidence.

AQTF: The AQTF is the Australian Quality Training Framework. It was superseded by the VET Quality Framework and the Standards for NVR Registered Training Organisations in some jurisdictions in July 2011. 
AQTF standards: The AQTF standards are national standards designed to ensure high-quality training and assessment outcomes. They were superseded by the VET Quality Framework and the Standards for NVR Registered Training Organisations in some jurisdictions in July 2011.

ASQA: ASQA is the Australian Skills Quality Authority, the national regulator for Australia’s vocational education and training sector. ASQA regulates courses and training providers to ensure nationally approved quality standards are met.

Authentic/authenticity: Authenticity is one of the rules of evidence. It means the learner’s work and supporting documents must be genuinely their own.

Competency: Competency relates to the learner’s ability to meet the requirements of the unit/s of competency in terms of skills and knowledge.

Current/currency: Currency is one of the rules of evidence. It means ensuring the learner’s skills and knowledge are up to date.

Delivery plans: Delivery plans are lesson plans that guide the process of instruction for trainers.

Dimensions of competency: The dimensions of competency relate to all aspects of work performance. There are four dimensions of competency: task skills, task management skills, contingency management skills and job/role environment skills.

Fair/fairness: Fairness is one of the principles of assessment. It means assessments must not be discriminatory and must not disadvantage the candidate.

Flexible/flexibility: Flexibility is one of the principles of assessment. It means assessments must meet the candidate’s needs and include an appropriate range of assessment methods.

Knowledge evidence: Knowledge evidence is specified in the unit of competency. It identifies what a person needs to know to perform the work in an informed way.

Performance evidence: Performance evidence is specified in the unit of competency. It describes how the knowledge evidence is applied in the workplace.

Principles of assessment: Principles of assessment ensure quality outcomes. There are four principles of assessment – fair, flexible, valid and reliable.

Recognition: Recognition is an assessment process where learners match their previous training, work or life experience with the performance and knowledge evidence outlined in the units of competency relevant for a qualification.

Reliable/reliability: Reliability is one of the principles of assessment. It means that assessment must have a common interpretation.

Rules of evidence: Rules of evidence guide the collection of evidence. There are four rules of evidence – it must be valid, sufficient, current and authentic.

Skill sets: Skill sets are single units of competency or combinations of units of competency that link to a licence, regulatory requirement or defined industry need. They build on a relevant qualification.

Standards for NVR Registered Training Organisations 2011: The Standards for NVR Registered Training Organisations superseded the AQTF in some jurisdictions in July 2011. They are designed to ensure nationally consistent, high-quality training and assessment services for the clients of Australia’ s vocational education and training (VET) system.

Sufficient/sufficiency: Sufficiency is one of the rules of evidence. Sufficiency of evidence means there is enough to satisfy the unit/s of competency.

Training and assessment strategy: A training and assessment strategy must be developed by training organisations for all their training programs. It is a framework that guides the learning requirements.

Valid: The term valid relates to the rules of evidence and principles of assessment. It means meeting the unit/s of competency’s performance and knowledge evidence requirements.

Validation of assessment: Validation of assessment means a range of assessors must review, compare and evaluate assessments and assessment processes on a regular basis to ensure they meet the unit/s of competency assessed. The evaluation process must be documented and form part of the RTO’s continuous improvement process.

VET Quality Framework: The VET Quality Framework superseded the AQTF in some jurisdictions in July 2011. It is aimed at achieving greater national consistency in the way providers are registered and monitored and in how standards in the VET sector are enforced.
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