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Introduction
This set of assessment tools is for the units of competency ICTSAS398Run standard diagnostic tests and ICTSAS309 Maintain and repair ICT equipment and software. 
The guide is divided into three sections:

Section 1:
Unit of competency

Section 2:
Assessment resources

Glossary (VET sector terminology)

As the trainer/assessor, you are in the best position to judge the full training and assessment requirements of a unit of competency. The judgments that you make in this regard should form part of your broader training and assessment strategy.

Learners may or may not be employed in the workplace. Where a learner is currently employed, you should endeavour to use relevant workplace documents and resources. Where learners are not currently employed, you must provide example documentation and a simulated environment wherever possible. Encourage classroom learners to take every opportunity to observe a real working environment and discuss what they have seen. Note that observation and assessment in the workplace is mandatory for some units of competency. Refer to section 1.2 of this guide, or to the assessment requirements of the relevant unit of competency, for details of assessment conditions.
This document and set of assessment tools must be used in conjunction with the directions that form part of the qualification’s Training and Assessment Strategy. Assessors must refer to the ICT30122 Training and Assessment Strategy for details on mandatory tool use.

Note that this booklet is designed to be dismantled so that assessors may identify what assessment tools they may wish to use to support the assessment process and provide credible and verifiable evidence to support appropriate decision making.

Section 1 - Unit of competency

The Information and Communications Technology Training Package (ICT) was developed by the PwC’s Skills for Australia in consultation with industry stakeholders including employers, unions, peak bodies, professional associations, regulatory bodies, registered training organisations (RTOs) and other relevant parties. The training package specifies the skills and knowledge required to perform effectively in the workplace.

These units, ICTSAS398Run standard diagnostic tests and ICTSAS309 Maintain and repair ICT equipment and software, are drawn from Release 7.2 of this Training Package.

This section outlines the requirements of the units of competency ICTSAS398Run standard diagnostic tests and ICTSAS309 Maintain and repair ICT equipment and software and other information relevant to it. These two units of competency are delivered and assessed as a cluster.
It contains the following information:

1.1 
Elements of competency and performance criteria

1.2
Assessment requirements 
1.3 
Dimensions of competency

1.4
Foundation skills
1.5
Skill sets

1.6
Recognition of prior learning (RPL)
1.7 
Glossary of terms
1.1
Elements of competency and performance criteria

The elements of competency define the skills required to perform a work activity. They describe the required outcomes that need to be assessed. 

The performance criteria define the level of skill necessary to achieve the requirements of the element.
The following table maps the content in the on-line course ICTSAS308 Run standard diagnostic tests to the unit of competency.

	ICTSAS308 Run standard diagnostic tests
	Where covered in on-line course

	Element 1: Identify common symptoms and preventative maintenance techniques for ICT software and hardware

	1.1 
Plan troubleshooting processes for ICT software and hardware to guide the resolution of common ICT problems based on requirements for ICT testing and maintenance
	Task 10

	1.2 
Determine and document common symptoms of ICT problems for ICT software and hardware to increase troubleshooting process efficiency and focus
	Task 10

	1.3 
Identify and select testing and preventative maintenance techniques taking into consideration the common symptoms of ICT problems to complete planning troubleshooting processes
	Task 10

	Element 2: Operate system diagnostics

	2.1 
Run the system diagnostic program according to specifications to identify required modifications in line with requirements for ICT testing and maintenance
	Task 10

	2.2 
Modify the system configuration as indicated by the diagnostic program to address symptoms
	Task 10

	2.3 
Carry out preventative maintenance techniques to address common symptoms of ICT problems
	Task 10

	Element 3: Monitor and remove system viruses

	3.1 
Scan system to check and maintain virus protection
	Task 10

	3.2 
Report identified viruses and proposed actions to superior to gain approval
	Task 10

	3.3 
Implement approved actions to remove detected virus infections using software tools and procedures and by restoring backups
	Task 10

	3.4 
Document virus symptoms and removal information to keep a record of actions for future application
	Task 10


The following table maps the content in the on-line course ICTSAS309 Maintain and repair ICT equipment and software to the unit of competency.

	ICTSAS309 Maintain and repair ICT equipment and software
	Where covered in on-line course

	Element 1: Determine and undertake required equipment maintenance

	1.1 
Access ICT equipment that requires maintenance
	Task 10

	1.2 
Examine and review organisational ICT equipment maintenance procedures
	Task 10

	1.3 
Determine and undertake internal maintenance according to organisational maintenance procedures
	Task 10

	1.4 
Report problems to required personnel
	Task 10

	Element 2: Diagnose and repair faults

	2.1 
Identify faulty ICT equipment and software
	Task 10

	2.2 
Test faulty ICT equipment and software according to manufacturing guidelines and task requirements
	Task 10

	2.3 
Analyse test results
	Task 10

	2.4 
Review historical fault data
	Task 10

	2.5 
Develop plans, with prioritised tasks and contingency arrangements for repair and replacement of faulty equipment and software
	Task 10 

	2.6 
Liaise with required personnel and obtain plan approvals
	Task 10

	2.7 
Obtain ICT components and repair equipment and software in a timely, organised manner, following work health and safety (WHS) standards
	Task 10


	Element 3: Update documentation and make recommendations for future maintenance

	3.1 
Record maintenance, fault data and equipment modifications according to organisational standards
	Task 10

	3.2 
Identify and report instances where preventative measures were required
	Task 10

	3.3 
Dispose of faulty parts and other waste according to environmental guidelines
	Task 10

	3.4 
Review and update maintenance and fault data and report outcomes to required personnel
	Task 10


1.2
Assessment requirements 

ICTSAS308 Run standard diagnostic tests covers the outcomes, skills and knowledge required to troubleshoot problems, identify and implement preventative maintenance techniques, and conduct diagnostic tests on a range of platforms.

It applies to individuals who, while working under a level of supervision, have responsibility to action tasks in a frontline technical support capacity.

The assessment requirements consist of three criteria:

· Performance evidence: details the skills to be demonstrated, the consistency of performance (for example, on how many occasions, in what range of situations, using what range of equipment) and any licensing, regulatory or registration requirements
· Knowledge evidence: the scope and depth of knowledge required
· Assessment conditions: specify where assessment can take place, what resources are required and what interactions with other people are required
Performance evidence
The performance evidence for the unit ICTSAS308 Run standard diagnostic tests consists of the candidate demonstrating the ability to complete the tasks outlined in the elements and performance criteria of this unit; including evidence of the ability to:

· Identify and document six ICT problems and corresponding testing and preventative maintenance techniques to provide for troubleshooting process planning

· Implement preventative maintenance techniques to address three common symptoms of problems associated with each of the following:

· desktop application

· operating system

· laptop

· mobile device

· printer

· Identify and address three virus infections using a system diagnostic program undertake maintenance according to organisational maintenance procedures.
Knowledge evidence
The knowledge evidence within the unit ICTSAS308 Run standard diagnostic tests consists of:

· Impact of organisational structure, diagnostic testing procedures and guidelines, and software specifications on conducting diagnostic testing

· Hardware and software diagnostic tools, including products that manage:

· backup procedures

· configuration procedures

· hardware maintenance

· security

· Common symptoms of problems associated with:

· desktop applications

· operating systems

· laptops

· mobile devices

· printers

· Preventative maintenance techniques relevant to maintaining hardware and software applications

· Common diagnostic testing approaches organisational work health and safety (WHS) procedures that relate to maintaining and repairing.
Assessment conditions
Skills must be demonstrated in a safe environment where evidence gathered demonstrates consistent performance in conditions that are safe and replicate the ICT workplace. The assessment must include access to:

· Hardware and software diagnostic tools and specifications

· System with virus protection software installed

· Tools, equipment, materials, software packages

· ICT documentation including details of current architecture, operating system, software applications, and hardware

· Requirements relating to ICT maintenance and testing

· Individual superior in the organisation.

Simulations and scenarios are acceptable. Simulated assessment environments must simulate the real-life working environment where these skills and knowledge would be performed, with all the relevant equipment and resources of that working environment.
Assessment must ensure use of relevant legislation, policies and procedures and industrial awards.

Assessors must satisfy the NVR/AQTF mandatory competency requirements for assessors.
ICTSAS309 Maintain and repair ICT equipment and software covers the outcomes, skills and knowledge required to carry out maintenance and fault repair according to organisational procedures, to keep Information and Communications Technology (ICT) equipment and software operating.

It applies to frontline technical support individuals who work under a level of supervision and have some responsibility to maintain and repair ICT equipment and software.

The assessment requirements consist of three criteria:

· Performance evidence: details the skills to be demonstrated, the consistency of performance (for example, on how many occasions, in what range of situations, using what range of equipment) and any licensing, regulatory or registration requirements
· Knowledge evidence: the scope and depth of knowledge required
· Assessment conditions: specify where assessment can take place, what resources are required and what interactions with other people are required
Performance evidence
The performance evidence for the unit ICTSAS309 Maintain and repair ICT equipment and software consists of at least one event where the candidate carries out maintenance and fault repair procedures on the following, on at least one separate occasion:

· ICT equipment

· software.
During the above, the candidate must:

· obtain and review previous ICT equipment fault data

· resolve failures and performance degradation

· analyse test results

· examine and review organisational ICT equipment maintenance procedures

· undertake maintenance according to organisational maintenance procedures

· identify and repair a range of ICT equipment and software problems

· develop plans for maintenance and fault repair

· maintain accurate records according to organisational guidelines.
Knowledge evidence
The knowledge evidence within the unit ICTSAS309 Maintain and repair ICT equipment and software consists of:

· equipment and software purpose, standard operating characteristics and maintenance procedures

· internal maintenance organisational procedures

· preventative maintenance procedures

· technical documents regarding:

· equipment and maintenance procedures

· help-desk response level escalation procedures

· operation of technical diagnostic tools

· quality assurance practices that may be used in maintaining and repairing ICT equipment and software

· Service Level Agreements (SLAs) to determine conditions of the SLA cover

· client warranty claims, repair and replacement procedures

· environmental guidelines that may be used in maintaining and repairing ICT equipment and software.

· organisational work health and safety (WHS) procedures that relate to maintaining and repairing.
Assessment conditions
Skills must be demonstrated in a safe environment where evidence gathered demonstrates consistent performance in conditions that are safe and replicate the workplace. Noise levels, production flow, interruptions and time variances must be typical of those experienced in the systems administration and support field of work and include access to:

· technical environment with a variety of ICT equipment

· maintenance software and tools

· technical documentation

· organisational health and safety procedures.

Simulations and scenarios are acceptable. Simulated assessment environments must simulate the real-life working environment where these skills and knowledge would be performed, with all the relevant equipment and resources of that working environment.

Assessment must ensure use of relevant legislation, policies and procedures and industrial awards.

Assessors must satisfy the NVR/AQTF mandatory competency requirements for assessors.

1.3
Dimensions of competency

The dimensions of competency relate to all aspects of work performance. The following table explores the four dimensions of competency in more detail.

	Dimensions of competency
	What it means

	Task skills
	The candidate must perform the individual skills required to complete a work activity to the required standard.

	Task management skills
	The candidate must manage several different tasks to complete a whole work activity, such as working to meet deadlines.

	Contingency management skills
	The candidate must use their problem-solving skills to resolve issues that arise when performing a work activity.

	Job/role environment skills
	The candidate must perform effectively in the workplace when undertaking a work activity by working well with all stakeholders and following workplace policies and procedures.


Assessors and/or their training organisations need to ensure that the range of assessment instruments developed for this unit adequately explore the dimensions of competency.
1.4
Foundation skills

Underpinning all job roles is a set of skills that are essential if learners are to participate successfully in work and be valuable and productive employees. 
The foundation skills embedded in this unit of competency are outlined below:
	Skill
	Performance
Criteria
	Description

	Reading (ICTSAS308)
(ICTSAS309)
	ICTSAS308 - 1.3, 2.1, 2.2, 3.2, 3.3

ICTSAS309 - 1.2, 1.3,2.2, 2.4, 3.1, 3.4
	· Integrates and evaluates a range of textual information to record and maintain required procedures (ICTSAS309)

	Writing (ICTSAS308)
(ICTSAS309)
	ICTSAS308 - 1.2, 3.2, 3.4
ICTSAS309 - 1.4, 2.5, 2.7, 3.1, 3.4
	· Conveys specific information using precise language and the required format for intended audience and purpose and records information (ICTSAS309)

	Oral Communication
(ICTSAS308)
(ICTSAS309)
	ICTSAS308 - 1.2, 2.1, 3.2, 3.3
ICTSAS309 - 1.4, 2.6, 3.2 
	· Articulates clearly using required language and listening and questioning techniques to report data and confirm proposed plans (ICTSAS309)

	Numeracy (ICTSAS309)
	ICTSAS309 - 2.4, 2.5, 2.6, 2.7
	· Recognises and applies familiar measurements relating to time durations (ICTSAS309)

	Teamwork (ICTSAS309)
	ICTSAS309 - 1.4, 2.6, 3.2, 3.4
	· Works in a team and contributes to broader work goals when addressing organisational standards and reporting to required personnel (ICTSAS309)
· Communicates in the required format with whom and how when reporting problems, gaining approval for plans and reviewing and updating data and reporting outcomes (ICTSAS309)

	Interact with others (ICTSAS308)
	ICTSAS308 - 1.1, 1.2, 2.1, 2.2, 2.3, 3.2, 3.3


	· Selects and uses appropriate strategies to establish and maintain spoken communication in familiar and some unfamiliar contexts (ICTSAS308)
· Derives meaning from oral texts in familiar and some unfamiliar contexts (ICTSAS308)

	Get the work done (ICTSAS308)
	ICTSAS308 – 1.1, 1.2, 1.3, 2.1, 2.2, 2.3, 3.1, 3.2, 3.3, 3.4

	· Takes responsibility for planning, sequencing and prioritising tasks and own workload for efficiency and effective outcomes (ICTSAS308)
· Makes routine decisions and implements standard procedures for routine tasks, using formal decision making processes for more complex and non-routine situations (ICTSAS308)
· Applies problem solving processes, breaking complex issues into manageable parts and identifying and evaluating options for action (ICTSAS308)
· Understands key principles and concepts that underpin the design, application and operation of digital systems and tools (ICTSAS308)

	Planning and organising (ICTSAS309)
	ICTSAS309 - 1.3, 2.5, 2.6
	· Plans a range of routine and some non-routine maintenance tasks and repair and replacement of faulty equipment, accepting stated goals and aiming to achieve them efficiently (ICTSAS309)

	Problem solving (ICTSAS309)
	ICTSAS309 - 1.3, 2.1, 2.2, 2.3, 2.6, 2.7
	· Selects from a range of predetermined options in routine situations, identifying and taking situational factors into account when determining whether procedures can be handled internally (ICTSAS309)
· Selects from a range of predetermined options when diagnosing and repairing faults, identifying and taking situational factors into account (ICTSAS309)

	Technology (ICTSAS309)
	ICTSAS309 – 2.1, 2.3, 2.4, 2.5
	· Interprets key principles and concepts that underpin the design and operation of digital systems and tools, and applies these when troubleshooting existing technology, repairing faults and making recommendations for future maintenance (ICTSAS309)


Do not assume that learners already have these skills; for example, even if you believe they have good writing skills, they may never have written a specific type of report before.

Remember that the learner may not necessarily need all of these skills for a specific task, nor be required to develop them to a high level. This will depend on the nature of the task and the context in which they are working.

Your role is to:

· when planning your assessment program, identify where foundation skills are embedded in the unit of competency and how learners can demonstrate they have acquired the skills 

· encourage learners to record in the template that follows the Final Assessment the activities they have performed that demonstrate specific foundation skills; they can do this after completing each chapter in the learner guide.
1.5
Skill sets

Skill sets are single units of competency or combinations of units of competency that link to a licence, regulatory requirement or defined industry need. 

Skill sets do not replace qualifications as the foundation for undertaking work in the community sector. Skill sets build on a relevant qualification and enable a qualified worker to move laterally into work areas addressed by the skill set or to broaden their skill base in relation to the services they provide.
1.6
Recognition of prior learning (RPL)

Recognition of prior learning (RPL) is an assessment process that assesses an individual’ s non-formal and informal learning to determine the extent to which that individual has achieved the required learning outcomes, competency outcomes, or standards for entry to, and/or partial or total completion of, a qualification.

To have skills and knowledge formally acknowledged, a learner must supply a range of evidence to verify competency. The trainer then needs to assess this evidence against the criteria for the qualification.

Evidence of competency may include work samples, journals and third-party testimonials. Learners may also need to be observed undertaking set tasks and/or answer set questions.

The full RPL Kit for this qualification is available. The kit consists of four parts:
	· Assessor’s Guide

· Candidate’s Guide
	· Forms

· Workplace Guide


1.7
Glossary of terms
Wherever possible and appropriate, knowledge should be contextualised to the learner’s workplace. For example, when dealing with organisational policies and procedures, look at the actual policies and procedures of the workplace.
Access point: A device that allows wireless-equipped computers and other devices to communicate with a wired network.

Application Programming Interface (API): An application programming interface is a computing interface that defines interactions between multiple software intermediaries. It defines the kinds of calls or requests that can be made, how to make them, the data formats that should be used, the conventions to follow. 

Authentication: The process of identifying yourself and the verification that you’re who you say you are. Computers where restricted information is stored may require you to enter your username and password to gain access.

Bandwidth: A measurement of the amount of data that can be transmitted over a network at any given time. The higher the network’s bandwidth, the greater the volume of data that can be transmitted. Network bandwidth is usually expressed in bits per second (bps); modern networks typically have speeds measured in the millions of bits per second (megabits per second, or Mbps) or billions of bits per second (gigabits per second, or Gbps).

Break/Fix: The term break/fix refers to the fee-for-service method of providing information technology services to businesses. Using this method, an IT solution provider performs services as needed and bills the customer only for the work done. 

Business Continuity: Activity performed by an organization to ensure that critical business functions will be available to customers, suppliers, regulators, and other entities that must have access to those functions. These activities include many daily chores such as project management, system backups, change control, and help desk. Business Continuity is not something implemented at the time of a disaster; Business Continuity refers to those activities performed daily to maintain service, consistency, and recoverability.

BYOD: Bring Your Own Device or “BYOD” is a business and technology policy that allows employees to bring in personal mobile devices and use these devices to access company data, email, etc.

Cache: A set of files saved on your hard disk that help your browser display pages you have already visited more quickly. It displays the files from your hard disk instead of the web.

Cloud: A common shorthand for a provided cloud computing services (or even an aggregation of all existing cloud services) is “The Cloud”. The cloud, simply, refers to software and services that run on the Internet instead of your computer. Apple iCloud, Dropbox, Netflix, Amazon Cloud Drive, Flickr, Google Drive, Microsoft Office 365, Yahoo Mail - those are all cloud services.

Compliance Management: Compliance management is the ongoing process of monitoring and assessing systems to ensure they comply with industry and security standards, as well as corporate and regulatory policies and requirements.

Content Management: Content management is a collection of tools, software and processes that allow you to collect, manage and publish information on any medium. Content management also ensures that whatever content you have is indexable or searchable, making it easy for users to find that information.  It also encompasses deletion of content.

Cookie: A small piece of information you may be asked to accept when connecting to certain servers via a web browser. It is used throughout your session as a means of identifying you. A cookie is specific to and sent only to the server that generated it.

CPU: Central processing unit; the part of a computer that oversees all operations and calculations.

Cross-Platform: Cross-platform (a.k.a. agnostic, agnostic application and agnostic platform) refers to something that is interoperable among different operating systems, systems and platforms. Cross-platform, however, is more focused on software that can run on any operating system and on any processor architecture.

Database: A collection of information organized so that a computer application can quickly access selected information; it can be thought of as an electronic filing system. Traditional databases are organized by fields, records (a complete set of fields), and files (a collection of records). Alternatively, in a Hypertext database, any object (e.g., text, a picture, or a film) can be linked to any other object.

Data Loss Prevention (DLP): Data loss prevention (DLP) is a set of tools and processes used to ensure that sensitive data is not lost, misused, or accessed by unauthorized users. Data loss prevention software detects potential data breaches/data exfiltration transmissions and prevents them by monitoring, detecting and blocking sensitive data while in use, in motion, and at rest.

Desktop: On computers like IBM PC or compatibles and Macintoshes, the backdrop where windows and icons for disks and applications reside.

Devices: Input devices include things like microphones, keyboards, mouse, touchpads, wheels, joysticks, etc. Output devices include printers, monitors, projectors and speakers.

Digital Transformation: The adoption of digital technology by a company with the goal for its implementation being to improve efficiency, value or innovation.

Dialog box: Sometimes referred to as a window; on a graphical user interface system, an enclosed area displayed by a program or process to prompt a user for entry of information in one or more boxes (fields).

Differential Backups: A copy of all the data that has been changed since the last full backup.

Disaster Recovery: Disaster recovery is the process, policies and procedures related to preparing for recovery or continuation of technology infrastructure critical to an organization after a natural or human-induced disaster. Disaster recovery is a subset of business continuity. While business continuity involves planning for keeping all aspects of a business functioning during disruptive events, disaster recovery focuses on the IT or technology systems that support business functions.

Download: The process of transferring one or more files from a remote computer to your local computer. The opposite action is upload.

Encryption: The manipulation of data to prevent accurate interpretation by all but those for whom the data is intended.

Ethernet: Ethernet is the standard wired network technology in use almost everywhere today. If your computer is connected to a network via a cable, it’s likely using an Ethernet cable. That cable plugs into an Ethernet port on your computer.

Ethernet card: An adapter card that fits into a computer and connects to Ethernet cabling; different types of adaptor cards fit specific computers.

Female connector: A cable connector that has holes and plugs into a port or interface to connect one device to another.

Filter: Refers to: 1) a program that has the function of translating data into a different format (e.g., a program used to import or export data or a particular file); 2) a pattern that prevents non-matching data from passing through (e.g., email filters); and 3) in paint programs and image editors, a special effect that can be applied to a bit map.

Firewall: A firewall is a piece of software or hardware that blocks certain types of traffic. For example, a firewall could block incoming traffic on a certain port or block all incoming traffic except traffic coming from a specific IP address.

Flash drive: A small device that plugs into computer’s USB port and functions as a portable hard drive. Often called a USB drive.
Gateway: A gateway is a device that routes traffic between networks. For example, at home, your router is your gateway. It provides a “gateway” between your LAN and WAN.

Gigabyte (Gig or GB): 1024 x 1024 x 1024 (2 to the 30th power) bytes; it’s usually sufficient to think of a gigabyte as approximately one billion bytes or 1000 megabytes.

Help desk: A help desk is an information and assistance resource that troubleshoots problems with computers or similar products.

Hybrid Workforce: A hybrid workforce is a group of employees that can work from their company's workplace as well as remotely.

Incremental Backup: A small increment of data backup only copying changes to the data since the previous backup.

Information Security Policy: An information security policy is a set of rules that guide individuals who work with IT assets. Your company can create an information security policy to ensure your employees and other users follow security protocols and procedures.

IP Address: An Internet Protocol address, or IP address, is a numerical address that corresponds to your computer on a network. When a computer wants to connect to another computer, it connects to that computer’s IP address.

LAN: A local area network is a small network that’s confined to a local area. For example, your home network or an office network is a LAN. Connects a group of computers for the purpose of sharing resources such as programs, documents, or printers. Shared files often are stored on a central file server.

MAC: Media Access Control; The hardware address of a device connected to a shared network.

MAC Address: Each network interface has a media access control address, or MAC address — also known as a physical address. This is a unique identifier designed to identify different computers on a network. MAC addresses are usually assigned when a manufacturer creates a network device.

Mail server: A networked computer dedicated to supporting electronic mail. You use a client program like Microsoft Outlook for retrieving new mail from the server and for composing and sending messages.

Male connector: A cable connector that has pins and plugs into a port or interface to connect one device to another.

Managed Antivirus: Managed Antivirus is a centrally managed software option that protects all of the computers at a business from virus threats. The “managed” part means that an IT provider installs the software on a company’s computers and other devices and schedules regular scans to check for issues, as well as ensuring the programs are updated and monitors the health of the network.

MDM: Mobile Device Management; Any routine or tool intended to distribute applications, data, and configuration settings to mobile communications devices. The intent of MDM is to optimize the functionality and security of a mobile communications network. MDM must be part of a coherent BYOD strategy.

Megabyte (Meg or MB): 1,024 x 1,024 (2 to the 20th power) bytes; it’s usually sufficient to think of a megabyte as one million bytes.

Microsoft Exchange: Microsoft Exchange Server is the server side of a client–server, collaborative application product developed by Microsoft. It is part of the Microsoft Servers line of server products and is used by enterprises using Microsoft infrastructure products. Exchange’s major features consist of electronic mail, calendaring, contacts and tasks; support for mobile and web-based access to information; and support for data storage

Microsoft Teams: Microsoft Teams, also referred to as simply Teams, is a unified communication and collaboration platform that combines persistent workplace chat, video meetings, file storage, and application integration.

Microsoft Windows: A group of operating systems for PC or compatible computers; Windows provides a graphical user interface so you can point and click to indicate what you want to do.

Monitor: The part of a computer that contains the screen where messages to and from the central processing unit (CPU) are displayed. Monitors come in a variety of sizes and resolutions. The higher the number of pixels a screen can display, the better the resolution. Sometimes may be referred to as a CRT.

Network: A group of interconnected computers capable of exchanging information. A network can be as few as several personal computers on a LAN or as large as the Internet, a worldwide network of computers.

Network adapter: A device that connects your computer to a network; also called an adapter card or network interface card.

Network hub: A common connection point for devices on a network.

Patch: Piece of software designed to update a computer program or its supporting data, to fix or improve it. This includes fixing security vulnerabilities and other bugs and improving the usability or performance.

PC: Usually refers to an IBM PC or compatible, or when used generically, to a “personal computer”. In a different context, PC also is an abbreviation for “politically correct.”

Personally Identifiable Information (PII): Personally Identifiable Information, or PII, is any data that could potentially be used to identify a particular person. Examples include a full name, Social Security number, driver's license number, bank account number, passport number, and email address.

Port: When an application wants to send or receive traffic, it must use a numbered port between 1 to 65535. This is how you can have multiple applications on a computer using the network and each application knows which traffic is for it.

Proactive Monitoring: Proactive monitoring (often referred to as Remote Monitoring and Management or “RMM”) continually monitors the stability and security of your IT system for maximum uptime. It tracks and maintains your desktops, routers, mobile devices, and networks from a centralized console.

Protocol – TCP, UDP, ICMP, etc.: Protocols are different ways of communicating over the Internet. TCP and UDP are the most common protocols. The ICMP protocol is also used, but primarily so network devices can check each other’s status. Different protocols are ideal for different types of communication.

RAM: Random Access Memory provides space for your computer to read and write data so that the CPU can find it quickly and easily. When people refer to memory upgrades they are usually talking about RAM.

Recovery Point Objective (RPO): Recovery Point Objective (RPO) is an important part of an IT Disaster Recovery plan and describes a period in which business operations must be restored following a disruptive event, such as a cyberattack, natural disaster or communications failure. RPO is typically paired with Recovery Time Objective (RTO).

Remote desktop: A Windows feature that allows you to have access to a Windows session from another computer in a different location

Remote login: An interactive connection from your desktop computer over a network or telephone lines to a computer in another location (remote site).

Risk Assessment: A risk assessment is the combined effort of identifying and analysing potential events that may negatively impact a business. Risk assessments help guide an organization in making rational decisions to improve their security posture and align risk with acceptable tolerance levels.

Risk Management: Risk management is the application of principles to manage the risks in a business that come with the ownership, involvement, operation, influence, adoption and use of IT in an organization.

Router: A device used for connecting two Local Area Networks (LANs); a device that passes traffic back and forth. You likely have a home router. It’s that router’s job to pass outgoing traffic from your local devices to the Internet, and to pass incoming traffic from the Internet to your devices.

Security Assessment: A cybersecurity risk assessment identifies the various information assets that could be affected by a cyber-attack (such as hardware, systems, laptops, customer data, and intellectual property), and then identifies the various risks that could affect those assets.

Serial port: An interface on a computer that supports transmission of a single bit at a time; can be used for connecting almost any type of external device including a mouse, a modem, or a printer.

Server: A computer that is responsible for responding to requests made by a client program (e.g., a web browser or an e-mail program) or computer. Also referred to as a “file server”.

Software: Any program that performs a specific function. Examples: word processing, spreadsheet calculations, or electronic mail.

Spam: Email spam, also known as junk email or unsolicited bulk email (UBE), is a subset of spam that involves nearly identical messages sent to numerous recipients by email. Definitions of spam usually include the aspects that email is unsolicited and sent in bulk. Spammers collect email addresses from chatrooms, websites, customer lists, newsgroups, and viruses which harvest users’ address books, and are sold to other spammers.

Switch: A switch serves as a controller, enabling networked devices to talk to each other efficiently. Through information sharing and resource allocation, switches save businesses money and increase employee productivity.

System Hardening: The process of securing a system by reducing its surface of vulnerability, which is larger when a system performs more functions; in principle, a single-function system is more secure than a multipurpose one. Reducing available ways of attack typically includes changing default passwords, the removal of unnecessary software, unnecessary usernames or logins, and the disabling or removal of unnecessary services.

USB: Universal Serial Bus; a connector on the back of almost any new computer that allows you to attach external devices quickly and easily such as mice, joysticks or flight yokes, printers, scanners, modems, speakers, digital cameras or webcams, or external storage devices.

Username: A name used in conjunction with a password to gain access to a computer system or a network service.

USB port: An interface used for connecting a Universal Serial Bus (USB) device to computer; these ports support plug and play.

Virtualization: Virtualization is the creation of a virtual (rather than actual) version of something, such as a hardware platform, operating system, a storage device or network resources. In hardware virtualization, the term host machine refers to the actual machine on which the virtualization takes place; the term guest machine, however, refers to the virtual machine.

Virus: A program intended to alter data on a computer in an invisible fashion, usually for mischievous or destructive purposes. Viruses are often transferred across the Internet as well as by infected diskettes and can affect almost every type of computer. Special antivirus programs are used to detect and eliminate them.

VPN: Virtual Private Networking; a means of securely accessing resources on a network by connecting to a remote access server through the Internet or other network.

WAN: A wide area network is a larger network that covers a wider area. Your ISP provides you with a connection to their own WAN, which connects to the Internet.

Wi-Fi: Wireless Fidelity; A generic term from the Wi-Fi Alliance that refers to of any type of 802.11 network (e.g., 802.11b, 802.11a, dual-band, etc.). Products approved as “Wi-Fi Certified” (a registered trademark) are certified as inter-operable with each other for wireless communications.

Window: On a graphical user interface system, a rectangular area on a display screen. Windows are particularly useful on multitasking systems which allow you to perform several different tasks simultaneously. Each task has its own window which you can click on to make it the current process. Contrast to a “dialog box” which is used to respond to prompts for input from an application.

Windows: A casual way of referring to the Microsoft Windows operating systems.

Wireless (networking): The ability to access the Internet without a physical network connection. Devices such as cell phones and PDAs that allow you to send and receive email use a wireless Internet connection based on a protocol called WAP (Wireless Application Protocol). At this point, web sites that contain wireless Internet content are limited, but will multiply as the use of devices relying on WAP increases.

Section 2 - Assessment tools
Assessment is all about collecting evidence and making decisions as to whether a learner has achieved competency. Assessment confirms that the learner can perform to the expected workplace standard, as outlined in the units of competency.

This section contains the summative assessment tools that are to be used in assessing this unit of competency.  The assessment tools have also been mapped against the requirements of unit assessment; these may be reviewed in the TEIA document ICT30120 Mapping Guide.     Assessors can use this mapping information to complete required assessment records.

It is an important responsibility of assessors to complete the assessment records themselves. This ensures all additional assessment activities deemed appropriate or required by the assessor, in addition to those within this document, are included in these records.

Section Two contains the following information:

2.1   
Summative assessment

2.2
Solutions – general guidance

2.3 
Solutions – summative assessment

2.4
Evidence of competency

2.5
Assessment records
2.1
Summative assessment

Separate each assessment tool as required in the assessment process.
Task Overview

The assessment for this unit is found in Task 10 of the virtual scenario.
This task requires you to learn about the use of diagnostic system tools to identify possible faults within a computer. These skills and knowledge are required to troubleshoot problems, identify and implement preventative maintenance techniques, and conduct diagnostic tests on personal computers.

Once a faulty is identified, you are expected to be able to carry out maintenance and fault repair according to organisational procedures, to keep Information and Communications Technology (ICT) equipment and software operating.
There is a short course within this task. You must complete the short course prior to starting the activities in each part of the task.
Preparation:

· Download the Task Planning Sheet for Task 10 (Monitor > Your Task).

· Complete the short course, Maintaining IT equipment and software (Computer monitor and Learning Resources).

· During the short course, complete the activities – Activity 1 through to 11 – and store responses in an e-portfolio.
· Collect your completed course tasks into an e-portfolio. Send portfolio to your supervisor (i.e. teacher).

	What to submit
	Problems encountered and strategies used to overcome these

	· Your e-portfolio contained responses to the short course’s Activity 1 to 11.
	


Email 1 – Eva Helf – POST Codes

· Download and read Eva’s email requesting help. Investigate your computer to find the type of motherboard it has installed. (Email 1).

· Using the information about the motherboard, research what the POST codes are for that item. (Email 1)

· Prepare gathered information into a document and hold to send to supervisor (i.e. teacher) with other work soon.

	What to submit
	Problems encountered and strategies used to overcome these

	· Document listing the POST codes for your own computer’s motherboard.
	


Email 2 – Greg Klaus – Supporting our remote clients

· Read Greg’s email carefully. (Email 2)

· Download the document Building Skills for Independence in IT Use. (Computer monitor, Email 2 and Learning Resources).

· Do some research into how you will video these five small tasks, i.e. what are the specifications and standards you will need to follow to ensure the file sizes are not too large. You will need to consider how to prepare a short video without ending up with massive video files.

· Investigate what you will need to include in each of the five short videos. Practise these maintenance routines. When ready video yourself, with an audio description, carrying out the task. Note you may use someone to assist you (acting as the camera person in this task) or you may simply set up a video containing the shot and work independently. Remember, this is a trial, so the focus is doing the maintenance task correctly, not trying to be the next Marvel movie character!
· When the videos are complete, ask your supervisor (i.e. teacher) how these are to be despatched to them. 
	What to submit
	Problems encountered and strategies used to overcome these

	· Five videos

Video 1: Using the ‘Run Maintenance Tasks’ tool on a personal computer

Video 2: How to locate the ‘Disk cleanup’ tool and run this tool on a personal computer and clean files

Video 3: How to locate the ‘CHKDSK utility’ tool and run this tool on a personal computer and repair any errors

Video 4: How to locate the ‘Memory testing’ tool and run this tool on a personal computer

Video 5: How to locate the application Windows Defender and run this anti-virus application on a personal computer.
	


Email 3 – Eva Helf - How about helping your wonderful team members?
· Read and print email from Eva Helf (Email 3).
· Work out what you may need to carry out the maintenance task that she has asked assistance with.
· Construct a short video on how to maintain videos. Use your learnings from the previous task and apply in this activity.

· When the video is complete, ask your supervisor (i.e. teacher) how these are to be despatched to them. 

	What to submit
	Problems encountered and strategies used to overcome these

	A short video on the required preventative maintenance required of a printer.
	


Email 4 – George Harris - Common problems being reports by clients
· Read and print email from George Harris (Email 4).
· Download and consider the attachment, Diagnostic Decisions and Analysis, attached to George’s email (Email 4).

· Conduct research on the identified printer on the two issues presented in George’s email. Identify possible actions to repair the issues.

· Construct a simple list of instructions a client could follow to repair their units.
· Complete the form linked in the email (Email 4).
· Submit the completed form to your supervisor (i.e. teacher).

	What to submit
	Problems encountered and strategies used to overcome these

	Completed Diagnostic Decisions and Analysis form detailing the proposed solutions.
	


Email 5 – CEO Secretary - Annual preventative maintenance plan for ICTs
· Read and print email (Email 5).

· Download the attachment, IT Resources in Our Network, which you will need to construct the preventative maintenance schedule (Email 5).
· Conduct investigation into the role and process of forming a preventative maintenance plan for an ICT network. There is a sample template (Community Assist Resources) and an exemplar checklist (Network Maintenance Checklist) available (Learning Resources). 

· You should not just use these resources – conduct your own research using the Internet to identify additional or alternative resources to support your work in this task. 

· When ready construct your proposed annual preventative maintenance schedule detailing the tasks that will need to be carried out to ensure the efficiency and reliability of the organisation’s network.
· Submit your schedule to your supervisor (i.e. teacher).

	What to submit
	Problems encountered and strategies used to overcome these

	Annual preventative maintenance schedule.
	


2.2
Solutions - General guidance
Assessors should review the solutions provided and adapt and/or contextualise them (and assessment activities themselves where necessary) to suit the training and assessment context as part of their moderation activities. This will ensure consistency of assessment.
The solutions to assessment activities serve as a reliable guide to the type of information that should be included in the assessment candidate’s response. Refer to the assessment activities when assessing learner responses or evaluating assessment evidence. The answers provided by the assessment candidate will vary due to several factors, including the:

· candidate’ s own experiences

· candidate’ s workplace experiences

· training situations and strategies presented by the trainer

· interpretation of the assessment activity by the assessment candidate/assessor

· type of organisation, work practices, processes and systems encountered by the candidate.

The nature and variety of the tasks presented means that in some cases there will be numerous correct responses, and the solutions provided cannot cater for all contexts and eventualities.

In general terms:

· For questions with a single answer, this guide provides the correct answer.

· For questions that do not have a single answer, it is understood that answers will vary within certain parameters.

· For questions where the candidate must list a certain number of items, the RTO has provided a more comprehensive listing from which candidate responses may be drawn. This list may not in all cases be definitive, and assessors should account for other possible correct responses.

· For activities that involve responding to a case study, the RTO has provided an example of how the candidate may respond. Depending on the question, the terminology used will indicate either what the candidate should have included in their response or may have included. However, different phrasing may be used by the candidate, or different responses that may be equally correct are also possible.
· For activities that take place in the workplace or involve workplace documentation, the RTO can only provide an example response. Assessors should consider whether the candidate has achieved the intent of the activity within the candidate’s workplace context.

· For activities that involve writing reports or completing documentation provided, the RTO can only provide an example response. Assessors should again consider whether the candidate’s response is appropriate to the task within the context of the candidate’s training and/or workplace.

2.3
Solutions – Summative assessment
E-portfolio:
Activity 1

Below are some of the types of the maintenance expected to be performed on an organisation’s ICT equipment. Use one sentence to describe what each maintenance type means. 

Preventative maintenance

Reactive maintenance

Condition-based maintenance
The candidate must respond in similar terms as the sample answer:

Preventative maintenance is maintenance that is regularly and routinely performed on a piece of ICT equipment to lessen the likelihood of it failing.

Reactive maintenance is maintenance carried out when a piece of ICT equipment demonstrates errors/problems or has failed.

Condition-based is maintenance done when ICT equipment is carefully observed for changes that could indicate an upcoming failure.

Activity 2
To demonstrate competency in this unit of work you will need to demonstrate your ability to perform maintenance tasks on ICT equipment and software as well as perform some basic repairs.

In this task you are asked to identify two different forms of ICT equipment in your workplace and locate the user manual for each piece of equipment. The ICT equipment may be a computer, a printer, scanner or other form of ICT that you use. Avoid networking devices such as servers or routers/hubs.

This is simply a practice activity for you to research user manuals for ICT equipment. 

Once you have the two manuals, locate the pages that outline any maintenance recommendations and make scanned copies place these in your e-portfolio.
Assessor judgement required. The candidate must provide the names and identification (e.g. model numbers) of two pieces of ICT equipment and the maintenance guidelines from the respective user manuals.
Activity 3
In this activity you are to video yourself conducting a basic maintenance check and cleaning process on the printer you have access to.

In your activity, ensure you go through a full maintenance check of the machine and carry out appropriate routine cleaning and maintenance.
The candidate must have submitted a short video that shows them conducting a basic maintenance check and cleaning process on a printer. As there will be some variation in the check and cleaning process, assessor judgement is required.
The following elements must however be included:

· Exterior cleaning

· Interior cleaning

· Check for paper jams and paper removal

· Connecting cords
· Conduct a print test to ensure injets/nozzles/laser elements are aligned.
Activity 4

1. All perceived faults and identified errors should be investigated through a troubleshooting five step process. In this activity, name each step and then describe, in one or two sentences, what that step entails.

Step One - Verify that a problem exists and is not a user error
Step Two - Isolate the cause of the problem

Step Three - Correct the cause of the problem

Step Four - Verify that the problem has been corrected

Step Five - Follow up to prevent future problems

Assessor judgement may be required as there may be variation in what is entailed in each step. The assessor must be satisfied that the candidate has adequately described what each step entailed.
2. Why do you think that the common problems and issues in troubleshooting technology within an enterprise needs to be documented?
Documenting the troubleshooting and final solutions to technical problems enables future problems of a similar nature to be more efficiently and quickly resolved. Such records provide a reference point for future troubleshooting of technical difficulties.
Activity 5
1. Develop your own ‘troubleshooting log’ document using a format and software application that is most convenient to you and your organisation. Once completed, present your ‘troubleshooting log’ document to your teacher or trainer for review and discussion.
Assessor judgement required. Check that the log is sufficient in scope of data collected – you may want the candidate to expand their document using additional fields to include more information. The core learning to be checked in the submitted work is whether the understands what a ‘troubleshooting log’ document should

include.

2. Describe the four steps that you need to follow if a computer will not start. Summarise each step in two or three sentences.
Assessor judgement - The answers will vary as to each student’s or trainee’s summary of the four steps. Sample answer provided below:
1. Check that the power cord is plugged into the electrical socket (commonly called a GPO – General Power Outlet); that the GPO power switch is on, and that the other end of the cord is plugged securely into the computer. This is the most likely explanation for the power supply problem.

2. Visually inspect the socket and cord for any smoke, sparks or smells. Do not attempt to touch or fix any faulty socket. Turn off the power to the socket if any of these symptoms are evident and notify your supervisor and the occupational health and safety (WHS) officer immediately. Tag the electrical socket and computer as unsafe immediately. 
3. If the computer still does not start, check that the circuit breaker for the electrical circuit to which the computer is attached has not been tripped – in older locations it may be a fuse and not a circuit breaker. To confirm that the electrical circuit is not broken, plug another electrical item (e.g. a lamp) into the GPO socket. If it works, the circuit is alright.
4. If the circuit is working, substitute the computer’s power cord with a another one which you know works. If the computer now works, this shows that cord is the problem.
Activity 6
Provide responses to the following questions:

1. What is a common problem when a computer will not start?
It is often a failed ‘power supply’.
2. When working on the computer components within its case what should you wear and why?
You should wear a static discharge strap. A human body carries static electricity, so this static electricity can be discharged away from any sensitive computer components to avoid damage.
3. What problems does the accumulation of dust within a computer could cause?
Dust within a computer can cause damaging static electricity charges, form a layer of insulation over some components which can cause them to either malfunction and/or overheat becoming a source of combustion.
4. What are six tips you should try for troubleshooting software problems or issues?
Assessor judgement required. Answers may vary – below are several tips that are relevant – if six of these are provided, the candidate has provided an appropriate response.  
i. Free up RAM by closing other open programs

ii. Restart the software

iii. Shut down and restart your computer

iv. Use the Internet to find help

v. Undo any recent hardware or software changes

vi. Look for software patches

vii. Scan for viruses and malware

viii. Check for a firewall conflict
ix. Uninstall the software, then reinstall it

x. Boot up in ‘Safe Mode’

xi. Conduct a scan disk check and then defragment your hard drive
5. In your own words, what is the difference between a minor computer hardware fault and a major computer hardware fault?
A minor hardware fault is one that can be fixed by the staff. A major computer hardware fault requires a qualified technician to fix the problem, either on site or at a endorsed service centre.
6. What are six reasons for major hardware faults?
Assessor judgement may be used. The reasons below are the most common however if a reason is provided that is valid and related to the workplace, then this may be substituted.

· Equipment is faulty to begin with

· The computer equipment has been mistreated

· The operator is inexperienced

· Lack of maintenance

· Age of the equipment

· External forces, such a power surges or water damage

7. What are five reasons for software faults?
Assessor judgement may be used. The reasons below are the most common however if a reason is provided that is valid and related to the workplace, then this may be substituted.
· Incompatibility issues with new hardware or new operating systems

· Applications, operating system and/or drivers require updating

· Computer virus infection

· Illegal unlicensed software

· Storage issues

Activity 7
Interview six persons that own a personal computer and ask what ant-virus application software they use on their computer.

Find out how often they scan their computer for viruses.

Compile the interview results into a brief report form.
Assessor judgement required. The results submitted by the candidates may show a range of anti-virus applications, but generally the majority will come from the top six applications – AVG, Bitdefender, TotalAV, Norton, McAfee, PCProtect. Check to see what the data says about how often these persons scan their computer and use this as a feedback point to the candidate.
The report should be more than 300 words and the use of tables and other data presentation formats encouraged. The report should have accurate spelling, grammar and punctuation.

Activity 8

1. What is the difference between a computer ‘bug’ and a computer virus.
The term ‘bug’ is an accepted term to mean an error or flaw, either in the machine itself or in a software application (e.g. use of the phrase ‘debugging a program’). A computer virus is a type of malicious code or program written to alter the way a computer operates and is designed to spread from one computer to another.

2. What are details that need to be included when formal reporting an identified virus within one of the computers?
These details include the following:
· the person who discovered the virus activity

· the time and date the virus was discovered
· where (location and specific computer) the virus was discovered
· the infection ‘symptoms’ that were observed

· any actions taken such as isolating an infected disk or computer

· the person who is now responsible for dealing with the issue

· who the verbal report was initially provided to.
3. Conduct some research on current viruses. Identify one which you feel would be very dangerous to an organisation. Describe the virus and explain how it works and its potential impact on an organisation. How might an organisation protect itself from this virus?
Assessor judgement required. The candidate must provide the following information:

· The name of the virus

· A description of the virus and how it works

· What impact would it have on an organisation

· What action needs to be taken to protect the organisation.
4. Again after some research, what are some of the common symptoms that may indicate a computer is infected with a virus.
Assessor judgement may be required.  Answers may vary, but the most common symptoms are listed below. The candidate must provide a minimum of four symptoms.

· Computer starts to slow down. 

· Computer has a slow start.
· Input devices stop working (mouse, keyboard) or start to work incorrectly, e.g. keyboard keys give different symbols to what they should.
· Missing files and folders or files are corrupted.
· Computer crashes.
· Unusual error messages.
5. Why is the defragmenting of hard drive disks becoming less of a job for IT support staff?
More modern computers and operating systems have an automatic defragmenting function as well as enhanced file storage processes which reduce the dispersed nature of file storage.
Activity 9

1. Aside from the specific installation instructions, what other information would the ICT component’s installation manual provide?

A component’s installation manual will show the special connectors and tools that are required to install the components.

2. What steps should be taken when the computer equipment and/or any components are received?
The package should be opened immediately, and the items inspected for damage.

3. What is ‘ESD’ and why is this an issue when handling hardware components?

ESD stands for Electrostatic Sensitive Device. This indicates that any person handling the item needs to discharge their accumulated static electricity before handling the component.

Construct your responses in a Word document…

Assessor judgement may be required. Note the work must be submitted in a Word document that displays correct formatting and structure.

Activity 10

1. What are four common details recorded relating to maintenance tasks or activities on ICT equipment and software?
Assessor judgement required. Responses will vary so judgement required. Five possible responses are provided below:

· Details of the ICT equipment and/or software that maintenance was performed on.
· Date maintenance was performed.
· The person/s who performed the maintenance.
· Details of the maintenance performed.
· Faults or problems identified during the maintenance and how these were resolved.
2. What are the five common details recorded relating to tasks or activities when resolving issues, problems or faults of ICT equipment?
Assessor judgement required. Responses will vary so judgement required. Six possible responses are provided below:

· A description of the issue, problem or fault.
· The person who reported it.
· The date when the issue, problem or fault was reported.
· What diagnostics tests were carried out to positively identify the problem.
· What were the results of the tests and what was the identified error.
· What action was taken to resolve the issue, problem or fault.
3. Where is the nearest ‘E-waste’ collection depot to your workplace?
As this will vary according to the candidate’s location, assessor judgement is required.

4. All computer equipment repair jobs must be carried out safely. Some of this equipment including peripherals can be heavy and awkward to handle. What are three basic rules to apply when lifting heavy hardware items?

· Stand close to the load and face forward.
· Use a wide stance, bend your knees, keep a straight back.
· Lift with your knees and keep load close to your body.
Construct your responses in a Word document
Note the work must be submitted in a Word document that displays correct formatting and structure.

Activity 11

Look around your workplace/home office.

What new or additional preventative maintenance activities relating to ICT equipment or software could you recommend for this work area and its associated ICT equipment/software?

Provide an explanation of each recommended action, why it is required, what outcomes could be expected from this change, estimated costs (if any) and benefits that would come from such actions.

Assessor judgement required as responses will vary. The candidate must demonstrate an ability to analyse the IT needs of an organisation and develop plans for maintenance and fault repair.
Construct your responses in a Word document
Note the work must be submitted in a Word document that displays correct formatting and structure.

Virtual Scenario
This task requires you to learn about the use of diagnostic system tools to identify possible faults within a computer. These skills and knowledge are required to troubleshoot problems, identify and implement preventative maintenance techniques, and conduct diagnostic tests on personal computers.

Once a fault is identified, you are expected to be able to carry out maintenance and fault repair according to organisational procedures, to keep Information and Communications Technology (ICT) equipment and software operating.
There is a short course within this task. You must complete the short course prior to starting the activities in each part of the task.
Part 1 – Short course

During the short course, Activity 1 through to 11 should be completed and stored in an e-portfolio.

Suggested responses are detailed above.
Email 1 – Eva Helf – POST Codes

The candidate should have submitted details of their computer’s motherboard and a copy of the POST code legend/menu.
Email 2 – Greg Klaus – Supporting our remote clients

Assessor judgement required. The candidate is to submit five short videos that explain and demonstrate how to do various common computer maintenance tasks.
Note that the purpose of the assessment is not to judge the production values of the videos but their content. Each video must be judged on the following criteria:

· Is the area of maintenance clearly explained and demonstrated?

· Is the process presented accurate?

· Is it sufficient to provide basic instruction in applying the maintenance?

· Does the candidate clearly demonstrate their understanding of the maintenance process?
Videos are:
Video 1: Using the ‘Run Maintenance Tasks’ tool on a personal computer

Video 2: How to locate the ‘Disk cleanup’ tool and run this tool on a personal computer and clean files

Video 3: How to locate the ‘CHKDSK utility’ tool and run this tool on a personal computer and repair any errors

Video 4: How to locate the ‘Memory testing’ tool and run this tool on a personal computer

Video 5: How to locate the application Windows Defender and run this anti-virus application on a personal computer.
Email 3 – Eva Helf - How about helping your wonderful team members?
Assessor judgement required. The candidate is to submit a short video that explains and demonstrates how to do routine printer maintenance tasks. This must include the following:

· Exterior cleaning

· Interior cleaning

· Ink/toner checks

· Printing of test page to ensure inkjet head alignment or toner accuracy.

Note that the purpose of the assessment is not to judge the production values of the videos but their content. Each video must be judged on the following criteria:

· Is the area of maintenance clearly explained and demonstrated?

· Is the process presented accurate?

· Is it sufficient to provide basic instruction in applying the maintenance?

· Does the candidate clearly demonstrate their understanding of the maintenance process?
Email 4 – George Harris - Common problems being reports by clients
Assessor judgement required. The candidate is to submit a completed Diagnostic Decisions and Analysis form for each identified issue. It must be clearly demonstrated that the candidate has conducted research through the vendor’s website to identify the issues and to find an appropriate solution.

The list of instructions must be in simple language and provide a concise and easily understood process for resolving the issue.
Email 5 – CEO Secretary - Annual preventative maintenance plan for ICTs
Assessor judgement required. The candidate is to submit an annual preventative maintenance schedule using the resources listed in the task’s email attachment - IT Resources in Our Network. All resources in the list must be accounted for within the submitted schedule.

The exemplar checklist (Network Maintenance Checklist) available in the task’s Learning Resources can be used as a guide as to what may need to occur over a twelve month period. Some variances may occur.
2.4
Evidence of competency

Evidence is information gathered that provides proof of competency. While evidence must be sufficient, trainers and assessors must focus on the quality of evidence rather than the quantity of evidence.

Rules of evidence

There are four rules of evidence that guide the collection of evidence. Evidence must be:

· valid – it must cover the performance evidence and knowledge evidence
· sufficient – it must be enough to satisfy the competency

· current – skills and knowledge must be up to date

· authentic – it must be the learner’s own work and supporting documents must be genuine.

Principles of assessment

High quality assessments must be:

· fair – assessments are not discriminatory and do not disadvantage the candidate

· flexible – assessments meet the candidate’ s needs and include an appropriate range of assessment methods

· valid – assessments assess the unit/s of competency performance evidence and knowledge evidence
· reliable – there is a common interpretation of the assessments.

Types of evidence

Types of evidence that can be collected, sighted or validated include:

· work records such as position descriptions, performance reviews, products developed and processes followed and/or implemented

· third-party reports from customers, managers and/or supervisors

· training records and other recognised qualifications

· skills and knowledge assessments

· volunteer work.

Gathering evidence

Evidence can be gathered through:

· real work/real-time activities through observation and third-party reports

· structured activities.

Evidence can also be gathered through:

· formative assessments: where assessment is progressive throughout the learning process and validated along the way by the trainer – also known as assessment for learning

· summative assessment: where assessment is an exercise or simulation at the end of the learning process – also known as assessment of learning.

Evaluating evidence

The following steps may help you evaluate evidence.

	Step 1: Evidence is gathered.
	
	
	
	


	Step 2: Rules of evidence are applied – evidence is valid, sufficient, current and authentic.
	
	
	


	Step 3: Evidence meets the full requirements of the unit/s of competency.
	
	


	Step 4: The assessment process is valid, reliable, fair and flexible.
	


	Step 5: The trainer or assessor makes a straightforward and informed judgment about the candidate and completes assessment records.


2.5
Assessment records

Learners must provide evidence of how they have complied with the performance and knowledge evidence requirements outlined in the unit of competency. These requirements should be assessed in the workplace or in a simulated workplace; assessment conditions are specified in each unit of competency.

You can use the following assessment forms to record the learner’s evidence of competency: 
· The Assessment Instructions Checklist helps the trainer/assessor provide clear instructions to the candidate as to which assessment activities to complete.

· The Pre-Assessment Checklist helps the trainer determine if the learner is ready for assessment.

· The Self-Assessment Record allows the learner to assess their own abilities against the requirements of the unit of competency.

· The Performance Evidence Checklist facilitates the observation process; it allows trainers to identify skill gaps and provide useful feedback to learners.

· The Knowledge Evidence Checklist can be used to record the learner’s understanding of the knowledge evidence; it allows trainers to identify knowledge gaps and to provide useful feedback to learners.

· The Portfolio of Evidence Checklist helps the trainer annotate or detail aspects of the learner’s portfolio of evidence.

· The Workplace Assessment Checklist can be used by the learner’s supervisor to show workplace-based evidence of competence.
· The Observation Checklist/Third Party Report records the candidate’s performance in the workplace.

· The Record of Assessment form is used to summarise the outcomes of the assessment process in this unit.

· The Request for Qualification Issue is used by the assessor to inform the RTO authorities that the process for issuing a Statement of Attainment or Qualification may commence. 

Assessment instructions – ICTSAS308 & ICTSAS309
	Candidate’ s name:       
Unit of competency:  ICTSAS308 Run standard diagnostic tests

ICTSAS309 Maintain and repair ICT equipment and software
Trainer/assessor:       
Date:       

	The candidate must complete the following assessment activities, provided by the trainer/assessor:

	
	Y/N
	Whole activity/ specific questions

	Candidate Self-assessment
	
	     

	Final assessment - 
	
	     

	Final assessment - 
	
	     

	Final assessment - 
	
	     

	Portfolio
	
	     

	Workplace Assessment 
	
	     

	Workplace Assessment (video)
	
	     

	Competency Conversation (using RPL)
	
	     

	Workplace Observation
	
	     

	Third Party Report
	
	     

	Other assessment activities as detailed below:
	
	

	     
	
	     

	     
	
	     

	     
	
	

	Candidate signature: 
	     
	Date:
	     

	Assessor/trainer signature: 
	     
	Date:
	     


Pre-assessment checklist – ICTSAS308 & ICTSAS309
	Candidate’ s name:            
Unit of competency:  ICTSAS308 Run standard diagnostic tests 


ICTSAS309 Maintain and repair ICT equipment and software
Trainer/assessor:           

Date:           

	Checklist

	Talked to the candidate about the purpose of the assessment
	 Yes 
 No     

	Explained the unit of competency
	 Yes 
 No     

	Discussed the various methods of assessment
	 Yes 
 No     

	In consultation with trainer/assessor, the following assessment methods will be used:

	   Question/answer
	   Observation/Demonstration
	   Log, Journal, Diary

	   Case study
	   Portfolio, work samples
	   Third Party Reports

	   Reports
	
	

	Assessment environment and process

When will assessment occur?       
Where will assessment occur?       
Special needs (if any)       
How many workplace visits are required (if appropriate)?       
What resources are required?      

	Information has been provided on the following:

	   Confidentiality procedures
	   Re-assessment policy
	   Appeals process

	   Regulatory information
	   Authenticity of candidate’ s work

	Discussed self-assessment process
	 Yes 
 No     

	Summarised information and allowed candidate to ask questions
	 Yes 
 No     

	Candidate signature: 
	     
	Date:
	     

	Assessor/trainer signature: 
	     
	Date:
	     


Self-assessment record – ICTSAS308 & ICTSAS309
	Candidate’ s name:       
	Part D

	Unit of competency:  ICTSAS308 Run standard diagnostic tests 


ICTSAS309 Maintain and repair ICT equipment and software
Trainer/assessor:      
Date:      

	Tasks
	I do the workplace task…
	Candidate’s comments

	
	…very well
I’m sure I can do the task
	…quite well
I think I can do the task
	…no, or not well
I don’t (or can’t) do the task
	

	I can check for new problems logged by client.
	
	
	
	     

	I can check previous logs for similar problems or requests from client.
	
	
	
	     

	I can investigate and document support issues affecting client.
	
	
	
	     

	I can notify client of the results of investigation and provide advice and support on findings.
	
	
	
	     

	I can obtain client feedback and make changes.
	
	
	
	     

	I can confirm software, hardware or network requirements with client.
	
	
	
	     

	I can investigate and document a solution.
	
	
	
	     

	I can document additional requirements identified in the investigation and refer them to the client.
	
	
	
	     

	I can obtain approval from client to implement the solution.
	
	
	
	     

	I can investigate and document amount of technical support client may require.
	
	
	
	     

	I can discuss and agree level of technical support identified with client.
	
	
	
	     

	I can arrange time with client when support will take place.
	
	
	
	     

	I can provide technical support as part of group or one-to-one instruction to the client.
	
	
	
	     

	I can provide manuals and help documentation to client.
	
	
	
	     

	I can create an appropriate evaluation or feedback form or other mechanism to gather feedback about solution and support provided.
	
	
	
	     

	I can provide client with instructions on how to complete form or use other means of providing feedback.
	
	
	
	     

	I can distribute evaluation or feedback to client.
	
	
	
	     

	I can review feedback from client to identify areas for improvement.
	
	
	
	     

	Candidate signature:
	     
	Date:
	     


Performance evidence checklist – ICTSAS308 & ICTSAS309 
	Candidate’s name:            

Unit of competency:  ICTSAS308 Run standard diagnostic tests 


ICTSAS309 Maintain and repair ICT equipment and software
Trainer/assessor:           

Date:           

	Did the candidate demonstrate the following performance evidence at least once?
	Yes
	No
	N/A

	· Investigate client support requests and provide a documented solution after consultation with client.
	
	
	

	· Convey comprehensive technical information to clients in a clear, concise, jargon-free and coherent manner.
	
	
	

	· Use technical manuals and ‘help’ documentation.
	
	
	

	In the assessment/s of the candidate’s performance evidence, did they demonstrate the four dimensions of competency?

	Task skills
	
	
	

	Task management skills
	
	
	

	Contingency management skills
	
	
	

	Job/role environment skills
	
	
	

	The candidate’ s performance was:
	   Not satisfactory
	   Satisfactory

	Feedback to candidate:

     

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


Knowledge evidence checklist – ICTSAS308 & ICTSAS309
	Candidate’s name:            

Unit of competency:  ICTSAS308 Run standard diagnostic tests 


ICTSAS309 Maintain and repair ICT equipment and software
Trainer/assessor:           

Date:           

	Did the candidate show their knowledge of the following?
	Yes
	No
	N/A

	· Identify and describe the available in-house and vendor support.
	
	
	

	· Explain contract and service agreements with vendors.
	
	
	

	· Identify features of different types of hardware supported by the organisation.
	
	
	

	· Identify sources of information relevant to the provision of services and support.
	
	
	

	· Identify operating system:
	
	
	

	· Functions and basic features
	
	
	

	· Supported by the organisation
	
	
	

	· Identify and describe security and network guidelines and procedures.
	
	
	

	· Identify the advanced features of software, including the functions and support provided by the organisation.
	
	
	

	· Identify and describe the available in-house and vendor support.
	
	
	

	· Explain contract and service agreements with vendors.
	
	
	

	· Identify features of different types of hardware supported by the organisation.
	
	
	

	In the assessment/s of the candidate’s knowledge evidence, did they demonstrate the four dimensions of competency?

	Task skills
	
	
	

	Task management skills
	
	
	

	Contingency management skills
	
	
	

	Job/role environment skills
	
	
	

	The candidate’ s performance was:
	   Not satisfactory
	   Satisfactory

	Feedback to candidate:

     

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


Portfolio of evidence checklist – ICTSAS308 & ICTSAS309 
	Candidate’s name:       
	Part E


	Unit of competency:  ICTSAS308 Run standard diagnostic tests 


ICTSAS309 Maintain and repair ICT equipment and software
Trainer/assessor:                

Date:                

	Description of evidence to 
include in portfolio
	Assessor’ s comments
	Tick* 

	
	
	V
	S
	C
	A

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	     
	     
	
	
	
	

	Candidate signature:
	     
	Date:
	     

	Assessor/trainer signature:
	     
	Date:
	     


* V = Valid; S = Sufficient: C = Current; A = Authentic
Workplace assessment checklist – ICTSAS308 & ICTSAS309
	Candidate’s name:       
	Part F

	Unit of competency:  ICTSAS308 Run standard diagnostic tests 


ICTSAS309 Maintain and repair ICT equipment and software
Trainer/assessor:                

Date:                

	Name of organisation:        
Address:       
Telephone:       
Email:        
Workplace supervisor:       

	Performance evidence 

Candidate demonstrates the ability to:
	Evidence provided/observation comments

	
	Investigate client support requests and provide a documented solution after consultation with client.
	     

	
	Convey comprehensive technical information to clients in a clear, concise, jargon-free and coherent manner.
	     

	
	Use technical manuals and ‘help’ documentation.
	     

	
	Note: If a specific volume or frequency is not stated, then evidence must be provided at least once.
	     

	Knowledge evidence
Candidate knows and understands:
	

	
	Identify and describe the available in-house and vendor support.
	     

	
	Explain contract and service agreements with vendors.
	     

	
	Identify features of different types of hardware supported by the organisation.
	     

	
	Identify sources of information relevant to the provision of services and support.
	     

	
	Identify operating system:
	     

	
	· Functions and basic features
	     

	
	· Supported by the organisation
	     

	
	Identify and describe security and network guidelines and procedures.
	     

	
	Identify the advanced features of software, including the functions and support provided by the organisation.
	     

	Workplace supervisor’ s signature:
	     
	Date:
	     


	TEIA Ltd

	Observation Checklist/Third Party Report

	This is a confidential report. It is for the perusal of the supervisor, the candidate and the assessor. (Part G)

	Name of candidate:
	     


	Units of competency:
	ICTSAS308 Run standard diagnostic tests 

ICTSAS309 Maintain and repair ICT equipment and software


As part of the assessment for the units of competency above we are seeking evidence to support a judgement about the above candidate’s competence. This report may be completed as either an Assessor Observation Checklist or a Third Party Report where the candidate has access to a suitable work environment. Multiple reports may be completed where a single person is unable to verify all elements.

Note that assessors may also use this document to record and confirm competency in routine tasks associated with a learning program over an extended period, i.e. accumulated evidence.


	This report is being completed as:
	   Assessor Observation

    Third Party Report

	Name of Supervisor:
	     

	Position of Supervisor:
	     

	Workplace:
	     

	Address:
	     

	Telephone:
	     

	Email:
	     

	Has the purpose of the candidate's assessment been explained to you?
	  Yes         No

	Are you aware that the candidate will see a copy of this form?
	  Yes         No

	Are you willing to be contacted should further verification of this statement be required?
	  Yes         No

	What is your relationship to the candidate?
	     

	How long have you worked with the person being assessed?
	     

	How closely do you work with the candidate in the area being assessed?
	     


	What is your experience and/or qualification(s) in the area being assessed? (Include teaching qualifications if relevant.)
	     



	Does the candidate consistently perform the following workplace activities?
	Yes
	No

	Does the candidate investigate client support requests and provide a documented solution after consultation with client
	
	

	Does the candidate convey comprehensive technical information to clients in a clear, concise, jargon-free and coherent manner
	
	

	Does the candidate make use of technical manuals and ‘help’ documentation?
	
	

	Note: If a specific volume or frequency is not stated, then evidence must be provided at least once.
	
	

	Task 1

· Conduct a virus scan on a computer and deal with any found errors or infections.
	
	

	Comment (if relevant):
     

	Task 2
· 
	
	

	Comment (if relevant):
     

	Does the candidate:
	Yes
	No

	· perform job tasks to industry standards?
	
	

	· manage job tasks effectively?
	
	

	· implement safe working practices?
	
	

	· solve problems on-the-job?
	
	

	· work well with others?
	
	

	· adapt to new tasks?
	
	

	· cope with unusual or non-routine situations?
	
	

	·      
	
	

	Overall, do you believe the candidate performs to the standard required by the units of competency on a consistent basis?
	    No  Yes        

	Identify any further training in this area that the candidate may require:

	     

	Comments:

	     

	Supervisor’s Signature: 
	Date:      


	Record of Assessment – ICTSAS308
 ICTSAS308 Run standard diagnostic tests

	Name of candidate
	     

	Name of assessor
	     

	Use the checklist below as a basis for judging whether the candidate’s document and supporting evidence meets the required competency standard.

	
	Yes       No

	1. Identify common symptoms and preventative maintenance techniques for ICT software and hardware
	      

	1.1 
Plan troubleshooting processes for ICT software and hardware to guide the resolution of common ICT problems based on requirements for ICT testing and maintenance

1.2 
Determine and document common symptoms of ICT problems for ICT software and hardware to increase troubleshooting process efficiency and focus

1.3 
Identify and select testing and preventative maintenance techniques taking into consideration the common symptoms of ICT problems to complete planning troubleshooting processes
	

	
	

	2. Operate system diagnostics
	      

	2.1 
Run the system diagnostic program according to specifications to identify required modifications in line with requirements for ICT testing and maintenance

2.2 
Modify the system configuration as indicated by the diagnostic program to address symptoms

2.3 
Carry out preventative maintenance techniques to address common symptoms of ICT problems
	

	
	

	
	

	3. Monitor and remove system viruses
	      

	3.1 
Scan system to check and maintain virus protection

3.2 
Report identified viruses and proposed actions to superior to gain approval

3.3 
Implement approved actions to remove detected virus infections using software tools and procedures and by restoring backups

3.4 
Document virus symptoms and removal information to keep a record of actions for future application
	

	Does the candidate meet all the unit of competency’s requirements?

	
	Yes
	No

	· Critical evidence requirements met
	       

	· Underpinning knowledge and understanding demonstrated
	       

	· Key competencies / Employability skills demonstrated at appropriate level
	       

	· Sufficiency of evidence
	       

	


	Evidence provided for this unit of competency is…
	Valid
	Authentic
	Current

	
	
	
	


	Candidate is:

	Competent  
	
	Not competent currently       
	

	Withdrawn after participation
	
	Withdrawn without participation  
	

	Not seeking assessment  
	
	
	

	Signed by the assessor:                                                                          Date:       


	Feedback to candidate

       


	Record of Assessment – ICTSAS309
 ICTSAS309 Maintain and repair ICT equipment and software

	Name of candidate
	     

	Name of assessor
	     

	Use the checklist below as a basis for judging whether the candidate’s document and supporting evidence meets the required competency standard.

	
	Yes       No

	1. Determine and undertake required equipment maintenance
	      

	1.1 
Access ICT equipment that requires maintenance

1.2 
Examine and review organisational ICT equipment maintenance procedures

1.3 
Determine and undertake internal maintenance according to organisational maintenance procedures

1.4
 Report problems to required personnel
	

	
	

	2. Diagnose and repair faults
	      

	2.1 
Identify faulty ICT equipment and software

2.2 
Test faulty ICT equipment and software according to manufacturing guidelines and task requirements

2.3 
Analyse test results

2.4 
Review historical fault data

2.5 
Develop plans, with prioritised tasks and contingency arrangements for repair and replacement of faulty equipment and software

2.6 
Liaise with required personnel and obtain plan approvals

2.7 
Obtain ICT components and repair equipment and software in a timely, organised manner, following work health and safety (WHS) standards 
	

	
	

	
	

	3. Update documentation and make recommendations for future maintenance
	      

	3.1 
Record maintenance, fault data and equipment modifications according to organisational standards

3.2 
Identify and report instances where preventative measures were required

3.3 
Dispose of faulty parts and other waste according to environmental guidelines

3.4 
Review and update maintenance and fault data and report outcomes to required personnel
	

	Does the candidate meet all the unit of competency’s requirements?

	
	Yes
	No

	· Critical evidence requirements met
	       

	· Underpinning knowledge and understanding demonstrated
	       

	· Key competencies / Employability skills demonstrated at appropriate level
	       

	· Sufficiency of evidence
	       

	


	Evidence provided for this unit of competency is…
	Valid
	Authentic
	Current

	
	
	
	


	Candidate is:

	Competent  
	
	Not competent currently       
	

	Withdrawn after participation
	
	Withdrawn without participation  
	

	Not seeking assessment  
	
	
	

	Signed by the assessor:                                                                          Date:       


	Feedback to candidate

       


ICPDMT3210
Capture a digital image

ICTWEB304 
Build simple web pages

ICTWEB305
Produce digital images for web

ICTWEB306
Web presence social media

ICTSAS308
Run standard diagnostic tests

ICTSAS309
Maintain and repair ICT equipment and software
Request for Qualification Issue
As the assessor this course working with this learner, my records indicate the following Statements of Attainment/Qualification should be issued as detailed below:
	Student’s Name:
	 

	Organisation:
	 


Qualification/Statements of Attainment Details

	Statement/s of Attainment
Units of Competency to be issued  

	  
Tick if SOA required
	Full Qualification

ICT30120 Certificate III in Information Technology

	
Tick if Qualification required

	
	BSBCRT311
Apply critical thinking skills in a team environment*
	
	BSBCRT311
Apply critical thinking skills in a team environment*

	
	BSBXCS303      Securely manage personally identifiable information and workplace information*
	
	BSBXCS303      Securely manage personally identifiable information and workplace information*

	
	BSBXTW301     Work in a team*
	
	BSBXTW301     Work in a team*

	
	ICTICT313         Identify IP, ethics and privacy policies in ICT environments*
	
	ICTICT313         Identify IP, ethics and privacy policies in ICT environments*

	
	ICTPRG302      Apply introductory programming techniques*
	
	ICTPRG302      Apply introductory programming techniques*

	
	ICTSAS305
Provide ICT advice to clients*
	
	ICTSAS305
Provide ICT advice to clients*

	
	ICPDMT3210      Capture a digital image
	
	ICPDMT3210      Capture a digital image

	
	ICTWEB304       Build simple web pages
	
	ICTWEB304       Build simple web pages

	
	ICTWEB306       Web presence social media
	
	ICTWEB306       Web presence social media

	
	ICTWEB305       Produce digital images for web
	
	ICTWEB305       Produce digital images for web

	
	ICTSAS308
Run standard diagnostic tests
	
	ICTSAS308
Run standard diagnostic tests

	
	ICTSAS309        Maintain and repair ICT equipment and software
	
	ICTSAS309        Maintain and repair ICT equipment and software

	
	
	
	

	
	
	
	


Qualification requirements:  6 core units (asterisk) and 6 elective units
Assessor’s Review 

	As the assessor I have…
	Yes
	No

	Checked that all units of competency listed have been judged Competent.

	
	

	Checked other Training Package requirements have been addressed (e.g. foundation skills, essential elements, etc.)

	
	

	Confirmed Literacy and Numeracy requirements as per qualification have been achieved.
	
	

	Comments:
     


	Assessor’s Name:
	

	Assessor’s Email:
	     
	Assessor’s Telephone:
	     

	Authorised by School/Institution Representative:
	

	Date:
	

	Processed at RTO by:
	     

	Date:
	     


Note:  The issuing of the qualification incurs a fee.  This may change so contact TEIA for the most current arrangement. An invoice will accompany the printed documents and be returned by post to either the candidate or the funding organisation.

Glossary

This glossary explains common terminology used in the VET sector and in this trainer’s and assessor’s guide.

Access and equity: Applying access and equity principles to training and assessment means meeting the individual needs of learners without discriminating in terms of age, gender, ethnicity, disability, sexuality, language, literacy and numeracy level, etc.

Assessment: Assessment means collecting evidence and making decisions as to whether a learner has achieved competency. Assessment confirms the learner can perform to the expected workplace standard, as outlined in the units of competency.

Assessment mapping: Assessment mapping ensures assessments meet the requirements of the unit/s of competency through a process of cross-referencing.

Assessment records: Assessment records are the documentation used to record the learner’s evidence of competency.

Assessment tools: Assessment tools are the instruments and procedures used to gather, interpret and evaluate evidence.

AQTF: The AQTF is the Australian Quality Training Framework. It was superseded by the VET Quality Framework and the Standards for NVR Registered Training Organisations in some jurisdictions in July 2011. 
AQTF standards: The AQTF standards are national standards designed to ensure high-quality training and assessment outcomes. They were superseded by the VET Quality Framework and the Standards for NVR Registered Training Organisations in some jurisdictions in July 2011.

ASQA: ASQA is the Australian Skills Quality Authority, the national regulator for Australia’s vocational education and training sector. ASQA regulates courses and training providers to ensure nationally approved quality standards are met.

Authentic/authenticity: Authenticity is one of the rules of evidence. It means the learner’s work and supporting documents must be genuinely their own.

Competency: Competency relates to the learner’s ability to meet the requirements of the unit/s of competency in terms of skills and knowledge.

Current/currency: Currency is one of the rules of evidence. It means ensuring the learner’s skills and knowledge are up to date.

Delivery plans: Delivery plans are lesson plans that guide the process of instruction for trainers.

Dimensions of competency: The dimensions of competency relate to all aspects of work performance. There are four dimensions of competency: task skills, task management skills, contingency management skills and job/role environment skills.

Fair/fairness: Fairness is one of the principles of assessment. It means assessments must not be discriminatory and must not disadvantage the candidate.

Flexible/flexibility: Flexibility is one of the principles of assessment. It means assessments must meet the candidate’s needs and include an appropriate range of assessment methods.

Knowledge evidence: Knowledge evidence is specified in the unit of competency. It identifies what a person needs to know to perform the work in an informed way.

Performance evidence: Performance evidence is specified in the unit of competency. It describes how the knowledge evidence is applied in the workplace.

Principles of assessment: Principles of assessment ensure quality outcomes. There are four principles of assessment – fair, flexible, valid and reliable.

Recognition: Recognition is an assessment process where learners match their previous training, work or life experience with the performance and knowledge evidence outlined in the units of competency relevant for a qualification.

Reliable/reliability: Reliability is one of the principles of assessment. It means that assessment must have a common interpretation.

Rules of evidence: Rules of evidence guide the collection of evidence. There are four rules of evidence – it must be valid, sufficient, current and authentic.

Skill sets: Skill sets are single units of competency or combinations of units of competency that link to a licence, regulatory requirement or defined industry need. They build on a relevant qualification.

Standards for NVR Registered Training Organisations 2011: The Standards for NVR Registered Training Organisations superseded the AQTF in some jurisdictions in July 2011. They are designed to ensure nationally consistent, high-quality training and assessment services for the clients of Australia’ s vocational education and training (VET) system.

Sufficient/sufficiency: Sufficiency is one of the rules of evidence. Sufficiency of evidence means there is enough to satisfy the unit/s of competency.

Training and assessment strategy: A training and assessment strategy must be developed by training organisations for all their training programs. It is a framework that guides the learning requirements.

Valid: The term valid relates to the rules of evidence and principles of assessment. It means meeting the unit/s of competency’s performance and knowledge evidence requirements.

Validation of assessment: Validation of assessment means a range of assessors must review, compare and evaluate assessments and assessment processes on a regular basis to ensure they meet the unit/s of competency assessed. The evaluation process must be documented and form part of the RTO’s continuous improvement process.

VET Quality Framework: The VET Quality Framework superseded the AQTF in some jurisdictions in July 2011. It is aimed at achieving greater national consistency in the way providers are registered and monitored and in how standards in the VET sector are enforced.
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